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Abstract of the contribution: The paper is to propose a solution to handle AF location service request targeting to multiple IoT UEs.
Discussion
As addressed in KI#8, the LCS framework need to support efficient bulk operations for IoT UEs as defined in Clause 6.4.2.2 of TS22.261) on the support of group of UEs in the 5G network, which requires:

· The 5G network shall optimize the resource use of the control plane and/or user plane to support high connection density (e.g., 1 million connections per square kilometre) of grouped UEs.

· The 5G network shall optimize the resource use of the control plane and/or user plane to manage (e.g., provide service parameters, activate, deactivate) groups of UEs.

· The 5G system shall support a timely, efficient, and/or reliable mechanism to transmit the same information to multiple UEs.
A service application in the AF may have the same location service requirements for multiple UEs, e.g. a group of UEs or any UE in a certain area. It is not necessary to initiate multiple service requests with the same requirements for each UE in a group individually. It should be possible to enable the AF to send to the network its request with the same requirements for multiple UEs identified by the group ID or any UE in a single message. It saves a lot of efforts for the AF to manage those requests and reduces the total number of signalling in the network.

Some of the targeting UE may already registered to the network, and some others may not. For those UEs who already registered, the serving AMF can be obtained from the UDM so that the location procedure can be initiated immediately; however, for those UEs not having been registered, a solution needs to be developed to ensure that the AF location service request can be delivered to their serving AMF once they are successfully registered, so that the location procedure can be initiated.
To enable the ability as described above, the following 2 options are proposed:
 Option 1: LCS service request stored in the UDR as the subscription data

[image: image8.png]7. Fetch AF

! 1 UDM K AF
location \
Request for'the \\
UE 2/6. Privacy checkin \ 1. AF location service request
3. AMF discovery&sglection ‘\‘ for a group of UE
4. Store AF ‘

UDR <Iocation service| ‘

n service| aE
request GMLC ‘ NEF
J
5. Initiate ‘w‘
5GC_MT_LR | 7. Fetch AF
‘J’ location
| Request for the

AMF  UE

8. Initiate
5GC_MT_LR

6. Registration

LMF UE





Option 2: LCS service request stored in the UDR as the application data
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Proposal

It is proposed to update TR 23.731 as follows. All the proposed texts are new to TR 23.731.
FIRST CHANGE
6.X
Solution #X: Bulk operation of LCS service request targeting to multiple UEs
6.X.1
Introduction

A service application in the AF may have the same location service requirements for multiple (e.g. IoT) UEs, e.g. a group of UEs or any UE in a certain area. It is not necessary to initiate multiple individual location requests with the same requirements for each UE in a group. It should be possible for the LCS specifications to enable the AF to send in a single message a LCS service request with the same requirements for multiple UEs identified by a group ID or targeting any UE. The LCS specifications shall be able to ensure that the AF LCS service request can be successfully delivered to the serving NFs of the UE (e.g. AMF and LMF) once privacy setting checks have been done:
· For the UEs who are already registered, the LCS service is initiated immediately
· For the UEs who are not yet registered, the LCS service is initiated later and the AF LCS service request is stored for future usage. 
A UE group may be associated with a group privacy setting, i.e. each member of the group shares the same privacy setting. The UE belonging to a network slice instance may be associated with a common privacy setting.
This solution applies to Key Issue #8 Support of IoT UEs, and it can also be applied to non-IoT UEs.
6.X.2
Functional Description
6.X.2.1 Option 1: LCS service request stored in the UDR as the subscription data
When GMLC or NEF receives a LCS request from the AF targeting multiple UEs (identified by a Group ID or any UE belonging to a network slice instance), it maps the external group ID into the internal group ID. The GMLC checks from the UDM on the privacy setting of the target UE group in a single message, and the UDM returns with either the LCS privacy setting for individual UE, for the UE group or for the network slice instance. For those UEs who allows to be located, the GMLC further checks with UDM on their serving AMFs and initiates the 5GC_NT_LR procedure to the individual AMF serving the targeting UE.
If it is a deferred or a periodic location request, for the targeting UE who has not been successfully registered (who has no serving AMF for the moment), GMLC stores the AF request to the UDR as the subscription data for future fetching by the AMF via UDM. When any UE successfully registered in the network, based on local configuration, the serving AMF fetches from the UDR via UDM for the AF request and the serving GMLC ID. For those UEs subject to the AF request and AF is authorised to use the location service by the target UE, the AMF initiates the 5GC_NI_LR procedure to trigger the positing of the target UE and reports the location of the target UE to the GMLC.. 

Alternatively, the GMLC can be a functionality of NEF, i.e., a service provided by the NEF.

6.X.2.1 Option 2: LCS service request stored in the UDR as the application data
When GMLC or NEF receives the AF location request targeting to multiple UEs (a group of UE, any UE belonging to a network slice instance or any UE moving into an area), it maps the external group ID into the internal group ID. The GMLC checks from the UDM on the privacy setting of the target UE group in a single message, and the UDM returns with either the LCS privacy setting for individual UE, for the UE group or for the network slice instance. For those UEs who allows to be located, the GMLC further checks with UDM on their serving AMFs and initiates the 5GC_MT_LR procedure to the individual AMF serving the targeting UE. 

If it is a deferred or a periodic location request, for the targeting UE who has not been successfully registered (who has no serving AMF for the moment), GMLC stores the AF request to the UDR as the application data for future fetching by the AMF. When any UE successfully registered in the network, based on local configuration, the serving AMF fetches from the UDR for the AF request and the serving GMLC ID. The AMF then performs the privacy checking to the UDM, and if location service is allowed, the AMF initiates the 5GC_NI_LR procedure to trigger the positing of the target UE and reports the location of the target UE to the GMLC.
Alternatively, the GMLC can be a functionality of NEF, i.e., a service provided by the NEF.
6.X.3
Procedures

Editor's note:
This clause describes high-level procedures and information flows for the solution.

6.X.3.1 Option 1: LCS service request stored in the UDR as the subscription data
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Figure 6.X.3.1-1: Bulk operation of LCS service request targeting to multiple UEs (LCS service request stored in the UDR as the subscription data)
1. The external location services client or the AF (via NEF) sends a request to the GMLC for a location of a group ID (may be mapped by the NEF from external group ID to the group ID used within 3GPP network) or any UE (e.g. belonging to a network slice). The request may include the required QoS, Supported GAD shapes and client type. NEF or GMLC authorizes the AF or the External Client for the usage of the LCS service.

2. The GMLC invokes a Nudm_SDM_Get service operation towards the UDM to get the privacy settings of the UE identified by a group ID or pertaining to an S-NSSAI. The UDM returns either the target UE Privacy setting and the SUPI of the UE or the target group privacy setting and the group ID/S-NSSAI. The GMLC checks the privacy settings. If the target UE is not allowed to be located, step 3-4 are skipped.
Further steps (except step 5) are carried once per UE.
3. The GMLC invokes a Nudm_UECM_Get service operation towards the UDM of the target UE to be located with SUPI of this UE. The UDM returns the network addresses of the current serving AMF.

The UDM is aware of the serving AMF address based on UE registration on an AMF (23.502 § 4.2.2.2.2). The UDM made aware of a serving GMLC address by the AMF at UE registration on an AMF (modification to 23.502 § 4.2.2.2.2).
4. The GMLC initiates 5GC_MT_LR procedure as described in Step 4-10 of §6.14.3.1.

5. If no serving AMF address is provided for a UE in step 3, the GMLC stores the AF request and its address as the subscription data, which can be accessed by the UDM, into the UDR.

6. UE performs the registration to the network, and AMF is allocated to serve the UE.

7. AMF fetches from the UDM of the potential AF request of the target UE.
8. UDM fetches them from the UDR.

9. If there’s any AF request applies to the UE and the privacy setting of the target UE allows itself to be located by the AF, the UDM responds to the AMF with the AF request and the GMLC address for reporting; otherwise it responds with no AF request and Step 10 is skipped.

10. The AMF initiates 5GC_NI_LR procedure for UE positioning and location reporting.
6.X.3.2 Option 2: LCS service request stored in the UDR as the application data

[image: image5.emf] 

U E  

AMF  

GMLC  

UDR  

UDM   External  Client  

1a.  L CS   Service Request  

2.   L CS   Privacy Check  

3.   Nudm_UECM_Get  

6 .   UE registration  

NEF  

A F  

1b.  L CS   Se rvice Request  

4 .  5GC_ MT_LR  

7.   N udr_DM_Query   Request  

9.   L CS   Privacy Check  

8.   N udr _ DM_Query   Response  

10 .  5GC_ NI _LR  

5.   Nudr_ DM_Create  


[image: image6.emf] 

U E  

AMF  

GMLC  

UDR  

UDM   External  Client  

1a.  L CS   Service Request  

2.   L CS   Privacy Check  

3.   Nudm_UECM_Get  

6 .   UE registration  

NEF  

A F  

1b.  L CS   Se rvice Request  

4 .  5GC_ MT_LR  

7.   N udr_DM_Query   Request  

9.   L CS   Privacy Check  

8.   N udr _ DM_Query   Response  

10 .  5GC_ NI _LR  

5.   Nudr_ DM_Create  


Figure 6.X.3.2-1: Bulk operation of LCS service request targeting to multiple UEs (LCS service request stored in the UDR as the application data)
1. The external location services client or the AF (via NEF) sends a request to the GMLC for a location of a group ID (may be mapped by the NEF from external group ID to the group ID used within 3GPP network) or any UE (e.g. belonging to a network slice). The request may include the required QoS, Supported GAD shapes and client type. NEF or GMLC authorizes the AF or the External Client for the usage of the LCS service.

2. The GMLC invokes a Nudm_SDM_Get service operation towards the UDM to get the privacy settings of the UE identified by a group ID or pertaining to an S-NSSAI. The UDM returns either the target UE Privacy setting and the SUPI of the UE or the target group privacy setting and the group ID/S-NSSAI. The GMLC checks the privacy settings. If the target UE is not allowed to be located, step 3-4 are skipped.

Further steps (except step 5) are carried once per UE.

3. The GMLC invokes a Nudm_UECM_Get service operation towards the UDM of the target UE to be located with SUPI of this UE. The UDM returns the network addresses of the current serving AMF.

The UDM is aware of the serving AMF address based on UE registration on an AMF (23.502 § 4.2.2.2.2). The UDM made aware of a serving GMLC address by the AMF at UE registration on an AMF (modification to 23.502 § 4.2.2.2.2).
4. The GMLC initiates 5GC_MT_LR procedure as described in Step 4-10 of §6.14.3.1.

5. If no serving AMF address is provided for a UE in a group in step 3, the GMLC stores the AF request and its address to the UDR as the application data using Nudr_DM_Create service operation.

6. UE performs the registration to the network, and AMF is allocated to serve the UE.

7. Based on local configuration, the AMF may fetch from the UDR of the potential AF request using Nudr_DM_Query service operation.
8. If there’s any AF request applies to the UE, the UDR responds to the AMF of the AF request and the  GMLC address for reporting.
9. The AMF checks privacy setting of the target UE to the UDM. If the target UE doesn’t allow itself to be located by the AF, step 10 is skipped.
10. If the target UE allows itself to be located by the AF, the AMF initiates a 5GC_NI_LR procedure to trigger the positing of the target UE and reports the location of the target UE to the GMLC.
6.X.4
Impacts on existing entities and interfaces

Editor's note:
This clause describes impacts to existing entities and interfaces.

6.X.4.1
Impacts to UDR and UDM
Impacts to UDR: 
· New Data Subset of the Subscription Data Storage, i.e. the privacy setting of the target UE and the UE group.
· AMF being a new consumer of Nudr_DM_Query; GMLC being a new consumer of Nudr_DM_Create
Impacts to UDM:

-
GMLC being a new consumer of UDM service operation;

-
new Subscription data types: UE LCS privacy and location subscriber authorization data of the requestor UE.
6.X.4.2
Impacts to GMLC

.

Capability of LCS service request handling based on target UE privacy setting.

Capability to invoke Nudr_DM_Create service operation
6.X.4.3
Impacts to NEF
If GMLC is a functionality of NEF, NEF needs to support the corresponding GMLC services.
6.X.5
Evaluation

Editor's note:
This clause provides an evaluation of the solution.
END OF CHANGES
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