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1.
Discussion
1.1
Introduction
Solution 1 and Solution 30 in TR 23.724 address KI#1 (Infrequent Small Data Transfer). This contribution addresses some unresolved editor’s notes.

1.2
Solution 1’s open issues

Below we describe how to address the currently open issues for Solution 1:

Open issue 1: AMF selection 
In TR 23.724 subclause 6.1.2 the following EN is captured:
Editor's note:
How to select an AMF supporting Data over NAS is FFS.
In the last two SA2 meetings, Key Issue #15 (Core Network selection for Cellular IoT) and related solutions (Solution 42, 43, 44 and 45) were introduced in the TR. The AMF selection issue will be solved once a solution for KI#15 is agreed for the normative phase.

Proposal: remove the editor’s note and refer to KI#15 and its related solution for CN selection
Open issue 2: Routing of data via API from 5GC to SCS/AS 

As reported in subclause 6.1.4.1 of the TR, 

Editor's note:
The routing of data via an API from 5GC to SCS/AS is FFS.
In SA2#127bis S2-185795 introduced in clause 4 a new assumption that

External exposure of network capabilities towards SCS/AS or AF is supported via NEF.
In addition, it has been concluded for KI#9 (Support of common north-bound APIs for EPC-5GC Interworking) “when a UE is capable of switching between EPC and 5GC, it shall only be associated with combined SCEF+NEF node(s) for Service Capability Exposure” (see subclause 8.9).
Proposal: remove the editor’s note and refer to the agreed assumption that routing data to SCS/AS is always via NEF to the conclusion of KI#9.
Open issue 3: New vs. existing SMF service operation for data transfer
For the Mobile Originated (see clause 6.1.4.2, step 4) and Mobile Terminated (see clause 6.1.4.3, step 13) data transfer procedures, the following editor's note is unresolved:

Editor's note:
Whether a new or an existing service operation of SMF should be invoked in this step 

is FFS.
The current list of SMF services and service operations is described in TS 23.502, subclause 5.2.8:

Table 5.2.8.1-1: NF services provided by the SMF

	Service Name
	Service Operations
	Operation

Semantics
	Example Consumer(s)

	Nsmf_PDUSession
	Create
	Request/Response
	V-SMF

	
	Update
	Request/Response
	V-SMF, H-SMF

	
	Release
	Request/Response
	V-SMF

	
	CreateSMContext
	Request/Response
	AMF

	
	UpdateSMContext
	Request/Response
	AMF

	
	ReleaseSMContext
	Request/Response
	AMF

	
	SMContextStatusNotify
	Subscribe/Notify
	AMF

	
	StatusNotify
	Subscribe/Notify
	V-SMF

	
	Context
	Request/Response
	AMF

	Nsmf_EventExposure
	Subscribe
	Subscribe/Notify
	NEF, AMF

	
	Unsubscribe
	
	NEF, AMF

	
	Notify
	
	NEF, AMF


To support data transfer from SMF to UPF, it seems appropriate to extend the existing Nsmf_PDUSession service by introducing a new service operation that we could name MessageTransfer. Table 5.2.8.1-1 of TS 23.502 would then be extended in this way:
Extension of Table 5.2.8.1-1 with new service operation for Data Transfer
	Service Name
	Service Operations
	Operation

Semantics
	Example Consumer(s)

	Nsmf_PDUSession
	Create
	Request/Response
	V-SMF

	
	Update
	Request/Response
	V-SMF, H-SMF

	
	Release
	Request/Response
	V-SMF

	
	CreateSMContext
	Request/Response
	AMF

	
	UpdateSMContext
	Request/Response
	AMF

	
	ReleaseSMContext
	Request/Response
	AMF

	
	SMContextStatusNotify
	Subscribe/Notify
	AMF

	
	StatusNotify
	Subscribe/Notify
	V-SMF

	
	Context
	Request/Response
	AMF

	
	MessageTransfer
	Request/Response
	AMF

	Nsmf_EventExposure
	Subscribe
	Subscribe/Notify
	NEF, AMF

	
	Unsubscribe
	
	NEF, AMF

	
	Notify
	
	NEF, AMF


Nevertheless, it can be left to discussions during the normative work to decide whether a new service operation should be introduced or not.

Proposal: resolve the related editor’s note by moving decision to normative phase.
Open issue 4: NGAP Stage 3 details of data transfer

In both Mobile Originated and Mobile Terminated Data Transfer procedures the following editor’s note explains that:

Editor's note:
The exact NGAP messages to be used for this procedure are expected to be discussed 

with RAN3.

Since this kind of detail is not in SA2’s scope, it seems more appropriate to convert the EN into a proper note indicating that NGAP message details are up to RAN3.
Proposal: convert the editor’s note into NOTE and leave such details to RAN3 discussion.
Open issue 5: Release Assistance Indication
The terminology to describe the options for RAI is normalised and further clarifications to option 2 (Uu RAI + N2 RAI) are provided.

It is proposed to allow the use of both options (Option 1 Release Assistance Indication in NAS-MM – NAS RAI plus N2 RAI and option 2 Release Assistance Indication in AS – Uu RAI plus N2 RAI), as they provide advantages in different cases. This allows the UE to use the most efficient signalling method based upon the transport used for the last UL traffic the UE is sending.
By the UE choosing which option to use when it can take advantage optimisation each method brings in difference cases. For example if the UE its last UL traffic via the AMF and wishes to send RAI, the additional overhead of adding RAI is small, compared to performing an additional RAN procedure and the additional RAN-AMF interaction. In the contrary case with the last UL traffic being sent using DRBs the additional cost of NAS signalling compared to RAN signalling is high. 
The UE should not use NAS RAI when the last UL traffic is via DRBs or data via AMF is not being used as in these cases any efficiencies will be lost. The UE may use AS RAI at any time.
2.
Text Proposal
It is proposed to agree the following changes vs. TR 23.724

Beginning of changes
6.1
Solution 1: Infrequent small data transfer via NAS-SM and N6
6.1.1
Introduction

6.1.1.1
General

This solution applies to Key issue 1 (support for infrequent small data transmission). The key idea of the solution is to convey small data inside NAS PDUs between UE and SMF for PDU session types IPv4, IPv6, unstructured.
Operators are not required to upgrade all SMFs to support small data transfer via NAS as the AMF is assumed to be able to select an SMF capable of small data transfer via NAS. This enables isolation from SMFs handling non-CIoT related sessions but also allows for separate scaling of SMFs supporting small data via NAS-SM.
Support for RDS is provided as described in solution X.
The part of this solution related to infrequent data transfer via API(s)/NEF is described in subclause 6.30 (Solution 30).
6.1.1.2
Architecture reference models
6.1.1.2.0
General
This section shows the architecture reference models for the cases where a NAS Small Data Delivery PDU Session terminates at a UPF.
6.1.1.2.1
Non-roaming reference architectures
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Figure 6.1.1.2.1-1: Architecture for small data delivery via NAS and N6 (non-roaming)
6.2.1.2.2
Roaming reference architectures




Figure 6.1.1.2.2-1: Architecture for small data delivery via NAS and N6 (home-routed roaming)
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Figure 6.1.1.2.2-2: Architecture for small data delivery via NAS and N6 (roaming with local break-out)

6.1.2
Functional Description

The following principles apply:

-
Small data transfer via NAS-SM
-
Small data is exchanged between the UE and SMF as payload of SM data transfer message in both uplink and downlink direction.
-
AMF transparently forwards downlink SM data transfer messages between UE and SMF.

-
NAS transport messages are used to transfer SM data transfer messages between UE and AMF.

-
The payload container type use for the downlink/uplink NAS transport message carrying SM data transfer message is a new container type "SM data transfer". This allows the AMF to differentiate between regular SM signaling and SM data transfer and apply overload control accordingly.

-
For uplink NAS transport, the PDU session ID allows the AMF to route the SM data transfer message to the correct SMF as stored in the UE context.
-
SM data transfer messages are associated with a PDU session.

-
For a UE in CM Idle mode, it should be possible to send an initial NAS transport message with the SM data transfer message as payload.

NOTE 1:
It is currently not possible to send NAS transport message as defined in TS 24.501 [10] as Initial NAS message (the UE needs to perform service request or registration procedure first to establish a secure NAS connection between UE and AMF). It is up to CT1 to decide whether a new NAS message needs to be defined, NAS transport message is extended or service request is extended to transport SM data transfer message.
-
Supported PDU session types

-
Small data transfer supports IP and unstructured data
-
Integrity protection, ciphering and header compression

-
Integrity protection and ciphering for small data are performed by AMF (existing NAS PDU integrity protection and ciphering functionality are re-used as is)

-
UE and SMF may perform header compression for IP data

-
AMF selection

-
NOTE 2: AMF selection is part of Key Issue #15 (Core Network selection for Cellular IoT) and the selected solution for Key Issue #15 is used.
-
SMF selection

-
During the PDU session establishment procedure the UE indicates request for Data Transfer over NAS-SM to be enabled along with the regular information DNN, S-NSSAI if applicable. The AMF takes the Data Transfer over NAS-SM request into account to select an SMF that supports Data Transfer over NAS-SM.

-
Support of APIs for infrequent small data transmission are described in Solution 30.

-
Releasing the UE based on Release Assistance Indication provided by the UE. Two options have been discussed:
-
Option 1 (Release Assistance Indication in NAS-MM – NAS RAI)

-
The UE sends the NAS Release Assistance Indication (NAS RAI) to the AMF inside the NAS PDU, i.e. outside the SM data transfer message embedded in the NAS PDU.

-
The AMF handles the NAS RAI as follows:

-
if the NAS RAI indicates that no further uplink or downlink data transmissions are expected and unless the AMF is aware of other pending MT traffic, the AMF requests NG-RAN to release the UE context;

-
if the NAS RAI indicates that only a single downlink data transmission subsequent to this uplink data transmission is expected, then the AMF requests NG-RAN to release the UE context once the AMF has forwarded the next downlink NAS transport message with container type "SM data transfer" to the UE unless the AMF is aware of other pending MT traffic.
-
Option 2 (Release Assistance Indication in AS – AS RAI plus N2 RAI)

-
The UE sends AS Release Assistance Indication (AS RAI) to the NG-RAN. The AS RAI indicates whether no further uplink/downlink transmissions or only a single downlink transmission is expected.
NOTE 3: This differs from the AS RAI defined in Rel-14 EPS (see TS 36.321, TS 36.331).
-
When NG-RAN receives the AS RAI from the UE, NG-RAN shall maintain the UE's RRC connection and include an N2 RAI indication (no further uplink/downlink transmissions or only a single downlink transmission) in the Initial UE message, in the next Uplink NAS transport message or in an RAI specific NGAP indication;

-
The AMF evaluates the N2 RAI as follows:

-
If the N2 RAI indicates no further uplink/downlink transmissions and the AMF is not aware of any pending DL data for the UE (e.g. a pending SMS or pending DL data buffered e.g. in SMF/UPF as part of extended buffering), the AMF sends the N2 UE Context Release Command to NG-RAN as per the AN Release procedure (TS 23.502 [7], clause 4.2.6)

-
If the N2 RAI indicates only a single downlink transmission is expected, the AMF sends the N2 UE Context Release Command to NG-RAN as per the AN Release procedure (TS 23.502 [7], clause 4.2.6) once the AMF has forwarded the next downlink NAS transport message with container type "SM data transfer" to the UE and unless the AMF is aware of other pending MT traffic.

NOTE 4:
The Release Assistance Indication in AS can also support UP-based data delivery. In this case the RAN is expected to send the N2 UE Context Release Request including the N2 RAI to the AMF. The AMF sends the N2 UE Context Release Command to NG-RAN unless the AMF is aware of other pending MT traffic. The RAN releases the UE once it has received the N2 UE Context Release Command from the AMF and once an outstanding UP or CP downlink transmission has been received (if applicable).



The UE may choose which option to use, allowing it to take advantage of the different optimisation that each option brings and how the UL traffic the RAI is associated with is being transferred. The UE should not use NAS RAI when the last UL traffic is via DRBs or data via AMF is not being used as in these cases any efficiencies will be lost. The UE may use AS RAI at any time.
NOTE 5:
The details of Option 2 are to be defined by RAN WGs.
NOTE 6:
The AS RAI and related N2 RAI apply only to Higher Layer PDUs (i.e., NAS PDU, NAS Signalling, UP Data, but not RLC signalling). 
NOTE 7:
See Solution 30 for NEF based data transfer. 
6.1.3
Support of EPC interworking

EPC interworking for small data transfer via NAS-SM uses the architecture for EPC-5GC interworking with N26 as specified in TS 23.501 [5] clauses 4.3.1 and 4.3.2 as a baseline.

The following principles apply:

-
Idle-mode mobility from 5GS to EPS is performed as per the procedure described in TS 23.502 [7] clause 4.11.1.3.2 with the following differences:

-
Step 5b: When the SMF returns the mapped EPS bearer contexts to the AMF the SMF sets the Control Plane Only PDN Connection Indication for Data over NAS-SM PDU sessions.

-
Idle-mode mobility from to EPS to 5GS is performed as per the procedure described in TS 23.502 [7] clause 4.11.1.3.3 with the following differences:

-
AMF indicates support of CIoT Optimizations when requesting the UE context from the MME via N26;

-
for a PDN connection for which Control Plane Only PDN Connection Indication is set,

-
in case of home-routed roaming,

-
Step 14: the AMF selects a V-SMF supporting small data over NAS-SM;

-
Step 14: the V-SMF configures the UPF for data transfer via N4;

6.1.4
Procedures

6.1.4.1
PDU Session Establishment


This procedure takes the PDU Session Establishment procedure as described in TS 23.502 [7], clause 4.3.2.2.1 as the baseline.
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Figure 6.1.4.2-1: PDU Session Establishment enabling Data over NAS-SM
1.
The UE sends a PDU session establishment request message as SM payload of a NAS transport message. The NAS transport message contains PDU session ID and a "Data transfer over NAS-SM preference" routing indication along with other regular information e.g. DNN, S-NSSAI, etc. if applicable.
2.
The AMF selects the SMF based on DNN, S-NSSAI and local operator policies or configuration as described in TS 23.501 [5] clause 6.3.2, additionally the AMF takes the received "Data transfer over NAS-SM requested" routing indication received from the UE into account to select an SMF that supports Data over NAS-SM if available for the requested DNN, and S-NSSAI if it applies. The AMF stores the association of the PDU Session ID and the selected SMF ID in the UE context. The network chooses to transfer data to the DN via N6.


NOTE 1:
As captured in clause 4, it is assumed that the exposure of network capabilities towards the SCS/AS is done via NEF. In addition, as captured in clause 8.9, when a UE is capable of switching between EPC and 5GC, it shall only be associated with combined SCEF+NEF node(s) for Service Capability Exposure. Consequently, data towards SCS/AS can be routed via a NEF+SCEF combined node. See also Solution 30.
3.
The AMF forwards the Data transfer over NAS-SM requested routing indication to the SMF by invoking Nsmf_PDUSession_CreateSMContext request. The SMF replies with an Nsmf_PDUSession_CreateSMContext Response.
4.
The SMF may perform a Session Management Policy Establishment procedure
5.
The SMF selects a UPF.

6.
The SMF configures the UPF for data transfer via N4.

7.
The SMF sends a PDU Session Establishment Accept providing indication that Data Over NAS-SM is enabled for this PDU session without including the N2 SM container.
8.
The AMF forwards the NAS message to the UE.

6.1.4.2
Mobile Originated Data Transport via NAS-SM and N6
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Figure 6.1.4.2-1: Mobile Originated Data Transport via NAS-SM
0.
The UE is in CM-IDLE.

1.
The UE establishes an RRC connection and sends a NAS PDU as part of this. The NAS PDU carries encrypted uplink data as payload of an SM data transfer message and a PDU session ID.
2.
NG-RAN forwards the NAS PDU to the AMF.

3.
AMF checks the integrity of the incoming NAS PDU and decrypts the data it contains.
4.
AMF forwards the data to the (V-)SMF handling the PDU session identified by the PDU session ID contained in the NAS transport message.


NOTE 1:
Whether a new or an existing service operation of SMF should be invoked in this step is to be decided during normative phase.
5.
The (V-)SMF decompresses the header if header compression applies to the PDU session. The V-SMF forwards the data to the UPF. (In the home-routed roaming case, the UPF may forward the data to a different UPF in the HPLMN via N9.) The UPF forwards the data to the DN, In case of unstructured data, tunneling may be applied according to clause 5.6.10.3 in TS 23.501 [5].

6.
[Conditional] The UPF forwards available downlink data to the (V-)SMF,

7.
[Conditional] The (V-)SMF compresses the header if header compression applies to the PDU session and encapsulates the downlink data as payload in an SM data transfer message. The (V-)SMF forwards the SM data transfer message and the PDU session ID to the AMF using the Namf_Communication_N1N2MessageTransfer service operation.

8.
[Conditional] The AMF creates a DL NAS transport message with the received PDU session ID and the SM data transfer message (container type is set to SM data transfer). The AMF ciphers and integrity protects the NAS transport message

9.
[Conditional] The AMF sends the DL NAS transport message to NG-RAN.
10.
[Conditional] NG-RAN delivers the NAS payload over RRC to the UE.

11.
[Conditional] If no further NAS PDU activity is detected by NG-RAN, then NG-RAN triggers the AN release procedure.

12.
The UE's logical NG-AP signaling connection and RRC signaling connection are released as per TS 23.502 [7] clause 4.2.6.
NOTE 2:
How the UE is released based on Release Assistance Information is covered in clause 6.1.2.


NOTE 3:
The details of the NGAP messages to be used for this procedure are to be decided by RAN WG#3.
6.1.4.3
Mobile Terminated Data Transport via NAS-SM and N6
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Figure 6.1.4.3-1: Mobile Terminated Data Transport via NAS-SM

1.
The UPF forwards a downlink data packet to the SMF.

2.
The (V-)SMF compresses the header if header compression applies to the PDU session and encapsulates the downlink data as payload in an SM data transfer message. The (V-)SMF forwards the SM data transfer message and the PDU session ID to the AMF using the Namf_Communication_N1N2MessageTransfer service operation.

3.
[Conditional] If the UE is in CM Idle, the AMF sends a paging message to NG-RAN.

4.
[Conditional] If NG-RAN received a paging message from AMF, NG-RAN perform paging.

5.
[Conditional ] If the UE receives paging message, it responds with service request.

7.
The AMF creates a DL NAS transport message with the received PDU session ID and the SM data transfer message (container type is set to SM data transfer). The AMF ciphers and integrity protects the NAS transport message

8.
The AMF sends the DL NAS transport message to NG-RAN.
9.
NG-RAN delivers the NAS payload over RRC to the UE.

10.
While the RRC connection is established further uplink and downlink data can be exchanged. In order to send uplink data, the UE sends an integrity protected NAS PDU as RRC uplink data. The NAS PDU carries encrypted uplink data as payload of an SM data transfer message and a PDU session ID.
11.
NG-RAN forwards the NAS PDU to the AMF.

12.
AMF checks the integrity of the incoming NAS PDU and decrypts the data it contains.
13.
AMF forwards the data to the (V-)SMF handling the PDU session identified by the PDU session ID contained in the NAS transport message.


NOTE 1:
Whether a new or an existing service operation of SMF should be invoked in this step is to be decided during normative phase.
14.
The (V-)SMF decompresses the header if header compression applies to the PDU session. The V-SMF forwards the data to the UPF. (In the home-routed roaming case, the UPF may forward the data to a different UPF in the HPLMN via N9.) The UPF forwards the data to the DN, In case of unstructured data, tunneling may be applied according to clause 5.6.10.3 in TS 23.501 [5].

15.
[Conditional]
If no further NAS PDU activity is detected by NG-RAN, then NG-RAN triggers the AN release procedure.

16.
The UE's logical NG-AP signaling connection and RRC signaling connection are released according to TS 23.502 [7] clause 4.2.6.
NOTE 2:
How the UE is released based on Release Assistance Information is covered in clause 6.1.2.


NOTE 3:
The details of the NGAP messages to be used for this procedure are to be decided by RAN WG#3.
6.1.5
Impacts on existing entities and interfaces


AMF:
-
Support of new payload container type for SM data transfer
-
Support for initial NAS transport message with the SM data transfer message as payload.
-
Support for selecting SMF capable of Data over NAS
-
Support of release assistance indication handling
SMF:
-
Supports and Sending and Receiving PDUs via NAS-SM
-
Support of new payload container type and SM data transfer message
-
Header compression for IP data
-
Receives the “Invoke NIDD API” and NEF ID during PDU Session Establishment.

-
Support for a N4-like services on the N29 interface with the NEF for Unstructured PDU Session.
-
Supports exchange of Small Data PDUs with the UPF on the N4 interface.
UPF:

-
Support for extended buffering.
-
Supports exchange of Small Data PDUs with the SMF on the N4 interface.
UE:
-
Supports and Sending and Receiving PDUs via NAS-SM
-
Support of new payload container type and SM data transfer message.
-
Support for initial NAS transport message with the SM data transfer message as payload.
-
Support of release assistance indication handling.
UDM/UDR:

-
Support for the NIDD Configuration, MT NIDD, and MO NIDD APIs as described in TS 29.122 [9] and TS 23.682 [36].

- 
Support for the authorisation during the NIDD Configuration procedure.
NG-RAN:
-
Release Assistance Indication in AS (if chosen as the way forward)
6.1.6
Evaluation


This solution proposes to convey small data inside NAS-SM between UE and SMF for PDU session types IPv4, IPv6 and unstructured. The AMF transparently forwards small data inside NAS-SM between UE and SMF. Integrity protection and ciphering for small data are performed by AMF, and the UE and SMF may perform header compression for IP data. This solution supports also infrequent data transfer via API(s)/NEF (see subclause 6.30 – in particular conclusions in subclause 6.30.6 - for more details). Solution 1 supports early data and reuses EPC interworking as defined in Rel-15, i.e. relies on mapping PDU sessions to PDN connections.
Pros:
-
No need to establish user plane PDU session to transfer data, leading to lower transfer delays.

-
UE's application functionality are not affected.
-
Limited or no impact on RAN (depending on RAI’s conclusions).
-
Easy interworking with EPC based CIoT. Solution 1 follows the same concept as EPS CP optimization. This enables low complexity IoT devices that support both EPC and 5GC connectivity to send small data over NAS (i.e. without having to support a user-plane stack, AS security, etc.) regardless of the core network those devices are connected to.
Cons:
-
The solution(s) for Overload Control for small data (see KI#7 and related solutions) may be required to help manage any additional load on the AMF and/or SMF.
-
Impact on AMF and SMF to transfer small data.
This solution successfully addresses Key Issues #1 (Support for infrequent small data transmission).
Next change
6.30
Solution 30: NEF based infrequent small data transfer via NAS-SM
6.30.1
Introduction

6.30.1.1
General

This solution is built on top of Solution 1 in clause 6.1 and allows the exchange of infrequent small data via an API. The Architecture Reference Models, Functional Description, Interworking with EPS and Procedures of Solution 1 are taken as baseline and this solution describes the missing details to support infrequent small data transfer via NAS-SM via NEF between the SMF and AF.

NOTE 1:
As captured in clause 4, it is assumed that the exposure of network capabilities towards the SCS/AS is done via NEF. In addition, as captured in clause 8.9, when a UE is capable of switching between EPC and 5GC, it shall only be associated with combined SCEF+NEF node(s) for Service Capability Exposure. Consequently, data towards SCS/AS can be routed via a NEF+SCEF combined node
The solution also supports exposing small data APIs for infrequent small data transmission to the AF. The APIs are based on the NIDD APIs which are defined for the T8 interface in TS 29.122.

API usage only applies to the case where the PDU Session type is Unstructured.

The following principles apply to this solution:

· A PDU Session terminates at NEF.

· The NEF exposes APIs to the AF for Small Data. The APIs are based on the T8 APIs that were defined in Release-15.

Support for RDS is provided as described in solution x.
6.30.1.2
Architecture reference models
6.1.1.2.1
General
This section shows the architecture reference models that support API usage in the cases where a NAS Small Data Delivery PDU Session terminates at a NEF.

This solution presents no Roaming Reference Architecture for the Local Breakout case because a Small Data API service will not be exposed by the visited network. This is in line with the architecture principle from TS 23.501 [5] which states “For external exposure of services related to specific UE(s), the NEF resides in the HPLMN. Depending on operator agreements, the NEF in the HPLMN may have interface(s) with NF(s) in the VPLMN”.

APIs are exposed to the AF via the N33/Nnef reference point.

The N29 reference point will be used to send and receive small data packets via the NEF.
6.30.1.2.1
Non-roaming reference architectures

Figure 6.30.1.2.1-1 depicts a simplified service based architecture with the entities involved in small data transfer via NEF.
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Figure 6.30.1.2.1-1: Simplified Service Based Architecture for small data delivery via NEF (non-roaming)
6.30.1.2.2
Roaming reference architectures
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Figure 6.30.1.2.2-1: Simplified Service Based Architecture for small data delivery via NEF (roaming with local breakout scenario)
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Figure 6.30.1.2.2-2: Simplified Service Based Architecture for small data delivery via NEF (roaming with home routed scenario)

6.30.2
Functional Description

In addition to clause 6.1.2, the following principles apply:

-
Support of NIDD API
-
The NIDD API is supported for PDU sessions of type unstructured.

-
The NEF supports the NIDD API towards the SCS/AS for both non-roaming and home-routed roaming scenarios.

-
Whether or not the NIDD API shall be invoked for a PDU session is determined by a per DNN per S-NSSAI Invoke NIDD API indication in the subscription.

-
If the subscription includes an Invoke NIDD API indication and an NEF ID for the S-NSSAI / DNN requested by the UE, then the SMF selects that NEF for the small data PDU session.
-
The NEF ID for a given S-NSSAI / DNN in the subscription can be updated by means of the NIDD configuration procedure.
-
The NEF performs buffering for unstructured DL data received via the NIDD API while the UE is unreachable.

NOTE 1:
See Solution 1 for UPF based data transfer. 
-
PDU Session Anchor (NEF) Selection

-
When the PDU Session is established, as described in section 6.1.4.1, step 5 is modified as follows.

-
If the PDU Session type is unstructured, the SMF uses the DNN and S-NSSAI to check the UE’s subscription. The UE’s subscription may include an “Invoke NIDD API” flag for the DNN / S-NSSAI combination.

-
When the “Invoke NIDD API” flag is present, the subscription information will also include the NEF Identity that should be used to anchor the PDU Session. 

-
When the “Invoke NIDD API” flag is not present, the SMF will perform UPF selection to select a UPF to anchor the PDU Session as described in solution 1.
-
API Exposure for Small Data

-
The NEF exposes the NIDD Configuration, MT NIDD, and MO NIDD APIs that are described in TS 23.682 [36] on the N33 / Nnef reference point.

-
Routing Unstructured Data Between the NEF and AF.

-
Consistent with the method that is used in EPS and described in TS 23.682 [36], the NEF uses provisioned policies to map an AF Identity and UE Identity to a DNN / S-NSSAI combination when the Reliable Data Service is not enabled. When the Reliable Data Service is enabled, the NEF determines the association based on RDS port numbers and provisioned policies that may be used to map AF identities and User identity to an DDN.
6.30.3
Support of EPC interworking

EPC interworking is enabled by the principles documented in clause 6.1.3 with the following differences:

-
NIDD API is terminated on a co-located NEF (capable of small data transfer) and SCEF, referred to as NEF+SCEF.

-
Idle-mode mobility from 5GS to EPS is performed as per the procedure described in TS 23.502 [7] clause 4.11.1.3.2 with the following differences:

-
Step 5b: NEF+SCEF maps the PDU session for Data over NAS-SM to an SCEF PDN Connection and sets the Control Plane Only PDN Connection Indication.

-
Idle-mode mobility from EPS to 5GS is performed as per the procedure described in TS 23.502 [7] clause 4.11.1.3.3 with the following differences:

-
AMF indicates support of CIoT Optimizations when requesting the UE context from the MME via N26;

-
for a PDN connection for which Control Plane Only PDN Connection Indication is set:

-
SMF selects a NEF;

-
in the case of home-routed roaming:

-
Step 14: the AMF selects a V-SMF supporting small data over NAS-SM;

-
Step 14: V-SMF selects an IWK-NEF.
· When the Invoke NIDD API flag is present in the UE’s subscription information for the PDU Session, the identified NEF will point to an SCEF+NEF if EPC Interworking is supported.  

6.30.4
Procedures

6.30.4.1
PDU Session Establishment (non-roaming)

It takes the PDU Session Establishment procedure as described in TS 23.502 [7], subclause 4.3.2.2.1 as the baseline.
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Figure 6.30.4.1-1: PDU Session Establishment enabling Data over NAS-SM via NEF (non-roaming)
1.
The UE sends a PDU session establishment request message as SM payload of a NAS transport message. The NAS transport message contains PDU session ID and a "Data transfer over NAS-SM preference" indication along with other regular information e.g. DNN, S-NSSAI, etc. if applicable.

2.
The AMF takes the received "Data transfer over NAS-SM requested" indication received from the UE into account to select an SMF that supports Data over NAS-SM if available for the requested DNN, and S-NSSAI if it applies. The AMF stores the association of the PDU Session ID and the selected SMF ID in the UE context.

3.
The AMF forwards the Data transfer over NAS-SM requested indication to the SMF by invoking Nsmf_PDUSession_CreateSMContext request including DNN, S-NSSAI, PDU Session ID. The SMF replies with an Nsmf_PDUSession_CreateSMContext Response.
4.
The SMF registers with the UDM and retrieves the Session Management Subscription data for the corresponding SUPI, DNN and S-NSSAI. If the subscription includes an Invoke NIDD API indication for the DNN and S-NSSAI indicated by UE, the SMF decides to transfer data to the DN via NEF. The SMF selects the NEF based on the UE subscription profile.

5.
The SMF configures the NEF for data transfer.

6.
If NIDD configuration has been performed by AF with the NEF, the procedure continues at step 7. If no AF has performed NIDD configuration for this NEF and this subscriber, then the request by the SMF is rejected.

NOTE 1: NIDD service activation between AMF/SMF and NEF is addressed in Solution 21. 
7.
The SMF sends a PDU Session Establishment Accept providing indication that Data Over NAS-SM is enabled for this PDU session without including the N2 SM container.

8.
The AMF forwards the NAS message to the UE.

6.30.4.2
PDU Session Establishment (home-routed roaming)

This procedure takes the PDU Session Establishment procedure as described in TS 23.502 [7], subclause 4.3.2.2.2 as the baseline.
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Figure 6.30.4.2-1: PDU Session Establishment enabling Data over NAS-SM via NEF (home-routed roaming)

1.
The UE sends a PDU session establishment request message as SM payload of a NAS transport message. The NAS transport message contains PDU session ID and a "Data transfer over NAS-SM preference" indication along with other regular information e.g. DNN, S-NSSAI, etc. if applicable.

2.
The AMF takes the received "Data transfer over NAS-SM requested" indication received from the UE into account to select an SMF that supports Data over NAS-SM if available for the requested DNN, and S-NSSAI if it applies. The AMF stores the association of the PDU Session ID and the selected SMF ID in the UE context.

3.
The AMF forwards the Data transfer over NAS-SM requested indication to the V-SMF by invoking Nsmf_PDUSession_CreateSMContext request including DNN, S-NSSAI, PDU Session ID. The V-SMF replies with an Nsmf_PDUSession_CreateSMContext Response.
4.
The V-SMF sends the Nsmf_PDUSession_CreateSMContext request including the Data transfer over NAS-SM requested indication to the H-SMF.

5.
The H-SMF registers with the UDM and retrieves the Session Management Subscription data for the corresponding SUPI, DNN and S-NSSAI. If the subscription includes an Invoke NIDD API indication for the DNN and S-NSSAI indicated by UE, the H-SMF informs the V-SMF to transfer data to the DN via NEF.
6.
The H-SMF responds to the V-SMF.

7.
The V-SMF configures the NEF via the IWK-NEF for data transfer.

8.
The V-SMF sends a PDU Session Establishment Accept providing indication that Data Over NAS-SM is enabled for this PDU session without including the N2 SM container.

9.
The AMF forwards the NAS message to the UE.
6.30.4.5
Mobile Originated Data Transport via NAS-SM and N6 (NEF Anchored)


The Mobile Originated Data Transport Procedure of Sol. 1 (see section 6.1.4.2) is used, with the following modifications:

· The UPF is changed to an NEF

· Between steps 5 and 6, the NEF uses the MO NIDD Indication procedure of TS 23.682 [36], section 5.13.4 to provide the data to the AF.
6.30.4.6
Mobile Terminated Data Transport via NAS-SM and N6 (NEF Anchored)

The Mobile Terminated Data Transport Procedure of Sol. 1 (see section 6.1.4.3) is used, with the following modifications:

· The UPF is changed to an NEF
· The NEF may buffer DL data as described in TS 23.682 [36],
· The procedure is initiated by the AF invoking the MT NIDD Submit Request as described in TS 23.682 [36], section 5.13.3.
· If UL Data is included in step 14, then the NEF will uses the MO NIDD Indication procedure of TS 23.682 [36], section 5.13.4 to provide the data to the AF.
6.30.4.7
NIDD Configuration for Data Transport via NAS-SM

The NIDD Configuration procedure will take place between the AF and NEF as described in TS 23.682 [36], section 5.13.2. The NEF uses the UDM/UDR to authorise the NIDD Configuration. In addition, the solution 21 is incorporated for activating the NIDD service.
6.30.5
Impacts on existing entities and interfaces

The same impacts indicated in clause 6.1.5 apply, with the following differences:
NEF:
-
Support for extended buffering.
-
Support for the NIDD Configuration, MT NIDD, and MO NIDD APIs as described in TS 29.122 [9] and TS 23.682 [36].
-
Support for a N4-like services on the N29 interface with the SMF for Unstructured PDU Session
6.30.6
Evaluation


Solution 30 is part of Solution 1 and allows the exchange of infrequent unstructured small data via NIDD API. The NEF supports the NIDD API towards the AF for both non-roaming and home-routed roaming scenarios. The same pros and cons of Solution 1 apply.
This solution successfully addresses Key Issues #1 (Support API(s) for infrequent small data transmission and capability exposure to AF).
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