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Proposal
It is proposed to update TS 23.716 as follows.
* * * Change 1 * * * all text is NEW* 
6.X
Solution #X –Line Id Transfer to and usage within 5GC
6.X.1
Overview
Current BBF service and customer management is centred around using the Line Id (e.g. added by the AN in DHCP Option 82) to identify the RG and the associated subscription.
This solution studies how 5GC is made aware of the Line Id and can use Line Id. 
This solution is meant to apply to 5G-RG (connected over Wireline access) and FN-RG collectively called "RG" in this solution; the solution is specific to Wireline access and does not apply to FWA. For FN-RG case this solution is a complement of solution 22
NOTE: 
How the AGF gets the Line Id as well as the format of a Line Id is determined by BBF.

Editor's Note: the support of deployments where the AGF and the 5GC belong to different operators is FFS.

6.X.2
Description of the solution
6.X.2.1
Usage of the Line Id as ULI
In case of 5G-RG (connected over Wireline access) and FN-RG, the AGF provides the Line Id as ULI (User Location Information) in any N2 message where, as any 5G-AN, it needs to send ULI to AMF (e.g. in the initial UE message).
It is expected that for both 5G RG and FN RG the AGF can provide ULI including when transferring the first NAS signalling message (register) from (5G RG) or about (FN RG) a RG.
6.X.2.2
Usage of the Line Id to identify the FN RG
In case of 5G RG, R15 mechanisms are used to determine the SUPI out of a SUCI derived from an IMSI;
In case of FN-RG the AGF provides the Line Id within the SUCI put in the NAS registration request it builds on behalf of the RG and it sends to the AMF. The 5GC is assumed to trust the AGF and the SUCI information provided by the AGF:

1. Where needed Network Domain Security applies between the AGF and the AMF

2. The AGF is assumed to ensure that the Line Id information it provides to the AMF is accurate 
NOTE 2: 
Further security impacts of FN RG (e.g. related with NAS and UP security) are to be defined as part of another solution.

When it has received a SUCI made up from a Line Id from an AGF, the AMF selects an AUSF based on information received in the SUCI and asks for authentication from the AUSF. The SUCI = Line Id is provided to the AUSF that fetches the corresponding SUPI from the UDM and provides back the SUPI to the AMF without authenticating the FN-RG. 

If an operator so desires it may configure SUPI = Line Id in UDM and then continue managing the RG using the Line Id (in PCF policies, in CDR, etc…); otherwise an operator can also decide to map the Line Id to a SUPI corresponding to an IMSI.
Wireline LI may use the Line Id to identify Wireline subscribers to intercept. Wireline charging may use the Line Id to identify Wireline subscribers that need to be billed.
The AMF uses the SUPI to fetch the subscription data using procedures already defined in TS 23.502 [3]. The only difference due to the usage of a line ID in the SUPI is in the UDM selection procedure.

The AMF then uses the ULI = Line Id to check the Registration restriction of the UE;

NOTE 3: 
The control of registration restriction for RG(s) to be defined by another solution.

As defined in R15, both the SUPI and the Line Id (as ULI) are provided by the AMF to the SMF over N11 (e.g. when issuing a Nsmf_PDUSession_CreateSMContext Request), by the SMF to the PCF over N7 (e.g. when performing an SM Policy Association Establishment procedure as defined in TS 23.502 [3] clause 4.16.4), by the AMF to the SMSF. 
The SUPI is used by SMF, SMSF, PCF, etc… to fetch subscription data from UDM/UDR using procedures already defined in TS 23.502 [3]. The only difference due to the usage of a line ID in the SUPI is in the UDM selection procedure.
6.X.3
Impacts on existing Functions
In case of both FN-RG and 5G-RG served by Wireline access:
1. Any NF that uses the content of the ULI is impacted (for example the SMF when it considers the ULI to select an UPF)

In case of FN-RG:

2. Needs to add the possibility for SUCI derived from a Line Id in the SUCI definition/format. Need to define proper AUSF and UDM discovery based on a SUCI derived from a Line Id.
3. The AUSF is modified to not initiate authentication of the UE (FN-RG) in the case it receives a SUCI derived from a Line Id. It nevertheless fetches the corresponding SUPI from the UDM;
4. The UDM is modified to translate a SUCI based on a Line Id into a SUPI (that based on operator configuration may either correspond to an IMSI or to the Line Id).
5. (when the SUPI corresponds to a Line Id) The UDM selection functionality is modified to select the UDM based on the Line Id (and not based on an IMSI).
NOTE: 
Apart from the UDM (and from UDM selection by SMF, SMSF) no 5GC NF needs to know whether the SUPI corresponds to a Line Id or to an IMSI.
* * * Change * * * *
6.23
Solution #23: Supporting FN-RG in 5GC
6.23.1
Overview

This solution specifies the 5GC functionality required to support registration and session management of FN-RG, when interworking functionality defined by BBF is provided in the W-5GAN.

In essence, the solution is based on the FAGF authenticating the FN-RG, providing registration and session management for / on behalf of the FN-RG. The 5GC impacts are thus limited; the adjustments that are still needed are described in this solution.

This solution can be applicable in two scenarios defined by BBF:

-
The interworking scenario, where the FMIF is used in W-5GAN as the GW function to 5GC, i.e. FAGF=BBF's FMIF

-
The interworking step of the migration scenario, where the AGF provides the GW function to 5GC, i.e. FAGF=BBF's AGF

Editor's note:
BBF terminology used in migration scenario may change, L-AGF (legacy AGF) is used as interim term for the AGF.

The relevant architecture is shown on figure 6.23.1-1; from 3GPP perspective FAGF represents both of the above BBF options.
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Figure 6.23.1-1: Solution architecture for supporting the FN-RG

6.22.2
Registration and PDU management for FN-RG

6.22.2.1
Initial registration and session setup for FN-RG

When the connectivity is established between FN-RG and the FAGF in the W-5GAN, the FAGF shall

-
Authenticate the FN-RG

-
Perform registration to 5GC, on behalf of the FN-RG

-
Setup  PDU session(s) on behalf of the FN-RG..
The high level flow diagram for this procedure is represented on Figure 6.23.2-2.
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Figure 6.23.2-2: Registration and PDU session setup for FN-RG

1.
A layer-2 (L2) connection is established between the 5G-RG and the FAGF. This is defined in BBF specifications.
2.
The FN-RG is authenticated by the W-5GAN. This may be based e.g. on the fixed AN inserting line ID to a DHCP request. If the RG has sent a request for IP addressing (DHCPv4, DHCPV6, RS) the FAGF stores it until the RG has been registered and a PDU Session established for the RG. This step is defined in BBF specifications.
NOTE 1:
It is crucial that the existing BBF authentication methods can be used for FN-RG, also when connected to 5GC via the W-5GAN and this is the only authentication taking place during the procedure.

Editor's note:
The authentication of the FN-RG based on the trust relationship between 5GC/AMF and the access network/FAGF shall be defined/approved by SA3.

Editor's note:
whether PPP authentication for the FN-RG is supported for the interworking step of the migration scenario (see solution 24) is FFS.

3.
The FAGF may use the line ID to get the required 5GC parameters (e.g. NSSAI) it needs to send NAS signaling to 5GC (registration, PDU Session related etc…) and to perform initial AMF selection. 
NOTE 2:
The method used by the FAGF to retrieve these 5GC parameters is to be defined by BBF;
The FAGF shall perform initial registration on behalf of the FN-RG. The NAS registration message is sent using same N2 mechanisms as defined in 23.502 for N3GPP access with the difference that ULI contains a different set of information (see solution X).

4.
The FAGF sends a registration request to the AMF. The following differences exist, compared to the 5G-RG case:

-
The NSSAI is provided based on FAGF determination done in step 3.
NOTE 3:
Based on FAGF determination of the 5GC NAS parameters, one or multiple S-NSSAI can be required  e.g. when the FAGF has been configured to use a specific slice for RG management purposes.

-
The FAGF shall use the LineID to derive a SUPI and from that, a SUCI that is used in the Registration request. This is further documented in solution X


-
The FAGF shall indicate that no PEI can be provided.

The NAS registration message is sent using same N2 mechanisms as defined in 23.502 for N3GPP access with the difference that 
· ULI contains a different set of information (see solution X).
· The FAGF indicates to the AMF that it has authenticated the F-RG, no authentication is to be performed by the 5GC.

5.
the AMF selects an AUSF based on information received in the SUCI and asks for authentication from the AUSF. .As described in solution X, no authentication is carried out and the AUSF answers with the SUPI corresponding to the subscription.
6.
The AMF selects an UDM, registers to UDM, gets subscription data from UDM and subscribes to changes of subscription data as defined in step 14 of TS 23.502 [3] Figure 4.2.2.2.2-1 .

.

(as defined in TS 23.501 [2] § 5.5 for non 3gpp access) The AMF shall create an MM context for the FN-RG taking into account that that the registration is for N3GPP access (mobility and paging are not applicable).

8.
The AMF may interact with the PCF for obtaining the Access and Mobility policy for the FN-RG.

9.
The AMF sends Registration Accept message to the FAGF. This message contains at least a 5G-GUTI, the allowed NSSAI and a Periodic registration update timer.

Editor's note:
Whether the parameter Registration area. Mobility restrictions, PDU session status, NSSAI, LADN Information and accepted MICO mode are sent to FMIF_CP and/or additional parameters needs to be send for supporting interworking scenario is for further study

10.
The FAGF sends a registration complete message back to the AMF when the procedure is completed.


PDU session establishment procedure
The usage of the SUPI and ULI during this procedure is also documented in solution X

11.
The FAGF may continue by establishing a PDU session for / on behalf of the FN-RG. For this, the FAGF generates a PDU session ID, and derives the parameters of the PDU Session (S-NSSAI , DNN, SSC mode,…) as defined in step 3 of the registration flow. If it had received a DHCPV4 request from the RG, the FAGF requests a deferred IP address allocation.
12.
The PDU session request is processed in the 5GC as defined in 23.502 § 4.3.2.2.1. This includes UPF selection and resource reservation in UPF.

NOTE 2: The UPF selection may be based on the UPF/FAGF co-location as defined in section 6.13, or UPF may be selected based on ULI = LineID or based on the FAGF's identity.

13.
The SMF responds via AMF as defined in step 11 of 23.502 § 4.3.2.2.1; the N2 PDU Session Request, includes QoS parameters and the N3 tunnel endpoint information for the UPF.

14.
The FAGF may perform BBF specific resource reservation with the AN

15.
The FAGF allocates AN N3 tunnel information for the PDU Session and includes the AN N3 tunnel endpoint in the PDU Session Request Ack message

16.
The PDU session setup procedure is completed in 5GC

17.
The FAGF sends on the user Plane of the PDU Session any DHCP or RS message received beforehand from the FN RG . This allows the IP address allocation to complete with the RG;
NOTE 3: Typically, the DHCP request is sent by FN-RG during the authentication procedure; the FAGF caches this and completes the address allocation via 5GC after the PDU session setup.

6.23.2.2
Registration management for FN-RG

The FAGF shall provide re-registration for the FN-RG, as requested by the 5GC.

The 5GC may explicitly de-register the FN-RG, e.g. in case of termination of the subscription.

Editor's note:
It is FFS whether FAGF initiated de-registration is required for the FN-RG.

6.23.2.3
PDU session management for FN-RG

The 5GC may modify the PDU session, e.g. due to the change in QoS subscription information.

Editor's note:
It is FFS whether FAGF initiated PDU session modification or PDU session release is applicable for the FN-RG.

* * * Change * * * *
* * * Change * * * *
�Note for the editor: Solution X refers to the solution in the same Tdoc
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