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Abstract of the contribution: It is proposed to evaluate candidate solutions and conclude to the solution 1.
Background
This paper proposes to conclude key issue 1. There was interim agreement in the last meeting as followings:
<Quoted>

8.1
Key Issue 1: Support for infrequent small data transmission
At least one of the solutions 1, 2, 3, 4, 6 or 40 will be selected for normative work.

NOTE 
The specific solution from the ones listed above will be selected in a subsequent meeting. It is not precluded that some aspects of the solutions listed above may be merged. Existing solutions that enhance the solutions above are also not precluded. Support of RDS will be decided as part of the conclusion for key issue 8.

</Qouted>
In this paper, solution 4 is out of list of candidate solutions since solution 4 is targeted to support RDS. RDS itself can be dedicated service for reliable data delivery. Therefore, it can be supported on the top of conclusion of key issue #1, or can be independent solution to key issue #1.
In order to evaluate candidate solutions, it is worth to revisit of architectural assumption and principles:
In the general architectural assumption and principle of this study item:

-
The assumption is that WB-E-UTRA and NB-IoT are connected to 5GC via N2/N3.

-
Regulatory requirements (e.g. LI) shall be fulfilled at the same level as in EPC.

-
No architectural enhancements made to EPC.

-
APIs for CIoT related services provided to the SCS/AS shall be common for UEs connected to EPS and 5GS and accessed via the HPLMN.

-
Notifications and data from NFs in the VPLMN to the NEF can be routed through an IWK-NEF, similar to the IWK-SCEF in EPC.

-
Support for small data delivery using IP data and Unstructured (Non-IP).

-
At least equivalent level of security for UEs used for CIoT in 5GS system as in EPS;

-
Equivalent or reduced level of power consumption for UEs used for CIoT in 5GS system to that in EPS shall be supported;

-
UEs used for CIoT can be mobile or nomadic/static, and resource efficiency should be considered for both for relevant optimization(s);

-
The 5GS system is assumed to operate with a large number of UEs used for CIoT in the system and be able to appropriately handle overload and congestion situations;

-
External exposure of network capabilities towards SCS/AS or AF is supported via NEF.

-
UEs used for CIoT can simultaneously connect to one or multiple SCSs/ASs or AFs.
Observation 1: None of solutions address Regulatory requirements (e.g. LI). It can be updated after conclusion.

Observation 2: Support of IP/Non-IP data delivery is captured in key issue #1 description. Candidates solutions for key issue #1 don’t break general architectural assumption and principles.
For key issue 1, Architecture requirements are described as following:
•
Resource efficient system signalling load (especially over the Radio interface)

•
Equivalent or reduced level of power consumption for UEs used for CIoT in 5GS system as in EPS
•
Minimal Access Stratum changes (NB-IoT, eMTC)

•
RAI support (Single, Dual, Multiple)

•
IP and non-IP support

•
Charging, Roaming, Policy Control

•
Support NB-API

•
Support Exception Report

In addition, there are open issues as followings:
•
Efficient handling of Nomadic/Static/Mobile usage scenario

•
Whether and how small infrequent User Data delivery via Control Plane and/or User Plane in the 5GS is supported.

•
Whether PDU session need to be established
•
Identify whether specific AMF/SMF selection for CIoT devices is needed.
•
How to support Exception Report in the manner of infrequent small data transmission
Observation 3: Based on the architectural requirement and open issues that SA2 agreed at the beginning of the study, whether to meet architectural requirement or to resolve open issues should be evaluation criteria
Following table summarizes evaluation for KI#1 based on criteria as discussed above:
	Solution#
	Main feature
	Architecture requirement
	Open issue
	Comments

	1
	Data over CP via SMF
	Resource efficiency: It is achieved by No DRB, support RAI. It can send data with RRC Connection establishment.
Power efficiency: Power saving with MICO mode is applicable. eDRX is supported with Buffering supported in SMF/UPF
Non-IP(Unstructured) support: UPF uses tunnelling mechanism according to 5.6.10.3
Charging, Roaming, Policy Control: same as phase-1
Support NB-API: it is covered by other solutions


	Efficient handling of Nomadic/Static/Mobile usage scenario: Nothing special handling for those usages.
Identify whether specific AMF/SMF selection for CIoT devices is needed: 

RAN needs to discover AMF capable of CIoT feature but it is rather general impact on AMF for every CIoT features. Specific SMF selection is needed: AMF selects SMF capable of SDT via NAS

Support Exception Report: Not addressed
Whether PDU session need to be established: It is based on PDU session, so that session management can be applied as same principle as existing 5GS. Note that N4 session already support data delivery for buffering feature. This solution can use existing N4 session message without change.
	Following 5GS Architecture principle in aspect of MM-SM separation.

Support for NIDD API achieved by combining with either solution 30 + 21.
(Solution 20 doesn’t meet architecture assumption and principle “External exposure of network capabilities towards SCS/AS or AF is supported via NEF”.)



	2
	Data over CP via AMF
	Resource efficiency: It is achieved by No DRB. RAI support is not addressed yet.
Power Efficiency: Power saving with MICO mode is applicable. This solution supports buffering on UPF but support of extended Buffering is not clear (e.g., How to manage, notify, etc) 
Non-IP(Unstructured) support: It is not addressed
Charging, Roaming, Policy Control: It is not addressed how to support Roaming. (e.g., How AMF in VPLMN connects to UPF in HPLMN)
Support NB-API: AMF determines NIDD based on DNN/S-NSSAI, and let SMF handle the connection between AMF and UPF.

	Efficient handling of Nomadic/Static/Mobile usage scenario: Nothing special handling for those usages.

Identify whether specific AMF/SMF selection for CIoT devices is needed: 

AMF and SMF need to be specific to support Nx connection establishment with UPF. 

Support Exception Report: Not addressed
Whether PDU session need to be established: It is based on PDU session, but new connectivity between AMF and UPF is required, which is managed by SMF.
	Deployment dependency between AMF and UPF (SMF need to ensure the AMF is able to connect with the UPF)
Additional signalling effort compared to solution 1.

- AMF needs to send message to SMF for establishing connection to UPF when MO/MT transfer, and transfers/receives data to/from the UPF


	3
	Data over CP without PDU session but only non-IP data delivery.

(NSDD: Non-Session Data Delivery)
	Resource efficiency: It is achieved by No DRB. RAI can be supported as this solution follows other solution for Data over NAS transmission.

Power Efficiency: Power saving with MICO mode is applicable. This solution does not address any support of buffering.
Non-IP(Unstructured) support: This solution supports only non-IP type.
Charging, Roaming, Policy Control: It is not addressed. 
Support NB-API: It is not addressed.

	Efficient handling of Nomadic/Static/Mobile usage scenario: Nothing special handling for those usages.

Identify whether specific AMF/SMF selection for CIoT devices is needed: 

AMF and SMF need to be specific to support NSDD. 

Support Exception Report: Not addressed

Whether PDU session need to be established: It doesn’t require PDU session establishment but it requires NSDD context establishment with SMF or NEF. also local association information between N4 session and NSDD context for data forwarding is required.
	No EPC-5GC Interworking support.
It uses NSDD context instead of PDU Session, which causes similar operation at UE, AMF, and SMF/NEF.
AMF establishes NSDD context based on subscription information during registration procedure without demand from the UE.

It is not clear how AMF determines NF to create NSDD context: with NEF or SMF.

It is restricted to have only one NSDD connection per DNN.

	6
	Data over UP (SRB)

RAN is configured to forward all marked data PDUs to a specific UPF anchor node.
	Resource efficiency: It keeps user plane separated from control plane, but using SRB for data transfer. It can send data with RRC Connection establishment.
Power Efficiency: UE needs new protocol layer for data transfer which requires processing. (e.g., header compression, integrity protection, encryption)
Power saving with MICO mode is applicable. Support of buffering is not addressed.
Support for EDT/RAI is not addressed.

Non-IP(Unstructured) support: This solution supports non-IP type.
Charging, Roaming, Policy Control: For HR roaming support, the proxy function is in VPLMN. In case of common N3 Tunnel used, charging and policy control should be clarified further.
Support NB-API: It is supported by setting up Nx interface between UPF and NEF.

	Efficient handling of Nomadic/Static/Mobile usage scenario: Common N3 tunnel may restrict UE mobility.

Identify whether specific AMF/SMF selection for CIoT devices is needed: As specific UPF selection is required, specific SMF selection is necessary. Also, AMF provides the security parameters to UPF via SMF, which makes specific AMF selection as well. Also detail of security solution is still FFS.
. 

Support Exception Report: Not addressed.
Whether PDU session need to be established: PDU Session establishment is required. Security parameter shall be provided to the UPF(Proxy function)
	New feature to mark to RAN that the message via SRB carries a data PDU. RAN needs to apply new routing mechanism to forward the data to the proxy function.

New routing mechanism in RAN is required: RAN forwards the data PDU together with PDU session ID and UE ID on N3 tunnel. Which UE ID can be used is not clear in this solution.
This solution partially relies on solution 29 in following aspects: 1) Common N3 Tunnel can be used. 2) UE location freshness timer handling to track of RRC connection.

RAN needs to notify the UPF that UE is not reachable, which is new procedure but not addressed in the solution description.
New security end-point in CN. Security parameters need to be provided to the proxy function, via AMF and SMF.


	40
	Data over CP

No prior PDU session establishment, create temporary PDU session
	Resource efficiency: It relies on NAS signalling for data transport so that no DRB is required. Support of RAI is not addressed.
Power Efficiency: MICO mode is applicable to this solution. Support of extended buffering for downlink is not addressed.
Non-IP(Unstructured) support: It is not addressed.
Charging, Roaming, Policy Control: Charging and Policy Control can be done by SMF, but Roaming support is not addressed.
Support NB-API: It is not addressed.

	Efficient handling of Nomadic/Static/Mobile usage scenario: there is no specific handling for different mobility. 
Identify whether specific AMF/SMF selection for CIoT devices is needed: 
AMF need to decide PDU session mode (Temporary session). AMF needs to select specific SMF supporting temporary PDU Session. SMF needs to select specific UPF for temporary session based on pre-configuration.
Support Exception Report: Not addressed.

Whether PDU session need to be established: PDU session establishment procedure is performed only inside core network.
It is not clear how to support multiple AS or AFs. 
	Normal UE behaviour to send uplink data is to apply TFT for the payload from the application layer. In this solution, UE needs to create/store mapping of data payload (e.g., IP header) and application for the consequent downlink data. Since UE is not aware of release of the PDU session in this solution, it is not clear how long the UE should keep this mapping to support MT data delivery. 
UE may allocate IP address itself for uplink data, but it is not clear how UE avoid IP address collision. (In case of massive IoT device deployment)
If Temporary PDU Session is released, MT data transmission is disabled.


Table 1: evaluation of solution addressing KI#1
It is worth noting that three aspects in the evaluation table should be considered as follows:

Exception Report Support: Most of solution haven’t addressed how to support Exception Reporting. According to EPS specification, Exception Reporting is identified by MME based on RRC establishment cause, and appropriate operation (e.g, exception for overload control, priority handling) is applied. Same principle would be applied to 5G-CIoT solution but it has dependency with each candidate solutions. Therefore, it should be updated further after conclusion of key issue #1.
NB-API support: NIDD API support should be built on the conclusion of key issue #1. Support of NIDD API shouldn’t be solution evaluation criteria for key issue #1, as it can be supported by any solution with connectivity to NEF. (According to general architectural assumption and principle “External exposure of network capabilities towards SCS/AS or AF is supported via NEF.”) It is required to update existing solution or to propose new solution based on the conclusion of key issue #1. 
Identify whether specific AMF/SMF selection for CIoT devices is needed: All candidate solutions require specific AMF/SMF selection for CIoT. There is no point to evaluate in this aspect.
In summary, the solution evaluations are:
Solution 1: Data over CP via SMF. 
Solution 1 achieves resource efficiency by no DRB establishment and supporting RAI. Also it supports EDT that can send data with RRC Connection establishment. For Power efficiency aspect, solution 1 is applicable to Power saving with MICO mode and also to eDRX with Buffering supported in SMF/UPF. Non-IP(Unstructured) is supported by using tunneling mechanism according to 5.6.10.3 of TS 23.501. Charging, Policy Control are supported as this solution describes that the SMF establishes policy association with PCF as same as 5GS-phase 1. Roaming is supported for both local break out and home-routed. This solution follows 5GS Architecture principle in aspect of MM-SM separation. Note that N4 session (Between SMF and UPF) already support data delivery for buffering feature, therefore data delivery between SMF and UPF doesn’t bring additional impact to existing architecture. 
Solution 2: Data over CP via AMF
Solution 2 achieves resource efficiency by no DRB establishment, but support of RAI and EDT is not addressed yet. This solution is applicable to Power saving with MICO mode. This solution supports buffering on UPF but support of extended Buffering is not clearly specified. (e.g., interaction between AMF and UPF) This solution supports Non-IP(Unstructured) Roaming support is not addressed in the solution. Data delivery of this solution is based on the PDU session, but new connectivity between AMF and UPF is required, which is managed by SMF. This solution brings deployment dependency between AMF and UPF such that SMF need to ensure the AMF is able to connect with the UPF.
Solution 3: Data over CP without PDU session but only non-IP data delivery. (NSDD: Non-Session Data Delivery)
Solution 3 achieves resource efficiency by no DRB establishment. This solution relies on other solution for Data over NAS so no specific feature for power saving support is described. This solution does not address any support of buffering. This solution supports only non-IP type. Charging, Roaming, Policy Control are not addressed. It doesn’t require PDU session establishment but it requires NSDD context establishment which causes similar operation at UE, AMF, and SMF/NEF. Also local association information between N4 session and NSDD context for data forwarding is required. Interworking with EPS is not supported.
Solution 6: Small data routed over the user plane

This solution keeps user plane separated from control plane, but using SRB for RRC connection establishment signaling with including data PDU. Therefore, no DRB establishment is required. The UE needs new protocol layer for data transfer which requires additional processing. (e.g., header compression, integrity protection, encryption) Support for EDT/RAI is not addressed. Power saving with MICO mode is applicable, but support of extended buffering is not addressed. This solution supports non-IP PDU Session type. This solution follows policy association between SMF and PCF during PDU Session establishment so that Charging and Policy Control in existing 5GS phase-1 can be applied. Roaming is supported. NIDD API is supported by setting up Nx interface between UPF and NEF. This solution allows common N3 tunnel for data delivery which may restrict efficient handling for UE mobility (Nomadic/Static/Mobile usage scenario) Security parameter shall be provided to the UPF (Proxy function) per PDU Session. RAN needs to apply new routing mechanism to forward the data to the proxy function. RAN forwards the data PDU together with PDU session ID and UE ID on N3 tunnel. However, which UE ID can be used is not clarified in this solution.
Solution 40: Small Data transmission with temporary PDU Session

This solution relies on NAS signaling for data transport so that no DRB is required. Support of RAI is not addressed. MICO mode is applicable to this solution, but support of extended buffering for downlink is not addressed. Non-IP(Unstructured) support is not addressed. Charging and Policy Control can be supported by SMF, but Roaming support is not addressed. Support NB-API is not addressed. PDU session establishment procedure is performed only inside core network. It is not clear how to support multiple AS or AFs. In this solution, UE needs to create/store mapping of data payload (e.g., IP header) and application for the consequent downlink data. Since UE is not aware of release of the PDU session in this solution, it is not clear how long the UE should keep this mapping to support MT data delivery. The UE may allocate IP address itself for uplink data, but it is not clarified how UE avoid IP address collision in case of massive IoT device deployment.
Based on above analysis, it is proposed to describe evaluation of solutions for key issue #1 and conclude with solution1.

Proposal

<First change>

7.1
Key Issue 1: Support for infrequent small data transmission
Editor's note:
This clause will capture the evaluation for key issue 1.

For key issue #1, solution 1, 2, 3, 4, 6, and 40 are proposed. Based on the architectural requirement and open issues for the key issue, candidate solutions are evaluated as followings. 

NOTE: Solution 4 is targeted to support RDS. Support of RDS can be developed on the top of conclusion of key issue #1, or can be independent solution for key issue #8.
Solution 1 achieves resource efficiency by no DRB establishment and supporting RAI. Also it supports EDT that can send data with RRC Connection establishment. For Power efficiency aspect, solution 1 is applicable to Power saving with MICO mode and also to eDRX with Buffering supported in SMF/UPF. Non-IP(Unstructured) is supported by using tunneling mechanism according to 5.6.10.3 of TS 23.501. Charging, Policy Control are supported as this solution describes that the SMF establishes policy association with PCF as same as 5GS-phase 1. Roaming is supported for both local break out and home-routed. This solution follows 5GS Architecture principle in aspect of MM-SM separation. Note that N4 session (Between SMF and UPF) already support data delivery for buffering feature, therefore data delivery between SMF and UPF doesn’t bring additional impact to existing architecture. 
Solution 2 achieves resource efficiency by no DRB establishment, but support of RAI and EDT is not addressed yet. This solution is applicable to Power saving with MICO mode. This solution supports buffering on UPF but support of extended Buffering is not clearly specified. (e.g., interaction between AMF and UPF) This solution supports Non-IP(Unstructured) Roaming support is not addressed in the solution. Data delivery of this solution is based on the PDU session, but new connectivity between AMF and UPF is required, which is managed by SMF. This solution brings deployment dependency between AMF and UPF such that SMF need to ensure the AMF is able to connect with the UPF.
Solution 3 achieves resource efficiency by no DRB establishment. This solution relies on other solution for Data over NAS so no specific feature for power saving support is described. This solution does not address any support of buffering. This solution supports only non-IP type. Charging, Roaming, Policy Control are not addressed. It doesn’t require PDU session establishment but it requires NSDD context establishment which causes similar operation at UE, AMF, and SMF/NEF. Also local association information between N4 session and NSDD context for data forwarding is required. Interworking with EPS is not supported.

Solution 6 keeps user plane separated from control plane, but using SRB for RRC connection establishment signaling with including data PDU. Therefore, no DRB establishment is required. The UE needs new protocol layer for data transfer which requires additional processing. (e.g., header compression, integrity protection, encryption) Support for EDT/RAI is not addressed. Power saving with MICO mode is applicable, but support of extended buffering is not addressed. This solution supports non-IP PDU Session type. This solution follows policy association between SMF and PCF during PDU Session establishment so that Charging and Policy Control in existing 5GS phase-1 can be applied. Roaming is supported. NIDD API is supported by setting up Nx interface between UPF and NEF. This solution allows common N3 tunnel for data delivery which may restrict efficient handling for UE mobility (Nomadic/Static/Mobile usage scenario) Security parameter shall be provided to the UPF (Proxy function) per PDU Session. RAN needs to apply new routing mechanism to forward the data to the proxy function. RAN forwards the data PDU together with PDU session ID and UE ID on N3 tunnel. However, which UE ID can be used is not clarified in this solution.
Solution 40 relies on NAS signaling for data transport so that no DRB is required. Support of RAI is not addressed. MICO mode is applicable to this solution, but support of extended buffering for downlink is not addressed. Non-IP(Unstructured) support is not addressed. Charging and Policy Control can be supported by SMF, but Roaming support is not addressed. Support NB-API is not addressed. PDU session establishment procedure is performed only inside core network. It is not clarified how to support multiple AS or AFs. In this solution, the UE needs to create/store mapping of data payload (e.g., IP header) and application for the consequent downlink data. Since UE is not aware of release of the PDU session, it is not clear how long the UE should keep this mapping to support MT data delivery. The UE may allocate IP address itself for uplink data, but it is not clarified how UE avoid IP address collision in case of massive IoT device deployment.
<Second change>

8.1
Key Issue 1: Support for infrequent small data transmission


Solution 1 as described in the section 6.1 should be a base for normative work for key issue 1. Support for NIDD API can be further updated and concluded by other solutions. 
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