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[bookmark: _Toc493260031]***** First change *****
[bookmark: _Toc524941521]7.3	Emergency Session Establishment in the Serving IMS network
If the UE is able to detect that the user is requesting an emergency session then it shall include an emergency service indication in the emergency session establishment request. In the case of NG-eCall, the UE shall include the eCall type of emergency service (automatic or manual) in the emergency session establishment request.
The UE shall follow the requirements in TS 22.101 [8] for domain priority and selection when UE attempts to make an emergency call. If the access eventually selected indicates no network support for IMS emergency, the UE shall attempt IMS session establishment using the IMS session establishment procedures not relating to emergency.
NOTE:	It is up to UE implementation to prevent the system from performing procedures for non UE detectable Emergency Session indefinitely.
For an attempt in the IM CN Subsystem of the PS domain, the attempt should be in the serving (visited if roaming) IM CN Subsystem of the PS domain.
If the initial attempt is in the CS domain and it fails, the serving (visited if roaming) IM CN Subsystem of the PS domain shall be attempted if the UE is capable and if not disallowed by applicable domain selection rules. If the initial attempt is in the IM CN Subsystem of the PS domain and it fails, the UE shall make the attempt in the CS domain (if the UE is capable and if for an appropriate service e.g., voice).
If the UE is aware that it does not have sufficient credentials to authenticate with the IMS network, it shall not initiate an IMS registration but immediately establish an emergency session towards the P‑CSCF, see clause 7.4.
Upon receiving an initial request for an emergency session, the P‑CSCF shall follow the rules and procedures described in TS 23.228 [1] with the following additions and clarifications:
-	When a UE using public network traffic initiates an emergency session, the P‑CSCF is the IMS network entity, which detects an emergency session.
-	For the case that the initial request carries an indication that the request is for emergency services, and the UE is not registered in the IMS network, see clause 7.4 for details.
-	For the case that UE is IMS registered and the initial request does not carry an indication that the request is for emergency services, and the P‑CSCF is able to detect that the request is for emergency services, the P‑CSCF shall perform the "Non UE detectable Emergency Session" described in clause 7.1.2 above.
-	For the case that the initial request carries an indication that the request is for emergency services, and the UE is registered in the IMS network, but not performed emergency registration:
a)	the P‑CSCF shall reject the request indicating that IMS emergency registration required, if the UE is roaming;
b)	the home P‑CSCF may reject the request indicating that IMS emergency registration required, based on operator policy.
-	On receipt of a session establishment request, which is recognized to be for an emergency service, the P‑CSCF shall check whether the UE provided a TEL‑URI as its identity in the request. If a TEL‑URI is present in the request, the P‑CSCF shall check the validity of this TEL‑URI. If no TEL‑URI is present in the request and the P‑CSCF is aware about the TEL‑URI associated with the emergency registration, it shall provide the TEL‑URI to the E‑CSCF in the session establishment request.
-	The P‑CSCF may query the IP-CAN for the location identifier.
-	P‑CSCF shall prioritize emergency sessions over other non-emergency sessions.
-	Emergency IP flows need to be identified by P‑CSCF in the Rx interface signalling to allow the PCRF to prioritize emergency service data flows over non-emergency service data flows within IP‑CAN. The detailed procedures are specified in TS 23.203 [20].
Handling of emergency sessions detected by an AS is specified in clause 6.2.8.
For the case where the emergency session is provided via the interconnect from a private network (as defined in ETSI TS 182 025 [38]), the following procedures apply:
-	For private network traffic where operator policy allows so, do not apply emergency session detection and forward the session according to normal procedures.
-	Otherwise emergency sessions within the IMS are routed to the PSAP via the E-CSCF.
Upon receiving an initial request for an emergency session, the E‑CSCF shall perform the following:
-	if location information is not included in the emergency service request or if additional location information is required, the E‑CSCF, if required, retrieves the UE's location information as described in clause 7.6 Retrieving Location information for Emergency Session.
-	If location information is included by the UE, the E‑CSCF, if required requests the LRF to validate the location information.
-	May determine or may request the LRF to determine the appropriate routing information which could be based on the type of emergency service requested, the UE's location and any indication of an eCall.
-	determine the default PSAP destination if routing based on UE's location is required but the location is unknown.
-	If the PSAP/emergency centre contains a point of presence within the IMS connectivity network, the E‑CSCF shall forward the emergency session initiation request directly to the PSAP/emergency centre, including any additional subscriber related identifier(s) received from P-CSCF.
-	If the PSAP/emergency centre has its point of presence in the PSTN/ISDN network or the CS domain, the E‑CSCF uses the TEL‑URI obtained from the LRF and forwards the request to an appropriate BGCF/MGCF for routing in the GSTN. This number shall have the same format as used for CS emergency calls. The MGCF may insert any available location information in the PSTN/CS signalling.
NOTE:	In case an ESRN is received from the LRF, the E‑CSCF maps the received ESRN from the LRF to a TEL-URI before forwarding the request to MGCF.
[bookmark: _Toc524941554][bookmark: _Toc524941565]***** Next change *****
H.3	High Level Procedures for IMS emergency calls
For the high level procedures (as described in clause 7.1.1) the following statements apply for UE detected emergency calls when PS domain with UTRAN, E-UTRAN or NG-RAN access is used:
-	the bearer registration to the IP-CAN is the PS attach or PS Registration procedure;
-	the IP-CAN bearer resource is the PDP context for GPRS, EPS Bearer for EPS and QoS Flow for 5GS, and TS 23.060 [2], TS 23.401 [28] and TS 23.501 [48] respectively describe how to indicate that the request is for emergency;
-	the release of reserved bearer resources is the release of a PDP context, an EPS Bearer or a QoS Flow.
For the high level procedures (as described in clause 7.1.2) the following statements apply for Non UE detectable emergency calls when PS domain with UTRAN, E-UTRAN or NG-RAN access is used:
-	The P-CSCF rejects the session initiation request with an indication that this is an emergency session; or
-	the P-CSCF allows the session initiation request to continue and the E-CSCF informs the UE that it is an emergency session. Such a session will not use an emergency PDN connection or emergency PDU session and will not have SRVCC or SRVCC for IMS emergency session support.
For the IMS Emergency Session Establishment in the Serving IMS network (as described in clause 7.3), the UE determines whether the network has support for IMS emergency:
-	when using NG-RAN, via the Emergency Services Support indication as described in TS 23.501 [48];
-	when using UTRAN, E-UTRAN, via the indication that Emergency bearer services are provided as described in TS 23.401 [28].
For the IMS Emergency Session Establishment without Registration (as described in clause 7.4), P-CSCF retrieves the additional subscriber related identifier(s) from IP-CAN via PCC in TS 23.203 [20] when PS domain with UTRAN and E-UTRAN access is used.
***** Next change *****
J.3	High Level Procedures for IMS emergency calls
For the high level procedures (as described in clause 7.1.1) the following statements apply for UE detected emergency calls when EPC access over WLAN is used:
-	the IP-CAN bearer resource is a PDN connection dedicated for emergency services. The TS 23.402 [29] describes how to indicate that a PDN connection request is for emergency;
-	For registration requests received from an emergency PDN connection, the P-CSCF shall reject any IMS registration which is not for the emergency purpose.
NOTE 1:	When the IMS network detects that the UE is establishing an emergency session over WLAN access to EPC while the UE is not in its Home country, local policies in the Home IMS network may determine whether to nevertheless handle the emergency session
For the high level procedures (as described in clause 7.1.2) the following statements apply for Non UE detectable emergency calls when WLAN access to EPC is used:
-	The P-CSCF may reject the session initiation request with an indication that this is an emergency session or may allows the session initiation request to continue.
For the IMS Emergency Session Establishment in the Serving IMS network (as described in clause 7.3), the UE determines whether the network has support for IMS emergency:
-	when using untrusted WLAN, via successfully selecting an ePDG that supports emergency services as described in TS 23.402 [29];
-	when using trusted WLAN, via successfully a Trusted WLAN that supports emergency services as described in TS 23.402 [29].
The following flow contains a high level description of the emergency service procedures performed over WLAN access to EPC when the UE can detect that an emergency PDN connection is being needed. This flow provides details (or references) related with WLAN access to EPC on top of the general procedure described in clause 7.1.


Figure J.3: Terminal Detected Emergency Calls (Un trusted WLAN access to EPC)
The following steps are performed:
1.	Same as step 1 of Figure 7.1
2.	The UE releases any PDN connection it may have over untrusted access to EPC.
3.	Void.
4.	As described in TS 23.402 [29], the UE selects an ePDG for emergency services and sets-up a PDN connection for emergency services. The UE is assigned an IP address at this stage.
NOTE 2:	No specific WLAN AP selection is carried out to support emergency services.
5.	Same as step 5 of Figure 7.1.
6.	Same as step 6 of Figure 7.1.
7.	Same as step 7 of Figure 7.1.
[bookmark: _Toc524941580]***** Next change *****
L.3	High Level Procedures for IMS emergency calls
For the high-level procedures (as described in clause 7.1.1) the following statements apply for UE detected emergency calls when 5GC access over untrusted non-3GPP access is used:
-	the IP-CAN bearer resource is a PDU session dedicated for emergency services. TS 23.502 [49] describes how to indicate that a PDU Session Request is for emergency.
-	For registration requests received from an emergency PDU session, the P-CSCF shall reject any IMS registration which is not for the emergency purpose.
NOTE 1:	When the IMS network detects that the UE is establishing an emergency session over untrusted non-3GPP access to 5GC while the UE is not in its Home country, local policies in the Home IMS network may determine whether to nevertheless handle the emergency session.
For the high-level procedures (as described in clause 7.1.2) the following statements apply for Non UE detectable emergency calls when untrusted non-3GPP access to 5GC is used:
-	The P-CSCF may reject the session initiation request with an indication that this is an emergency session or may allows the session initiation request to continue.
For the IMS Emergency Session Establishment in the Serving IMS network (as described in clause 7.3), the UE determines whether the network has support for IMS emergency:
-	via indication from the 5GC that Emergency Services are supported as described in TS 23.502 [49].
The following flow contains a high-level description of the emergency service procedures performed over untrusted non-3GPP access to 5GC when the UE can detect that an emergency PDU session is being needed. This flow provides details (or references) related with untrusted non-3GPP access to 5GC on top of the general procedure described in clause 7.1.


Figure L.3: Terminal Detected Emergency Calls (non-3GPP untrusted access to 5GC)
The following steps (numbering being the same as in figure 7.1) are performed:
1.	Same as step 1 of Figure 7.1.
2.	In some exceptional cases (e.g. in congestion situation), Tthe UE may release some PDU session it may have over untrusted non-3GPP access to 5GC.
3.	Void (no "bearer registration" as described in step 3 of Figure 7.1).
4.	As described in TS 23.502 [49], the UE selects an N3IWF as for accessing regular services and sets-up a PDU session for emergency services. The UE is assigned an IP address at this stage.
NOTE 2:	When untrusted non-3GPP access is WLAN, no specific WLAN AP selection is carried out to support emergency services.
5.	Same as step 5 of Figure 7.1.
6.	Same as step 6 of Figure 7.1.
7.	Same as step 7 of Figure 7.1, except that eCall is not supported via untrusted non-3GPP access.
***** No more changes *****
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