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Abstract of the contribution: Aims to complete the solution for NB-IoT inter-RAT mobility.
1. Introduction
This document aims to complete the partially documented solution in the agreed S2-164078. 
2. Updates in this document
a) solution variants are selected.
b) impacts on nodes and evaluations are made

c) overall evaluation and conclusions are made in a separate tdoc.
3. Proposal
It is proposed that the following revision marked changes are made to TR 23.730 v0.1.0, 
********* start of changes ****************************
5.3
Key Issue 3 - Inter RAT idle mode mobility to/from NB-IoT
5.3.1
Description

5.3.1.1
Introduction

R13 does not support idle mode mobility to and from the NB-IoT RAT. However, a UE which supports the NB-IoT RAT might benefit from supporting other RATs (and vice-versa). 
For example an asset tracking application might support both an NB-IoT RAT and a 2G RAT in order to increase the number of locations where the UE will be able to gain connectivity. 

For these and other devices, there is a need to support idle mode inter-RAT mobility in order to prevent the device from being forced to detach and then re-attach when moving between RATs, with the consequent signalling and power consumption cost and the potential for incorrect “current RAT Type information” within the network.
5.3.1.2
Example Use cases for inter-RAT idle mode mobility

5.3.1.2.1
WB-E-UTRAN to NB-IoT

NB-IoT capability could be incorporated into a smartphone or other “normal” type of WB-E-UTRAN device in order to provide the following:

i)
Ability to locate a lost or stolen device that is outside of normal WB-E-UTRAN coverage.

ii)
Send a message to a user who is outside of WB-E-UTRAN coverage, e.g. to tell the user that they have missed an important voice call: the user could then move themselves into good coverage and/or request a password to use an available WiFi access point (e.g. to make a VoWiFi call in a friends’ house).

iii)
Send a message from the user when outside of WB-E-UTRAN coverage, e.g. to inform someone that they are hurt and need assistance, or, that they will be back later than promised from their Sunday morning run/bike ride.

iv)
Use the TAU signalling from the UE to the network to trigger ‘events’, e.g. deactivation of GBR bearers to stop time based charging; alert a monitoring service (e.g. the fact that a sensor/alarm has lost good coverage may itself be an “alarm indication”); etc.

5.3.1.2.2
NB-IoT to WB-E-UTRAN

This is probably only needed if WB-E-UTRAN to NB-IoT mobility is supported. NB-IoT to WB-E-UTRAN mobility is then useful to return a high performance device to the higher performance radio of WB-E-UTRAN.

Changes made at WB-E-UTRAN to NB-IoT movement probably need to be revoked at NB-IoT to WB-E-UTRAN movement.

Note that this mobility may also follow WB-E-UTRAN to GERAN/UTRAN to NB-IoT mobility.

5.3.1.2.3
NB-IoT to GPRS/EC-GSM-IoT

An IoT module might implement both these technologies to increase global coverage.

Here data rates are similar, so there does not seem to be a general need to disconnect PDN connections at this RAT change.

5.3.1.2.4
GPRS/EC-GSM-IoT to NB-IoT

An IoT module might implement both these technologies to increase global coverage.

Again there does not seem to be a general need to disconnect PDN connections at this RAT change.

5.3.1.3
Description of problem(s)

Release 13 has mandated that when any UE perform inter-RAT idle mode mobility to / from NB-IoT the network detaches them with a request to reattach. This requirement seemed to have 2 drivers:

a) 
Many verbal statements that applications stall (or need to be stopped) at such an inter-RAT change.

b) 
It is important to know (e.g. for charging purposes) what data has been sent on the NB-IoT RAT and what has been sent on the WB-E-UTRAN RAT. With the existing Release 8 (and Release 13) specifications, the mobile will perform a TAU at inter-RAT idle mode mobility between NB-IoT/WB-E-UTRAN and include the last visited Tracking Area ID (i.e. from the old E-UTRAN RAT) in the TAU Request sent on the target E-UTRAN RAT.  

As specified in TS 23.401, (e.g. in 5.3.3.1) “The last visited TAI shall be included in order to help the MME produce a good list of TAIs for any subsequent TAU Accept message”
A typical MME could then include the new (e.g. NB-IoT) Tracking Area ID and the last visited (e.g. WB-E-UTRAN) TAI in the TAU accept message: this would result in the UE being able to move between NB-IoT and WB-E-UTRAN without any signalling to the MME and potentially lead to incorrect charging.

Problems with the Release 13 solution of detach / re-attach include -

1) 
Excessive signalling:

1.1)
the Attach procedure is a heavy weight procedure. It needs to include an IMEI check and frequently involves re-authentication and re-establishment of NAS security keys. With the “User plane CIoT optimisations”, it would probably involve the re-establishment of RRC security. Appropriate PDN connections also need to be (re)established.

1.2) 
the WB-E-UTRAN to NB-IoT idle mode mobility will normally be performed in poor coverage (especially if the device supports eMTC coverage extension mode B). Hence the (Detach plus) heavy weight Attach procedures will consume a significant amount of radio resources and device battery energy. 

1.3)
the rate at which “smartphones” loose normal coverage is not necessarily visible to normal customers: e.g. TS 23.122 section 4.6 allows the “service indication” to be displayed for up to 10 second after a suitable cell is no longer available. 

NOTE:
while this clause of TS 23.122 only applies to A/Gb mode, the absence of any Iu mode or S1 mode specification may mean that there is no standardised limit to the continued display of the service indication following loss of coverage. 

Hence a future, NB-IoT capable Smartphone might toggle RATs more frequently than expected from current smartphone displays and hence generate significant UE, radio and core network signalling load.

2)
For GPRS/EC-GSM-IoT <–>NB-IoT idle mobility, the data rates are similar and there is little need to force the disconnection of any PDN connection.

3)
The HPLMN operator should have influence/control over which APNs are disconnected at inter-RAT change (e.g. so that location services based on SUPL are not disrupted; (in contrast) high bandwidth consumer video services may need to be paused; etc.)

5.3.2
Architectural Requirements 

- 
Intra-PLMN idle mode inter-RAT mobility to and from NB-IoT should be supported in a radio, core network and battery efficient manner. The other RATs to be supported are WB-E-UTRAN; GPRS/ EC-GSM-IoT and UTRAN.

-
The solution should enable data sent on different RATs to be correctly recorded on CDRs.

- 
The HPLMN should be able to influence which APNs are maintained, reconnected or disconnected at inter-RAT idle mode mobility to/from NB-IoT.

>>>Next change<<<
6.6
Solution 6: Inter RAT idle mode mobility to/from NB-IoT

6.6.1
Description

This solution addresses Key Issue 3 – “Inter RAT idle mode mobility to/from NB-IoT”.
The high level components of this solution are as follows:

1) 
PDN connections

a)
At Attach time (or movement into a new MME/SGSN), in ‘subscriber data’, the HSS informs the MME/SGSN what to do at any future inter-RAT mobility. 

The choices could be to maintain the PDN connection; disconnect the PDN connection with a reactivation request; disconnect PDN connection without reactivation request; or to leave it to local VPLMN policy.

This information would be supplied per APN (and per non-IP SCEF connection).

This information could be configured for every RAT pair and direction (e.g. separately for NB-IoT to WB-E-UTRAN, and WB-EUTRAN to NB-IoT). However, the configuration can probably be simplified to mobility between “broadband” (WB-E-UTRAN and UTRAN) and “narrowband” (NB-IoT, GPRS, EC-GSM-IoT) situations. It is proposed to adopt this simplified approach.
Local MME (and SGSN) configuration is used when the HSS provides no information, or, when the UE does not support the necessary R13/R14 functionality.

b)
At an inter-RAT idle mode mobility event, the source CN node informs the target CN node of the current RAT type.

Note 1: 
Additionally, in the Context Request, the target CN node would inform the source CN node that it supports inter-RAT idle mode mobility.

C) There are two main alternatives for this step:
C1)
The target MME/SGSN node uses the “[EPS] bearer context status IE” in the TAU/RAU Accept to indicate to the UE which bearers should be disconnected, and, optionally, adds a new IE (with similar coding format) to indicate which bearers (if any) should be reactivated.
C2)
the target MME/SGSN accepts the TAU/RAU and promptly uses [E]SM signalling to disconnect any PDN connections that should be disconnected. Existing ESM causes values specified in TS 24.301 and 24.008 (e.g. #39, ‘reactivation requested’; #66 “Requested APN not supported in current RAT and PLMN combination’; and for a dedicated bearer, perhaps #37 “[EPS] QoS not accepted”) are used to cause predictable UE behaviour.
Note 2:
 In case of mobility to 2G/3G, the SGSN uses equivalent existing and new signalling to the UE in the RAU Accept.

Note 3:
Use of EMM signalling avoids (up to 11) bearer specific ESM disconnection messages, their acknowledgements, and possibly uncoordinated multiple RRC reconfiguration messages as each bearer is released in sequence. However, typically a WB-E-UTRAN device moving to NB-IoT would only have 1 - 3 PDN connections that need releasing (e.g. QCI 8/9, QCI 5 and QCI 1) and the Deactivate EPS Bearer Context Request and Accept messages are only about 10 octets in size. 
Note 4: 
an alternative is to use OMA LightWeight DM to configure the device with regard to which PDNs should be reactivated (or activated) – however, HSS to VPLMN signalling is still needed to avoid disconnection. Also a PDN connection is likely to be needed to carry the OMA LW DM messaging. It is proposed to not pursue this OMA LW DM concept in this solution.
Note 5: 
the target MME needs to be aware as to whether or not it is disconnecting “all” of the default bearers AND the UE does not support “attach without PDN connectivity” – in which case it may still need to Detach the UE. 

d)
The UE obeys the instructions from the MME/SGSN. Any dedicated bearers associated with default bearers that are to be disconnected/reactivated are disconnected (but not automatically reactivated)

2)
TAI list handling

Three alternatives/components for a solution are foreseen to avoid that the TAI list contains a mix of WB-E-UTRAN and NB-IoT tracking areas.

a)
For a mobile that supports both NB-IoT and WB-E-UTRAN, the UE is modified so that in the TAU Request (and Attach Request) sent to the MME, the UE reports the last visited TAI on that RAT i.e. the UE has to remember the last TAI it visited on NB-IoT and the last TAI it visited on WB-E-UTRAN.

This enables a simple MME implementation to continue to construct accurate TAI lists.

Note 6:
the UE needs to indicate its support for this capability to the MME (e.g. in the UE Network Capability).

b)
An alternative approach is that the MME is mandated to ensure that the TAI list that it allocates only contains TAs of one RAT type (either NB-IoT or WB-E-UTRAN).

Note 7:
the MME learns the RAT type of the TAC from the S1-Setup procedure.

c) 
the UE could be mandated to use a RAT change between NB-IoT and WB-E-UTRAN as a trigger for a TAU (even if the new TA is in the previously allocated TAI list)
 
6.6.2
Impacts on existing nodes and functionality

Editor’s Note: rapid implementation of the solution in 6.6.1 might avoid expensive, unnecessary R13 MME development.

The impacts listed below are based on the use of option C2 (ESM signalling) for the PDN connection issue, and, for the TAI issue alternative b (TAI list only contains TAIs of a single RAT) is used:
UE:
no impact (except that the UE shall consider NB-IoT and WB-E-UTRAN as separate RATs when receiving ESM cause #66) .
E-UTRAN: no impact (beyond reduced signalling and radio interface load).

HSS:
for each APN, an extra data field describes how the bearers for that APN should be handled at mobility between broadband and narrowband systems. This information is sent to MME and SGSN.
MME (1):
uses information from HSS and/or local policy to control transmission of appropriate Deactivate EPS Bearer Request messages/causes. Does not implement the Release 13 ban on NB-IoT inter-RAT mobility.
MME (2):
shall ensure that the TAI list allocated to NB-IoT capable UEs does not include TACs from both NB-IoT and WB-E-UTRAN.
SGSN: 
uses information from HSS and/or local policy to control transmission of appropriate Deactivate Bearer Request messages/causes .
SGW/PGW:
no impact.
6.6.3
Solution Evaluation


For the TAI list handling, option 2b is the preferred solution as it does not add complexity to the network or UE, it only affects the MME in the TAI list assignment, and doesn’t have UE impact, i.e. it is backward compatible to Rel-13 devices that support NB-IOT. It also makes the network page only in the actual RAT the UE is camping on.
For the PDN connection handling during inter-RAT mobility it is preferred to adopt option c.2 over c.1 as using "Deactivate EPS bearer context request" has the following benefit:
a. An ESM cause value is included. That helps the UE know what the cause of deactivation is and can take action on it. For instance, the most likely scenario is that a specific APN is supported over WB-E-UTRAN but not over NB-IoT.  In that case, when the UE performs inter-RAT mobility from WB-E-UTRAN to NB-IoT, the MME can deactivate the default EPS bearer context for that APN using the ESM cause value #66 "requested APN not supported in current RAT and PLMN combination" as defined in TS 24.301. The UE can use this information to not retry to establish a new PDN connection for that APN while in NB-IoT.  On the contrary, (e.g. as in release 13’s Detach message) if the UE does not receive any reason why a default bearer context was deactivated, it may try to reactivate the PDN connection. 

b. This is already supported by all UEs so it is backwards compatible to Rel-13 UEs supporting NB-IoT and WB-E-UTRAN. 
c. The number of EPS bearers that need to be released is generally low and the ESM message sizes are not large. During an idle mode TAU procedure, the dedicated radio bearers are not established, hence radio bearer reconfiguration messages would not be needed during the ESM release procedures. Overall probably 6 or less RRC messages of less than 20 bytes would be needed to perform any desired EPS bearer deactivation.
The explicit indication in subscription information of which action to take per APN during inter-RAT mobility to/from NB-IoT is needed in order for the MME/SGSN to determine whether or not to use ESM cause #66  for RAT specific APN support.

The above solution (PDN – solution C2, and TAI list alternative b) meets the requirements to support inter-RAT idle mode mobility to/from NB-IoT in a radio, core network and battery efficient manner; allows the data volumes sent on different RATs to be correctly recorded on CDRs; and allows the HPLMN to influence whether connectivity to APNs is maintained, reconnected or disconnected at inter-RAT mobility to/from NB-IoT. 
This solution meets the requirements and is recommended for specification in release 14 (at least in order to avoid the complexity of implementing the release 13 functionality on MMEs).
************** end of changes ******************
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