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Abstract of the contribution:
This paper proposes that UE detects downlink flow of certain application for QoS treatment and UE initiates QoS request for the application’s downlink flow to Control Plane function.
1 Discussion
Current network based application detection schemes are having flowing difficulties: 
- Application uses multiple flows simultaneously. 

- Application server’s changes often according to server load balancing and proximity to UE. 

- Flow encryption (e.g. HTTPS) makes difficult network to detect application.

- Proprietary protocols prevent DPI based application detection  

- Changes of streaming format and mechanism make application detection difficult.
Besides the application server, UE knows best about applications traffic characteristic and which flow belong to which application. Therefore, UE based application detection for QoS framework is a reasonable solution. 
UE’s application detection function for uplink flow has been proposed in TR 23.799 section 6.2.8 Application based uplink traffic identification solution. 
But, a solution of application based traffic identification for downlink is missing. 

2
Proposal
It is proposed to agree the following update into TR23.799 section 6.2.8, which reflects the above discussion about UE’s application detection for downlink flow in NextGen system.

####################### 1st START TEXT FOR TR 23.799 ##########################
6.2.8
Solution 2.8: Application-based uplink and downlink traffic identification 

6.2.8.1
Solution Description
This solution addresses the working task#3 and #4 of key issue 2 on a QoS framework and is specific for the uplink and downlinktraffic identification.

In this solution, the network may provide the UE the QoS policy together with application information when the PDU session is setup. The application information at least includes pair of OSId and OSAppId which can uniquely identify the application installed in the UE. For uplink traffic the UE identifies the application which generates the UL traffic and enforces the QoS Policy associated with the application information. 
Editor’s note: The detail of the application information and how the network provides the application information to the UE are FFS.

Editor’s note: It is FFS whether the media type of the UL traffic generated from the application in the UE can be further identified by the application information

When the UE determines that the detected application matches QoS policy provided during PDU session setup, it sends the Control Plane Function a QoS requests with the application information and flow information.
Editor’s note: It is FFS how the UE transfers the application information to the Control Plane function.
The User Plane Function in core network performs UL and DL traffic verification by using application detection filters.
6.2.8.2
Function description
Editor's note: This clause will contain function descriptions and the interactions among the network functions.
6.2.8.3
Solution evaluation 
Editor's note: This clause will contain evaluation on the system impacts, e.g., UE, access network and non-access network.
####################### 1st END TEXT FOR TR 23.799 ##########################
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