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Abstract of the contribution: Proposes a solution for the Key Issue on reliable delivery of data between UE and SCEF
Introduction

This proposal is a solution for Key Issue 2.  It focuses on how the Reliable communication service between UE and SCEF may be enabled and disabled. 
Proposal: 

It is proposed to add following in the TR 23.730:

***************** Start of first change **********************
6.x
Solution X – Enabling and Disabling the Reliable Communication Service between UE and SCEF
6.x.1
Description

6.x.1.1
General

This solution is related to Key Issue 2 – Reliable communication service between UE and SCEF.  The solution focuses on how the feature should be enabled and disabled.

Reliable data delivery may already be supported by some IoT Applications. If an IoT Application already supports application level acknowledgements between the UE Application and SCS/AS, it would be inefficient for the 3GPP system to enable an additional layer of acknowledgement between the UE and SCEF. However, if the IoT application does not already support application level acknowledgements, it may be advantageous for an MNO to offer reliable data delivery as value added service to their customers (e.g. to avoid UE battery consumption that can happen due to application level acknowledgement).

When the MNO does offer reliable data delivery as value added service to its customers, the IoT applications may want to dynamically enable and disable the feature on a per packet basis. For example, consider a sensor that wants to fire off sensor readings to a server without an acknowledgement. However, when the sensor and server exchange other types of messages (application registration, sensor configuration, etc.) acknowledgements would be desirable.  
For enabling and disabling the reliable data delivery service between the UE and SCEF, the following 3 options should be considered:

a) Static PDN Configuration in the Subscription

b) Static PDN Configuration set at PDN Connection Establishment by the UE

c) Static PDN Configuration set at PDN Connection Establishment by the SCEF

6.x.1.2
Alternative Xa: Static PDN Configuration in the Subscription

The APN configuration includes an “Enable Reliable Communication Service” indicator to indicate if the service should be enabled on the APN connection or not.  

The Attach Accept or PDN Connectivity Accept messages can be used to indicate to the UE that the service is enabled for the PDN connection. Protocol Configuration Options (PCO) can be used to carry the indicator that the reliable communication service is enabled.
The Create SCEF Connection Request and NIDD Authorization Response can be used to indicate to the SCEF that the service is enabled for the PDN connection. Protocol Configuration Options (PCO) can be used to carry the indicator that the reliable communication service is enabled.
6.x.1.3
Alternative Xb: Static PDN Configuration set at PDN Connection Establishment by the UE

The UE indicates if the service is enabled when the PDN Connection is established.

The Attach Request or PDN Connectivity Request messages can be used to indicate to the Network that the service is enabled for the PDN connection. Protocol Configuration Options (PCO) can be used to carry the indicator that the reliable communication service is enabled.
The Create SCEF Connection Request can be used to indicate to the SCEF that the service is enabled for the PDN connection  Protocol Configuration Options (PCO) can be used to carry the indicator that the reliable communication service is enabled.
6.x.1.4
Alternative Xc: Static PDN Configuration set at PDN Connection Establishment by the SCEF

Alternative a) is used, additionally the SCEF is allowed to change the “Enable Reliable Communication Service” indicator in the APN subscription as part of the NIDD Configuration procedure.

6.x.2
Impacts on existing nodes and functionality

6.x.1.2
Alternative Xa: Static PDN Configuration in the Subscription

The HSS needs to support:
· Subscription Data modification for the “Enable Reliable Communication Service” indicator;
· Transmission of the “Enable Reliable Communication Service” indicator to the MME;

The MME needs to support:
· Reception of the “Enable Reliable Communication Service” indicator from the HSS;

· Transmission of the “Enable Reliable Communication Service” indicator to the UE in the Attach Accept and PDN Connectivity Accept messages;

· Transmission of the “Enable Reliable Communication Service” indicator to the SCEF in the NIDD Configuration Response and Create SCEF Connection Request;
The UE needs to support: 

· Reception of the “Enable Reliable Communication Service” indicator in the Attach Accept and PDN Connectivity Accept messages;

The SCEF needs to support: 

· Reception of the “Enable Reliable Communication Service” indicator from the MME in the NIDD Configuration Response and Create SCEF Connection Request;
6.x.1.3
Alternative Xb: Static PDN Configuration at PDN Connection Establishment by the UE

The UE needs to support: 

· Transmission of the “Enable Reliable Communication Service” indicator in the Attach Request or PDN Connectivity Request messages;

The MME needs to support:
· Reception of the “Enable Reliable Communication Service” indicator from the UE in the Attach Request and PDN Connectivity Request messages;

· Transmission of the “Enable Reliable Communication Service” indicator to the SCEF in the Create SCEF Connection Request;
The SCEF needs to support: 

· Reception of the “Enable Reliable Communication Service” indicator from the MME in the Create SCEF Connection Request;
6.x.1.4
Alternative Xc: Static PDN Configuration at PDN Connection Establishment by the SCEF

Same impacts as alternative a), in addition to:

The SCEF needs to support: 

· Transmission of the “Enable Reliable Communication Service” indicator to the HSS in the NIDD Configuration procedure;
The HSS needs to support:
· Reception of the “Enable Reliable Communication Service” indicator from the SCEF in the NIDD Configuration procedure;
6.x.3
Solution Evaluation

Options a, b, and c allow the service to be enabled or disabled on a per PDN basis.
Option a proposes to statically configure whether the service is enabled in the APN configuration.
Options b and c allow the UE or SCEF respectively to select if the service is enabled when the PDN connection is established.
***************** End of first change **********************

***************** Start of second change **********************

8
Conclusions

Editor's Note:
This clause is intended to list conclusions that have been agreed during the course of the study. This may also capture the guiding principles and documentation approach for creating CRs to normative specifications within the responsibility of SA2.
For “Key Issue 2 - Reliable communication service between the UE and SCEF” it is agreed to specify solution Xa to configure whether or not the service is enabled for the PDN connection.  Since the UE-SCEF connection is already statically configured in the APN configuration, it can be assumed that whether or not the service is desired can also be part of the APN configuration; the UE and SCEF will not be able to selectively activate the service at PDN connection establishment.  
***************** End of second change **********************
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