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Abstract of the contribution: With S8HR, since emergency registration may not be successful, the key issue is how to influence domain selection of UE such that there are no delays in call setup. 
Discussion
GSMA has sent an LS to SA2 in S2-153175, requesting SA2 to also study the following key issue that they have identified for the case when VPLMN uses S8HR as roaming architecture with HPLMN for VoLTE:
However, in an emergency case, it is necessary to connect the UE immediately to the most appropriate domain as soon as possible and unnecessary failure routes shall be avoided. Also, there exists the possibility that the UE is unable to place the emergency call using CS technology e.g. an LTE-only UE supporting IR.92, a UE that supports CS but there is no suitable CS coverage or there is no CS coverage. These factors need to be taken into account in the analyses.
The background is provided in the LS, but in short the issue is that if such a roamed UE which also has CS domain capability and CS domain is possible is provided indication from the VPLMN that “IMS Emergency Service Support indicator=supported”, then the UE will waste critical time going through the following sequence:
1.	Attempt IMS Emergecy call with IMS emergency registration. FAIL
2.	(Optional?) Attempt anonymous IMS emergency call. FAIL
NOTE: This will fail if VPLMN does not support anonymous IMS emergency calls. Even if anonymous IMS emergency calls are possible, callback from PSAP may not be possible. 
3.	Attempt CS emergency call. SUCCESS
If such a UE had instead tried emergency call on the CS domain, there would be a much higher probability of success in the CS domain. However, the following sequence may have a much higher probability of success at first attempt, for the same VPLMN operator configuration.
1.	Attempt CS domain emergency call. SUCCESS!!
2.	If above fails, Attempt IMS Emergecy call with IMS emergency registration. FAIL
NOTE: This will fail if VPLMN does not support anonymous IMS emergency calls. Even if anonymous IMS emergency calls are possible, callback from PSAP may not be possible. 
3.	(Optional?) Attempt anonymous IMS emergency call. FAIL
What the LS from GSMA is stating that if VPLMN has S8HR VoLTE roaming agreement with HPLMN for a roamed UE, the 3GPP specifications should enable the VPLMN operator to influence domain selection of such roamed UEs so that probability of emergency call success at first attempt is maximized. 
The key issue introduced here is to study allowing this option for a VPLMN operator. 
REV-1: Based on feedback from meeting, key issue #1 is being generalized and the proposed key issue is being proposed as a separate key issue.
Proposal
It is proposed to add the following as a new key issue to TR 23.749:

***************** Start of changes **********************
[bookmark: _Toc299615779]5.1	Key Issue 1 - How to authenticate themake UE detected and perform IMS emergency registrationsession successful
[bookmark: _Toc299615780]5.1.1	Description
5.1.1.1 General
This key issue is how to make UE detected IMS emergency session successful when S8HR roaming is used.authenticate the UE and if needed perform IMS emergency registration based on regulatory requirement. When S8HR roaming is used for VoLTE and there is no IMS roaming NNI between the VPLMN and the HPLMN as shown in the Figure below.

[image: ]
Figure 5.1.1-1. Baseline Emergency architecture for a roamed-in UE with S8HR IMS roaming without IMS roaming NNI between the VPLMN and HPLMN.
[bookmark: _Toc299615781]The following sub-key issues are identified. Solutions may be targeted to specific key issues or solve all the sub-key issues
5.1.1.2: Key-issue 1a: How to handle UE’s IMS emergency registration
Since there is no NNI between the P-CSCF in the VPLMN and the I/S-CSCF in the HPLM, it is not possible using the existing TS 23.167[x] and TS 23.228[y] specifications to authenticate the UE in IMS Domain. The key issue is how to make the IMS emergency registration successful, eg. authenticate the UE.
5.1.1.3 Key-issue 1c: How to support PSAP callback


[bookmark: _GoBack]5.1.2	Architectural Requirements 
Editor's Note:	Capture agreements on architectural requirements for solving the key issue. This clause may be omitted if deemed unnecessary.

[bookmark: _Toc324232211][bookmark: _Toc326248702][bookmark: _Toc421821979][bookmark: _Toc296795241]
[bookmark: _Toc326248703][bookmark: _Toc421821980][bookmark: _Toc296795242]
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