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Abstract of the contribution:

1. Introduction
This paper proposes a solution to address key issue #1-‘How to authenticate the UE and perform IMS emergency registration”.
2. Proposal
Add the following solution to TR 23.749
*** begin ***
[bookmark: _Toc324232212][bookmark: _Toc326248708][bookmark: _Toc421821982][bookmark: _Toc299615791]6	Solutions
[bookmark: _Toc299615792][bookmark: _Toc326248712][bookmark: _Toc421821986][bookmark: _Toc299615795]6.x	Solution #x: Emergency call handling without HPLMN involvement 
[bookmark: _Toc326248710][bookmark: _Toc421821984][bookmark: _Toc299615793]6.x.1	Description
The solution addresses Key issue #1 to allow UE with S8HR roaming model to initiate emergency session in the VPLMN without IMS NNI with the HPLMN.




Figure 6.x.1-1. Emergency call handling without HPLMN involvement 
1-3. UE is roaming into a VPLMN and the S8HR roaming model is applied. The UE performs normal EPS attach.
· In 2b, user subscription includes the parameters related to S8HR model – e.g, APN, VPLMN Flag, local policy etc. The HSS also returns the user identity (User ID) to MME. 
NOTE: User ID can be MSISDN or SIP URI. SIP URI requires enhancement to S6a.
4-5. Later on, user initiates an emergency call. UE performs PDN Connection Request procedure as currently specified in TS 23.401 for emergency service. MME includes the User ID received from 2b to PGW to be sent to PCRF during IP-CAN session establishment procedure with PCC (e.g., during bearer authorization). PCRF stores the User ID and IP address associated to this IP-CAN.
Option 1: 
6a.	UE performs IMS emergency registration and receives 504 as response because of no IMS NNI with HPLMN
6b. P-CSCF interacts with PCRF via Rx as receives the User ID. P-CSCF stores the binding of the user identity and the source IP address for a short period.
6c. UE sends anonymous emergency INVITE.
6d. The P-CSCF uses the source IP address used in the SIP INVITE request to find the user identity stored in step 6b. If a match is found the P-CSCF adds PCRF provided user identity information to the SIP INVITE request. If match is not found and anonymous emergency call is not allowed the P-CSCF rejects this emergency INVITE.
6e.	P-CSCF sends the INVITE to E-CSCF with User ID onward to E-CSCF.
Option 2: 
7a-7d. UE performs IMS emergency registration and receives 420 response with sec-agree value listed in the unsupported header field. UE then, according to TS 24.229, will perform a new initial registration without inclusion of the Authorization header field. P-CSCF can then accept the registration with 200 OK and provide the user identity to the UE in P-associated-URI header. From the UE point of view, the procedure is the same as specified for GIBA (GPRS-IMS bundled authentication) procedures in TS 24.229. 
	NOTE: P-CSCF may only response with 420 to UE if it has received the User ID from PCRF in step 7b. This allows the VPLMN to handle the anonymous emergency call using existing procedure.
7e-7f. UE performs an emergency session setup with the user identity as provided in Step 7d. This is existing behaviour in TS 24.229. P-CSCF then authenticates the user based on the source IP address of the INVITE and verifies that the UE provided user identity matches with the stored identity. In case there is a match, P-CSCF adds the user identity to the P-Asserted-identity header field, and proceeds to forward the message towards the E-CSCF. This is existing behaviour in TS 24.229.
NOTE: PSAP call back functionality is not changed. It is expected the UE has normal IMS registration with HPLMN using S8HR model existed so call back is treated as normal IMS terminating call.

[bookmark: _Toc326248711][bookmark: _Toc421821985][bookmark: _Toc299615794]6.x.2	Impacts on existing nodes and functionality
UE: None
MME/P-GW/PCRF:
- Allow User ID to be forwarded to P-CSCF via PCRF
P-CSCF:
- Retrieve User ID from PCRF
- Option 1: replace the anonymous emergency INVITE with the User ID received from PCRF before forwarding to E-CSCF, see step 6 in figure 6.x.1-1
- Option 2: process IMS emergency Registration in order to return 200 OK with User ID back to UE. Process emergency INVITE with User ID. see step 7 in figure 6.x.1-1.  

6.x.3	Solution Evaluation
Editor's Note:	Use this section for evaluation at solution level. Evaluation at key issue level is done in a separate clause.
*** end ***

3GPP
SA WG2 TD

image2.emf
UE MME S/P-GW PCRF

VPLMN

HSS

HPLMN

7a. Emergency Registration/420 (unsupported-header:sec-agree)

P-CSCF

7f. To E-CSCF :SIP INVITE (user ID, emergency session)

7e. Emergency Invite (User ID,..)

7b. Rx (User ID to P-CSCF)

O

p

t

i

o

n

 

2

7c. Emergency Registration (no Auth header)

7d. 200 OK (User ID)


oleObject2.bin
UE


MME


S/P-GW


PCRF


7c. Emergency Registration (no Auth header)


7d. 200 OK (User ID)


7e. Emergency Invite (User ID,..)


7b. Rx (User ID to P-CSCF)


VPLMN


7f. To E-CSCF :SIP INVITE (user ID, emergency session)


HSS


HPLMN


7a. Emergency Registration/420 (unsupported-header:sec-agree)


P-CSCF


Option 2



image1.emf
5. Emergency PDN Connection Request (see TS 23.401)

UE MME S/P-GW PCRF

VPLMN

2b. Ack (...APN=well known IMS APN, VPLMN Address Allowed = NO, User ID...)

see TS 23.401 for further steps as required for attach procedure

HSS

HPLMN

1. LTE Attach

2a. Update location Req

6a. Emergency Registration/5xx responded

4. IMS emergency init

P-CSCF

6e. To E-CSCF :SIP INVITE (user ID, emergency session)

5a. Create Bearer Req (..User ID)

5b. Gx (..User ID to PCRF)

3. LTE Attach Ack 

6c. Emergency Invite (anonymous)

6b. Rx (User ID to P-CSCF)

6d. P-CSCF adds network 

authorized user identity in the 

request and removes 

anonymous identity

O

p

t

i

o

n

 

1


oleObject1.bin
UE


MME


S/P-GW


PCRF


5a. Create Bearer Req (..User ID)


5b. Gx (..User ID to PCRF)


3. LTE Attach Ack 


6c. Emergency Invite (anonymous)


6b. Rx (User ID to P-CSCF)


6d. P-CSCF adds network authorized user identity in the request and removes anonymous identity


VPLMN


2b. Ack (...APN=well known IMS APN, VPLMN Address Allowed = NO, User ID...)
see TS 23.401 for further steps as required for attach procedure


5. Emergency PDN Connection Request (see TS 23.401)


6e. To E-CSCF :SIP INVITE (user ID, emergency session)


HSS


HPLMN


1. LTE Attach


2a. Update location Req


6a. Emergency Registration/5xx responded


4. IMS emergency init


P-CSCF


Option 1



