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Abstract of the contribution: This P-CR analyzes the editor’s notes in solution 10, and update the EN accordingly.
Discussion
The main idea of solution 10 is establishing a P2P tunnel between PGW and AS/Non-IP GW to transmit non-IP small data, so that the transmission of “non IP” small data can re-use the procedure of transmission of IP small data. However, except two editor’s Notes, the solution doesn’t specify how to transfer “non IP” small data between C-SGSN and UE in detail.
The first EN:

If small data delivery mechanism defined in other clauses is used, e.g. Data over NAS solution as in clause 6.2, the DRB establishment is not necessary. It is FFS how the solutions are combined.

This EN aims to clarify the mechanism of small data transmission over NAS introduced by solution 2 can be re-used. However, the mechanism introduced by solution 2 is used to transmit IP data. In solution 2, when the UE receives a DL IP data packet over NAS message, the UE can put the packet into IP queue, so that the packet can be routed to application layer based on IP header. 
Unfortunately, such method cannot be used to deliver “non IP” data packet, because the UE receiving DL packet can’t route the packet correctly. Therefore, if this solution would like to adopt data over NAS mechanism to transmit “non IP” small data, some essential enhancement is needed, for example, introducing SDT protocol.
If DRB needs to be established for transferring “non IP” small data, more evaluation needs to be added.
Proposal
It is proposed to add following changes into the TR 23.720.
* * * First Change * * * *

6.10
Solution 10: Support for "non IP" PDN types

6.10.1
Description

6.10.1.1
General
Some of the CIoT devices may not use normal IP services. For example, there are already specific protocol optimization for the low power networking defined, e.g. 6Lo WPAN RFC 4944 [10] RFC 6282 [11] RFC 6775 [12].These protocol adaptations provided the efficient ways of header compression and operation optimization to allow efficient transmission of data with small frame size. Therefore, current header compression mechanism for E-UTRAN is no longer necessary.

It would be therefore useful to support setting up a non-IP PDN connection/PDP context to allow such protocol to be used by the CIoT UE towards the non-IP protocols' destination node, e.g. the application server(s) or a non-IP gateway (N-gateway). The C-SGN/P-GW in this case can act as a transparent pass through, via a direct forwarding interface between itself and the application server or N-gateway and the CIoT UE can talk to the specific non-IP destination node directly using appropriate protocols. No IP specific procedure is required on C-SGN/P-GW.

6.10.1.2
Non IP PDN connection/PDP Context setup
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Figure 6.10.1.2-1: Non-IP PDN/PDP Context support

When the UE does not need IP services, it would make use of this procedure to setup a non-IP PDN connection to send and receive data. When such PDN type is requested, the P-GW does not carry out IP related operation, e.g. allocating IP addresses, performing routing for the traffic, etc.

1.
UE sends initial attach with the PDN Type set to "Non-IP". The message format is as defined in TS 24.301 [7].
2.
C-SGN authenticates the UE following normal procedures if necessary. The C-SGN processes the initial attach and identifies that the UE does not need IP services. No IP address allocation will be carried out. Instead, the C-SGN selects a proper destination for the UE, e.g. an application server or a non-IP gateway (N-gateway), according to the APN and the PDN Type and carries out the tunnel setup towards the application server or N-gateway for the UE, same as step 4.

NOTE 1: The application server and N-gateway are out of scope of 3GPP.

The steps 3 to 5 are executed only when UE is roaming. Else, the PGW function(s) denoted by the steps below are assumed to be carried out by C-SGN.

3.
The C-SGN processes the initial attach and identifies that the UE does not need IP services. Therefore, it selects a proper P-GW according to the APN and the PDN Type. The C-SGN sends the Create Session Request to the P-GW, indicating that "Non-IP" PDN Type is requested.
4.
The P-GW does not run any IP related operation, e.g. IP address allocation, since the PDN Type indicates "Non-IP". Instead, the P-GW establishes a direct forwarding path, e.g. a point-to-point tunnel, towards the application server or N-gateway associated with the APN. The direct forwarding path between C-SGN (non-roaming case) / PGW (roaming case) is on a per UE per PDN basis.
NOTE 2: The selection of the type of per UE per PDN direct forwarding path between C-SGN/PGW and N-gateway is C-SGN/PGW configuration based.

NOTE 3: The mechanism used for establishing per UE per PDN direct forwarding path between C-SGN/PGW and N-gateway is outside of the scope of 3GPP specifications. Example mechanisms to use can be GRE/PMIPv6, L2TP, GTP, IPv6 etc. Whether to document a specific mechanism(s) can be decided during the normative specification phase.

NOTE 4: The per UE per PDN tunnel facilitates C-SGN/PGW to remain agnostic of non-IP destination addressing target (corresponding to a 3GPP UE) format and addressing scheme.

5
The P-GW responds with a Create Session Response, indicating that the "Non-IP" PDN connection has been setup.

6.
C-SGN uses the normal S1 message to establish the corresponding UE context on the C-BS/eNB. It also includes the Attach Accept message at NAS layer.
7-8. RRC message to setup the corresponding radio bearers, including the DRB for the "Non-IP" PDN Connection.

Editor's note:
If small data delivery mechanism defined in other clauses is used, e.g. Data over NAS solution as in clause 6.4, the DRB establishment is not necessary. It is FFS how the solutions are combined.

Editor's note:
When DRB needs to be established, it is FFS whether PDCP is not affected since the header compression is not required.

9.
Normal S1 message is used to inform C-SGN of the successful setup of the radio bearers.

10.
UE sends an Attach Complete to the C-SGN to indicate the successful setup of the "Non-IP" PDN connection.

For uplink non-IP traffic, the UE sends the data to C-SGN over the non-IP PDN connection, which in turn forwards the data to the application server or N-gateway over the tunnel established in step 2. In case the UE is roaming, the C-SGN forwards the non-IP data to P-GW and the P-GW forwards that to the application server or N-gateway.

For downlink non-IP traffic, the application server or N-gateway locates the tunnel for the UE and forwards the data to the P-GW or C-SGN over the tunnel. The P-GW and C-SGN forwards the downlink non-IP traffic to the UE using the bearer for the non-IP PDN connection.

NOTE 5: It is possible to use other small data delivery mechanism to deliver non-IP traffic between UE and C-SGN, e.g. Data over NAS as specified in 6.2.
6.10.2
Impacts on existing nodes and functionality

Associated procedures for a new PDN type of "non-IP" need to be supported by UE, C-SGN, and PGW (roaming cases only).

The P-GW does not need to perform IP management procedures for the UE on U-plane, e.g. IP address allocation, routing of the traffic for UE, etc.

6.10.3
Solution Evaluation

This solution requires support of new NAS mechanisms to allow set of a new PDN type of "non-IP". However, it gives the 3GPP system the flexibility to support communicating with multiple kinds of non-IP protocols via different kinds of point-to-point tunnels (possibly for different UEs as well eg GRE encapsulation for one UE can be supported along with IPv6 encapsulation for another UE from the same C-SGN/PGW) depending on the level of tunnelling protocol support offered by C-SGN/PGW and its peer nodes (AS/N-Gateway). This solution has no impacts to the behaviour of PDN handling for presently supported PDN types (IPv4, IPv4, or IPv4IPv6).
If the solution requires establishing DRB to transmit “non IP” small data, then:

signalling for session management and mobility management (Handover) is needed;

utilization of radio resources is inefficient, especially for high mobility user.
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