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	Reason for change:
	According to the following description in section 6.2.3.1 in 3GPP TS 23.161:

“Step 4:
Instead of an IP-CAN Session Establishment procedure, the PDN GW performs an IP-CAN Session Modification procedure. The PDN GW indicates to the PCRF the addition of an access for the PDN connection and informs the PCRF about the additional RAT type. If UE-initiated NBIFOM mode was selected at initial PDN Connection establishment and the UE included an indication for default access for the PDN Connection, the PDN GW provides the indication to the PCRF. The PCRF takes a final decision on the default access based on the subscription, and indicate the default access for the PDN Connection to the PDN GW. If network-initiated NBIFOM mode was selected at initial PDN Connection establishment, the PCRF may indicate the default access for the PDN Connection to the PDN GW.”
In UE-initiated NBIFOM mode, if the default access provided by the UE conflicts with the subscription, the PCRF indicates a new default access to the PGW during the procedure of addition of an access.

But the above action of the PCRF is not clearly described in the description in section 6.1.18.2 in TS 23.203:“-
In UE-initiated NBIFOM mode the PCRF verifies whether the default NBIFOM access provided by the UE complies with the subscription.”. So it is proposed to clarify the action of the PCRF.
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***** Start of change *****
6.1.18.2
NBIFOM impacts on IP-CAN procedures

PCC support of NBIFOM requires following modifications to IP-CAN procedures:

-
IP-CAN session establishment.


During the IP-CAN session establishment, the PCEF informs the PCRF about the UE and network support of NBIFOM, the requested NBIFOM mode (defined in TS 23.161 [43]), the IP-CAN type and the RAT type; The PCRF takes a policy decision on whether NBIFOM may apply to the IP-CAN session and informs the PCEF about its decision. The PCRF may subscribe to events related with NBIFOM described in clause 6.1.4.

-
Addition of an access.


When the PCEF receives both a handover request and a NBIFOM indication from the UE, the PCEF initiates an IP-CAN Modification Procedure, to:

-
Notify the PCRF about the addition of an access to the IP-CAN session together with the IP-CAN type and the RAT type of this access. If UE-initiated NBIFOM mode was selected at IP-CAN session establishment the notification contains also the default NBIFOM access selected by the UE.

-
Notify the PCRF with the NBIFOM Routing Rules created by the UE, if UE-initiated NBIFOM mode was selected at IP-CAN session establishment and the UE included NBIFOM Routing Rules with the access addition request,


The PCRF takes policy decisions and communicates them to the PCEF:

-
The PCRF may reject the addition of the access if the multi-access PDN connection would correspond to an invalid combination of IP-CAN and RAT Types or is not allowed by the subscription. In this release of the specification the only allowed combination corresponds to the UE using a 3GPP access and a WLAN access.

-
If network-initiated NBIFOM mode was selected at initial PDN connection establishment, the PCRF indicates the default NBIFOM access to the PCEF.

-
In UE-initiated NBIFOM mode the PCRF verifies whether the default NBIFOM access provided by the UE complies with the subscription. If it doesn’t comply with the subscription, the PCRF indicates a new default access for the PDN connection to the PCEF.
-
When in UE-initiated NBIFOM mode, the PCEF notifies the PCRF about these NBIFOM Routing Rules. the PCRF may reject NBIFOM Routing Rules received from the UE due to subscription limitations. Otherwise the PCRF determines the impacted PCC rules and provides or modifies these PCC rules.

-
If in case of network-initiated NBIFOM mode, the PCRF determines, according to procedures defined in clause 6.2.1.1, the need towill not change the Allowed Access Type for PCC rules, the PCRF communicates the corresponding PCC rules to the PCEF.
-
Removal of an access.


When the PCEF is informed of the removal of an access of a Multi Access IP-CAN session, the PCEF initiates an IP-CAN Modification Procedure, to notify the PCRF about the removal of the access together with the IP-CAN type and the RAT type of this access.


The PCC rules corresponding to the removed access are automatically locally deleted by the PDN GW. The PCEF notifies the PCRF accordingly.

-
Network-initiated IP flow mobility within a PDN connection (Network-initiated NBIFOM mode).


When a Multi Access IP-CAN session has been set-up in Network-initiated mode, the PCRF may at any time determine that flows should be moved from a source access to a target access. In that case, the PCRF provides updated PCC Rules with information on the new Allowed Access Type using an IP-CAN session modification procedure.


The PCRF request triggers the sending of Routing Rules to the UE that may be rejected by the UE due to local radio conditions. In that case the PCRF gets notified which PCC rules cannot be created or modified. This notification from the PCEF contains an indication of the cause of the rejection received from the UE.

-
UE-initiated IP flow mobility within a PDN connection (UE-initiated NBIFOM mode).


This procedure is only used in Network-initiated NBIFOM mode when the UE wants to request the network to apply specific mappings of IP flows to an access.


When the PCRF has set the corresponding notification and the PCEF has received a request from the UE to have the network create / modify / delete NBIFOM Routing Rules, the PCEF initiates an IP-CAN Modification procedure and provides the NBIFOM Routing Rules received from the UE to the PCRF. The PCRF may reject NBIFOM Routing Rules received from the UE due to subscription limitations. Otherwise the PCRF determines the impacted PCC rules and provides updated PCC rules with information on the new allowed access type to the PCEF.

-
An access becomes not usable / usable again OR (RAN Rule related) indication of move-to-WLAN / move-from-WLAN (Network-initiated NBIFOM mode).


The PCEF sends the indication to the PCRF. The PCRF may update the PCC rules, e.g. by changing the Allowed Access Type and providing the updated PCC rules to the PCEF.

-
Reporting Access Network Information to the AF.


The PCRF reports to the AF only Access Network Information associated with one access even though different media of the AF session are carried by different accesses.


If the PCRF has received a request for Access Network Information from the AF and PCC rules related with the AF request are bound to multiple accesses, the PCRF selects one PCC rule to be associated with Access Network Information reporting from the PCEF. The selected PCC rule should correspond to the 3GPP access: Using the 3GPP access reduces the risk of getting no trustable location information from the S2b access of the IP-CAN session.

***** End of change *****
