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Abstract of the contribution: new solution in order to Support emergency services by TWAN
1
Discussion

Void.
2
Proposal

It is proposed to include the following NEW text into the TR 23.771 …
*** First Change ***
6.Y
Solution Y: Support of emergency services by TWAN

6.Y.1
Overview

Editor’s Note: This version of the solution describes only the case of a duly authenticated UE. The Support of emergency services by TWAN for other cases is FFS (to be provided in later meetings)

When an UE that needs to set-up an emergency session over WLAN is already attached to a TWAN in SCM mode but not for emergency services, then the UE detaches from the TWAN in order to re-attach for emergency services (as described in §6.Y.2). 

NOTE: This induces the release of the existing IP connectivity services.

(as described in solution 6.X “providing the UE with TWAN/ePDG support of emergency sessions”) When an UE that needs to set-up an emergency session over WLAN is aware that it is already attached in MCM mode to a TWAN that supports emergency services, the UE does not need to issue an attach for emergency services but issues a request for PDN connectivity for emergency services.

When an UE that needs to set-up an emergency session over WLAN is not attached to a TWAN, 
· the UE attaches for emergency services (SCM)
· the UE attaches for emergency services and triggers the “UE Initiated PDN connectivity request procedure in WLAN on S2a” procedure.
This is further described in § 6.Y.2..
In S2a case, the TWAN-ID (trusted location information) is propagated as defined in 23.402 [5] § 16 and in 23.228 Annex R and T 
· From TWAG to the PCRF (and to the P-CSCF) (via S2a, Gx and Rx)
· From TWAG to AS via the 3GPP AAA server and the HSS.
NOTE: the HSS retrieval of the TWAN-ID is not possible in case of SIM less emergency session
6.Y.2
UE Attach to TWAN for emergency services (for emergency services that require authenticated UE)
In order to obtain access to the EPC for IMS emergency services in the S2a case, the EAP-AKA’ authentication procedures specified in 23.402 [5] § 16 and in 33.402 are used by the UE to authenticate with the TWAN. When the UE attach is for emergency services, the UE adds an emergency request in EAP-AKA’ signalling sent to the 3GPP AAA server. The 3GPP AAA server uses locally this emergency request information and forwards it to the TWAN over STa.

The emergency request information is used by the 3GPP AAA server and TWAP/TWAG to give precedence to this EPC access in case of congestion reported via GTP-c and/or Diameter.

The TWAN also adds in the signalling sent to the 3GPP AAA server (over STa) an indication of whether it supports emergency services including whether it accepts emergency services for authenticated UE being in a location where they are restricted from service. 

NOTE1: 
The rest of this section assumes the TWAN has indicated it supports emergency services. Otherwise the 3GPP AAA server rejects the UE access for emergency services.

NOTE2: 
A AAA signalling chain has to exist between the TWAN and the 3GPP AAA server in HPLMN.

When the 3GPP AAA server detects that the UE is in a location where it is restricted from service and the TWAN has indicated it accepts emergency services for authenticated UE being in a location where they are restricted from service and the UE has indicated an emergency request in EAP-AKA’ signalling,  the 3GPP AAA server accepts the access request (the attach procedure) , provides no authorization data to the TWAN and indicates to the TWAN that NSWO is only allowed for the UE to be able to exchange WLCP signalling with the TWAG..

When the UE is in a location where it is NOT restricted from service, the 3GPP AAA server provides authorization data to the TWAN as per existing (Rel13) specifications. 
NOTE: 
This means that once the emergency PDN connection is released the UE does not need to re-Attach to benefit from regular services

The selection of the mode (SCM / MCM) is done according to existing (Rel13) specifications.

In MCM mode once the Attach procedure is completed, the UE triggers the “UE Initiated PDN connectivity request procedure in WLAN on S2a” procedure, indicating that the PDN connection is for emergency services. 
When the EPC access is associated with an emergency indication, the UE does not need to send an APN to the network. Anyhow any APN indication that the UE may add in EAP-AKA’ request (SCM) or in WLCP signalling (MCM) is ignored by the network as the TWAN considers that the target APN is the APN configured within its Emergency Configuration Data and the TWAN does not check whether this APN is part of the subscription of the UE. 
The PGW behaviour is according to procedures already defined for emergency services e.g.:
· The PGW derives the data related with emergency services from the APN value received in Create Session Request from the TWAN
· The TWAG forwards to the PGW any (trusted) location information it has got (in Create Session Request, in Delete Session request and in responses to PGW requests such as Create Bearer Request). This information is propagated to the PCRF via the IP-CAN Session Establishment procedure or the PCRF has requested Access Network Information. 
*** End of Changes ***
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