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Abstract of the contribution: Solution 4a is updated to specify how MO and MT small data transmission is achieved with minimized impacts.
Discussion
The SCEF is the key entity for the secure exposure of 3GPP services/capabilities to (IoT) application servers. Many IoT-related features have become available with the introduction of the entity, e.g. monitoring of events, group message delivery (but the applicability is not restricted to IoT). It is natural to consider the SCEF as a candidate for the new IoT-related feature: infrequent small data transmission.

One major benefit of the current architecture involving the SCEF is that there is a direct interface between the MME and currently several monitoring event reports can be conveyed via the interface and finally to the server. This implies that delivery of (small) data for a specific UE is already feasible at least between the MME and the SCS/AS.
This paper shows that delivery of small data can be achieved with minimized impacts if the SCEF is used.
Text proposal

*** Start of the changes ***
6.4a
Solution 4a: non-IP small data transmission via SCEF
6.4a.1
Description

6.4a.1.1
General

This solution corresponds to the Key Issue 6 - Support for non-IP data.

This solution is based on lightweight CN architecture optimised for CIoT as defined in clause 6.1. The figure 6.4a.1.1-1 shows the cellular IoT network architecture proposed for efficient non-IP small data transmission via SCEF.




Figure 6.4a.1.1-1: CIoT Architecture for non-IP small data transmission via SCEF
NOTE 1:
Protocol over T6a* is recommended to be RESTful HTTP. Exact protocol selection is stage-3 issue and needs to be evaluated by CT WG4.


6.4a.1.2
Procedures

6.4a.1.2.1
MO small data transmission

Only impacted steps of the Monitoring Event Reporting procedure (described in subclause 5.6.3.1 of 3GPP TS 23.682 [3]) are specified below.
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Figure 6.4.a.1.2.1-1: Monitoring event reporting procedure
1a.
A monitoring event is detected by the MME/C-SGN, i.e. the MME/C-SGN receives MO small data. The MME/C-SGN may receive the MO small data e.g. via Steps 1 and 2 of Figure 6.2.1-1.

2a.
Monitoring Event Report includes the MO small data.

6.4a.1.2.2
MT small data transmission
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Figure 6.4.a.1.2.2-1: MT small data transmission via the SCEF

1.
The SCS/AS sends a SDT Request (SCS/AS Reference ID for SDT, MT Small Data) message to the SCEF.

2.
If the SCEF does not have valid routing information for the MME/C-SGN corresponding to the SCS/AS Reference ID for SDT, the SCEF queries to the HSS.

3.
The SCEF sends a SDT Request (SCEF Reference ID for SDT, MT Small Data) message to the MME/C-SGN. The MME/C-SGN may send the MT small data e.g. via Steps 2 and 3 of Figure 6.2.1-2.

4.
The MME/C-SGN responds with a SDT Response (SCEF Reference ID for SDT, Cause) message to the SCEF.


If there is no valid context related to SCEF Reference ID for SDT in the MME/C-SGN, the MME/C-SGN informs to the SCEF of the MT small data transmission failure by setting Cause to a proper value. The SCEF may execute Step 2 and onwards.

5.
The MME/C-SGN responds with a SDT Response (SCS/AS Reference ID for SDT, Cause) message to the SCS/AS.

6.4a.1.2.x
Configuration of monitoring event: SDT

In prior to the MO and MT small data transmission, the MME/C-SGN and the SCEF obtain necessary information (SCEF ID and MME/C-SGN routing information) for MO and MT small data transmission, respectively, through the Monitoring Event Configuration procedure,. Only impacted steps of the Monitoring Event Configuration procedure (described in subclause 5.6.1.1 of 3GPP TS 23.682 [3]) are specified below.
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Figure 6.4a.1.2.x-1: Monitoring event configuration and deletion via HSS
1.
The SCS/AS sets Monitoring Type to “SDT.”
8.
If the Monitoring Type received in Step 3 is set to “SDT,” the HSS includes the routing information of the MME/C-SGN in the Monitoring Response message.

6.4a.2
Impacts on existing nodes and functionality
Impacts to UE, CIoT-RAN and MME/C-SGN depend on the mechanism used for the data delivery between the UE and the MME/C-SGN, which is not in the scope of the solution.

The C-SGN/SCEF needs to support T6a* reference point if the C-SGN is deployed.
New Monitoring Event: SDT must be introduced and the monitoring event report shall contain MO small data.

The HSS must include the routing information of the MME/C-SGN if Monitoring Event is set to SDT for MT small data delivery.

The MME/C-SGN/SCEF needs to support SDT Request/Response messages for MT small data delivery.
6.4a.3
Solution Evaluation

Benefits of the solution are as described in clause 6.4.2 and additional benefits are described in clause 5.1.1.3.3.3.1 of TR 23.887 [6]. Drawback as listed in 5.1.1.3.3.3.1 of TR 23.887 [6], especially on impacts on nodes, are mitigated considering clean slate design for CIoT UE, CIoT RAN and C-SGN. Drawback related to queuing of DL packet is also mitigated using optimizations for High latency communications as described in TS 23.682 [3].
If a UE is involved to multiple SCS/ASs, each of the SCS/ASs needs to configure the MME/C-SGN with the monitoring event: SDT via the SCEF and the HSS. However, using common service entity (e.g. non-IP gateway, oneM2M infrastructure) allows accommodation of multiple applications via a single SCS/AS.
Editor's note:
It is FFS whether the UE involved to multiple SCS/ASs conforms the traffic models described in Table 4.3-1.

*** End of the changes ***
3GPP

SA WG2 TD


_1506154050.doc


SCEF







2a. Monitoring Indication











MME/



C-SGN







3. Monitoring Indication











1a. Event Detection







HSS







Monitoring destination node












_1506154068.vsd
�

CIoT UE


CIoT RAN


MME/
C-SGN


T6a/
T6a*


SCS/AS


HSS


SCEF


S6t


S6a/S6a*



_1506159855.doc


6. MME/C-SGN handling







4. HSS handling







7. Insert Subscriber Data Answer







5. Insert Subscriber Data Request 











8. Monitoring  Response







3. Monitoring Request







2. SCEF handling







9. Monitoring Response







1. Monitoring Request







SCEF







MME/



C-SGN







HSS







SCS/AS












_1505301328.vsd
MME/C-SGN


HSS


SCEF


SCS/AS


1. SDT Request


2. Query HSS


3. SDT Request


4. SDT Response


5. SDT Response



