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Abstract of the contribution: This contribution proposes new key issue for CUPS
* * * 1st Change * * * *

5.X
Key Issue X – Communicating the mid-session change of UPN's GTP-U end-point identity to the peer node(s) (due to other than UE mobility scenarios)
5.X.1
Description

To accommodate the changing traffic and/or bandwidth requirements, the UPN may expand or contract in terms of resources. As part of it, new resources may be added or existing resources may be removed from the UPN at runtime, and the existing sessions need to be re-distributed over the available set of resources. These resources may include network interfaces and in that case the GTP-U end-point identity of the UPN for one or more sessions may change. This new GTP-U end-point identity of the UPN (i.e. GTP-U IP address and TEID), for a given session, needs to be communicated to the peer node(s).
This key issue defines the solution to communicate the mid-session change of UPN's GTP-U end-point identity to the peer node(s), due to the load balancing scenarios (as described above).
5.X.2
Architectural Requirements
Editor's Note: Capture agreements on architectural requirements for solving the key issue. This clause may be omitted if deemed unnecessary.

* * * End of Change * * * *
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