SA WG2 Temporary Document

Page 1

SA WG2 Meeting #111
S2-153073
Chengdu (China), 19-23 October 2015
(revision of S2-15xxxx)
Source:
Huawei
Title:
New Key Issues related to ES for NSWO  WLAN
Document for:
Approval
Agenda Item:
X.X
Work Item / Release:
FS_SEW
Abstract of the contribution: Addition of new key issues related to the support of emergency calls over WLAN when the UE is performing NSWO. In addition the key issue propose to study the coexistence an relationship when the UE can either initiated IMS ES over PDN connection and NSWO. 
1
Discussion

The UE can connect WLAN via ePDG or TWAG and then performs NSWO. When the UE has the NSWO IP connection, the UE can perform an IMS Registration and it may also perform IMS ES. GSMA has defined the IMS RCS profile in RCC 07 (“Rich Communication Suite 5.3 Advanced Communications Services and Client Specification”) which consider the case when the UE start IMS registration when has an a IP connectivity, an example is shown in figure 1 and figure 2.  

Coming back to 3GPP specification, in Rel-13 the scenario of support of IMS ES from NSWO is not fully clarified, i.e whether the support of IMS ES from NSWO is allowed or not and if supported which are the location information provided.  Furthermore in Trusted scenario the UE can be attached to the WLAN using SIM credential, but in SCM the TWAG can have established a NSWO,  an in principle a IMS ES can be initiated on IP connectivity based on RCS profile or perform a disconnection and connection to IMS ES PDN Connection , as defined in Rel-13. In MCM case the UE can established both a PDN connection and NSWO, so the IMS ES can be performed via a PDN connection or via NSWO. The contribution proposes to consider the key issue regarding the IMS ES over the NSWO and its relationship with the IMS ES over PDN connection.. 
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Fig 1: Copy of Figure 5 IMS registration flow from GSMA RCC 0.7 
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Fig 2: Copy of Figure 21 Registration with SIP Digest Authentication from GSMA RCC 0.7
I
2
Proposal

It is proposed to include the following into the text into the TR 23.771…
*** First Change ***
X.X
Key Issues for Phase 2

X.X.X
Key Issue X: Emergency Services UE performing NSWO from Untrusted WLAN
The UE is connected to the Untrusted WLAN, the following scenario may occur:
A. The UE starts an IMS ES via NSWO, i.e. the UE does not initiate the establishment of IMS PDN connection, but it starts IMS ES session from the IP connection on NSWO.

B. The UE has a data PDN connection established and it starts an IMS ES via NSWO, i.e. the UE initiated the establishment of IMS ES session over NSWO instead of establishing an IMS ES PDN connection EPC routed.

The Key issue aims to clarify whether the above scenarios are allowed, If they are not allowed, the key issues will study how they may be blocked. If they are allowed, the key issues will study how the location information is provided and whether the mechanism defined for IMS ES over EPC are applicable to IES ES over NSWO. The key issue will also study whether and how a Non-IMS ES Session over PDN Connection  and a IMS ES over NSWO may coexist or not (for example Non –IMS ES session is terminated when IMS ES over NSWO is initiated, or IMS ES over NSWO is not allowed, etc). 
X.X.X
Key Issue Y: Emergency Services UE performing NSWO from Trusted WLAN
The UE is connected to the Trusted WLAN, the behaviour for establishing an IMS ES over PDN connection is already described in Rel-13. However the UE may establish an IMS ES over NSWO as described in the following scenario for UE detected emergency calls,:

A. a UE already registered to IMS for regular IMS services (i.e. not emergency services) over WLAN :
a. For  SCM connectivity, disconnects and establish IMS ES session over NSWO 

b. For  MCM connectivity, establish a IMS ES session over NSWO, and (re)register for emergency services to IMS. The UE may support a single or dual registration over IMS as defined in GSMA NG.102 (“IMS Profile for Converged IP Communications Version 1.0” )

B. a UE not yet registered to IMS for regular IMS services (i.e. not emergency services) over WLAN :

a. For  SCM connectivity, establish IMS ES session over NSWO 

b. For  MCM connectivity, establish a IMS ES session over NSWO, and (re)register for emergency services to IMS. The UE may support a single or dual registration over IMS as defined in GSMA NG.102 (“IMS Profile for Converged IP Communications Version 1.0” )

The Key issue aims to clarify whether the above scenarios are allowed, If they are not allowed, the key issues will study how they are blocked. If they are allowed, the key issues will study how the location information is provided and whether the mechanism defined for IMS ES over EPC are applicable to IES ES over NSWO. The key issue will also study whether and how a Non-IMS ES Session over PDN Connection  and a IMS ES over NSWO may coexist or not (for example Non –IMS ES session is terminated when IMS ES over NSWO is initiated, or IMS ES over NSWO is not allowed, etc). 

*** End of Changes ***
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