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* * * * 2nd Change * * * *
Annex X (informative):
Policy Control for Remote UEs behind a ProSe UE-to-Network Relay UE

With the Proximity-based services, in accordance with 3GPP TS 23.303 [x], a UE acting as a Remote UE can connect to a PDN via a ProSe UE-to-Network Relay UE, using an IP-CAN session that the Relay UE has established.

The IP-CAN session that the Relay UE offers a Remote UE to use is either home routed to the Relay UE HPLMN or a local breakout in the visited network and the Relay UE is assigned an IPv6 prefix that is shorter than /64. The Relay UE supports the TFT packet filter attribute Local Address and Mask as defined in 3GPP TS 23.060 [12]. 

NOTE 1:
In this Release of the specification the support for policy control of Remote UEs behind a ProSe UE-Network Relay using IPv4 is not available.

The PCRF does not get any Remote UE identity that is HSS authenticated and is not required to be aware of the Remote UE but is expected to validate Rx authorizations and generate any necessary PCC rules according to standard procedures already defined. PCC rule authorizations may be static (e.g. predefined PCC rules) or rely on AF making a dynamic authorization over Rx.

An AF is aware of the (Remote) UE HPLMN ID and can learn the Relay UE HPLMN ID. In order to reach the PCRF handling the Relay UE’s IP-CAN session the AF need to address the appropriate PLMN domain. The Policy Control for Remote UE behind Relay UE when limited to the Relay UE IP-CAN session being home routed, so the AF reaches the appropriate PCRF in the Relay UE HPLMN domain. If both UEs have the same HPLMN ID, the PCRF is reached with the normal intra-PLMN addressing procedure, otherwise by using the Home Network Realm/Domain, as defined in TS 23.003 [16], for the Relay UE.

NOTE 2:
A Remote UE can use a Relay UE’s IP-CAN session that is a local breakout session for the Relay UE. In order to allow and AF to authorize media flows the network configuration need to cater for the PCRF serving the Relay IP-CAN session to be addressable from the AF handling the Remote UE service.
If the IP-CAN session that the Relay UE offers a Remote UE to use is a local breakout in a visited network, then then AF cannot rely on the Relay UE HPLMN ID to find the applicable PCRF, which is located in the PLMN where the serving P-GW is located. Since the assigned IPv6 prefix is public, operators may publish what IPv6 prefix range is used for IP-CAN sessions offering a realy capability. By making a PLMN ID lookup in the published data the AF can derive the PLMN ID that seves the IP-CAN session. Provided that the PCRF is configured to allow the remote AF to make an Rx authorization towards the PCRF, also the local breakout scenario cn use Rx to authorize flows for a Remote UE.

In order to make a PCC rule specific for a certain Remote UE, the packet filters for traffic detection need to include the attribute Local Address and Mask with a value that corresponds to the Remote UE only. The value is normally an IPv6 prefix that is longer than the prefix assigned for the IP-CAN session.

NOTE 3:
A prefix yields a successful binding with a shorter prefix if there is a match when the longer prefix matches the shorter prefix value.

* * * * End of Changes * * * *
