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Abstract of the contribution: We highlight that the Application Detection & Reporting (ADR) is an essential component for flexible traffic steering solution. As per 3GPP architecture, the ADR feature is defined as part of ADC functionality within TDF/PCEF extended with ADC feature. Hence, the solution to flexible steering is required to utilize the ADR functionality within TDF/PCEF.
Discussion

1. Traffic steering and application detection & reporting
As already described in 3GPP TS 22.101 clause 30.2, detected application characteristics is one of the input for 3GPP core network to generate traffic steering policies.
Excerpt from 3GPP TS 22.101 clause 30.2:

-
The 3GPP Core Network defines traffic steering policies based on one or more pieces of information such as:
-
network operator’s policies 
-
user subscription (e.g. user’s priority, the status of optional subscriber services from the subscription data, based on service provider used, subscribed QoS) 
-
user's current RAT
-
the network (RAN and CN) load status
-
application characteristics such as: application type (video, web browsing, IM, etc), application protocol ( HTTP, P2P, etc), target address name (URL) and application provider (My tube, etc)
This implies the need for the following functionalities as part of the support of the flexible traffic steering feature:

a. Application Detection: To perform traffic steering based on the detected application info, e.g. steering all the video traffic via service function responsible for video optimization, etc.
Some of the simple traffic steering policy could be "use firewall/NAT service function for all the traffic with source address a.b.c.d", i.e. apply NAT function to all the traffic of a given subscriber. This does not require support for application detection function and simple policies based on L2/L3/L4 parameter matching would suffice. However, other advance traffic steering policies could be "for a given user, use video optimization function for all the netflix/youtube traffic" or "for a given user, detect P2P traffic and apply parental control". To support these types of traffic steering policy, L7 rule based application detection support is needed. 
b. Application Reporting: In some cases, besides the application information, the traffic steering policy may be based on the other inputs such as user's subscription profile, IP-CAN session info (which includes current location, RAT, Service Network etc.), RAN network status (which includes congestion info) and operator's policy. Additionally, usage monitoring per detected application and spending limits report over Sy per detected application may serve as input for flexible traffic steering policy decisions made by the PCRF, subject to operator’s policy, similar as any other type of policy decisions made by PCRF as defined by the TS 23.203, sub-clause 6.2.1.1. Thus, usage monitoring report per detected application may also be needed to realize flexible traffic steering solution, subject to operator’s policy. Some of these other inputs are dynamically changing and hence the PCRF needs to decide to activate appropriate traffic steering policy based on state of these parameters at run-time, e.g. applying video optimization or anti-advertisement service only when the subscriber is in 2G/3G or the radio network is congested. To achieve this, reporting of the detected application info (potentially, including usage monitoring) to the PCRF is needed.
Conclusion 1: Application detection and reporting function is one of the essential components to support flexible steering of the subscriber traffic. 
2. Application detection & reporting support in 3GPP

Support of the Application detection & reporting, which is a subset of the functions defined under "Application Detection and Control", has defined by 3GPP as part of TDF/PCEF enhanced with ADC (Application Detection and Control) functionality since Rel-11 onwards.
Excerpt from 3GPP TS 23.203 clause 4.5:

4.5
Application Detection and Control

The application detection and control feature comprise the request to detect the specified application traffic, report to the PCRF on the start or stop of application traffic and to apply the specified enforcement and charging actions.

The application detection and control shall be implemented either by the TDF or by the PCEF enhanced with ADC.

Under "Application Detection and Control", the TDF/PCEF support host of other functionalities (other than application detection and reporting):

· Application based QoS enforcement which includes gating, rate limiting or redirection
· Usage monitoring report per detected application

· Application based charging which allows different charging method per subscriber and rating group/combination of rating group and Service Identifier per application traffic
· Application based bearer binding which allows use of dedicated bearers for application traffic 
In summary, since Rel-11, 3GPP has defined the support of Application Detection and Control as part of TDF/PCEF functionality. And this includes many other features besides just application detection and reporting.

Conclusion 2: Application detection and reporting is supported by TDF/PCEF since Rel-11 onwards as part of Application Detection and Control functionality.

3. Traffic steering and features in existing network deployment
Like any other 3GPP feature, we need to consider co-existence and coherent working of the flexible traffic steering feature with the existing 3GPP defined features. Based on clause conclusion 1, 2 above, it is clear that one of the essential components of flexible traffic steering solution, i.e. Application Detection and Reporting (ADR), is already supported by TDF/PCEF as part of Application Detection and Control functionality within the existing 3GPP architecture. 
The operator may have deployed the ADC feature as part of either TDF or PCEF functionality for one or more features mentioned in clause 2 (i.e. for one or more features defined under the ADC functionality). In that case, it is required to leverage the ADR functionality of the TDF/PCEF for the flexible traffic steering as well. This requires interworking of the ADR function of the TDF/PCEF and the (S)Gi-LAN systems. Hence, the traffic steering solution needs to consider the interaction of the ADR feature within TDF/PCEF and (S)Gi-LAN systems. In other words, the traffic steering solution needs to take into account the interface with the TDF/PCEF for utilizing the ADR functionality.
Conclusion 3: The traffic steering solution needs to take into account the interaction between the TDF/PCEF (enhanced with ADC functionality) and (S)Gi-LAN systems to utilize the ADR functionality of the TDF/PCEF.

Proposal

In line with the conclusions above, it is proposed to add the following to TR 23.xyz.

* * * First Change * * * *

5.1.2
Architectural Requirements


The solution for this key issue is required to meet the following requirements:

· For application based traffic steering, support for the application detection functionality is needed. 
· A solution to flexible traffic steering needs to describe how it works in conjunction with the existing 3GPP features, e.g. ADC feature, if the network has deployed support for this feature. 
Additionally, the solution for this key issue needs to describe whether and how following requirements are supported:

· In order to support detected application input (i.e. application characteristics) transfer to the PCRF so that the PCRF can take this information into account while defining and providing the traffic steering policies, support for the detected application information reporting is needed. Thus, a solution is required to support the application reporting functionality.
* * * End of Changes * * * *
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