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	Other comments:
	


********** 1st change ***********
6.2.3
Application Function (AF)

The Application Function (AF) is an element offering applications that require dynamic policy and/or charging control over the IP‑CAN user plane behaviour. The AF shall communicate with the PCRF to transfer dynamic session information, required for PCRF decisions as well as to receive IP‑CAN specific information and notifications about IP‑CAN bearer level events. One example of an AF is the P‑CSCF of the IM CN subsystem.

The AF may receive an indication that the service information is not accepted by the PCRF together with service information that the PCRF would accept. In that case, the AF rejects the service establishment towards the UE. If possible the AF forwards the service information to the UE that the PCRF would accept.

An AF may communicate with multiple PCRFs. The AF shall contact the appropriate PCRF based on either:

-
the end user IP Address; and/or

-
a UE identity that the AF is aware of.

NOTE 1:
By using the end user IP address, an AF is not required to acquire any UE identity in order to provide information, for a specific user, to the PCRF.

In case of private IP address being used for the end user, the AF may send additional PDN information (e.g. PDN ID) over the Rx interface. This PDN information is used by the PCRF for session binding, and it is also used to help selecting the correct PCRF.

For certain events related to policy control, the AF shall be able to give instructions to the PCRF to act on its own, i.e. based on the service information currently available as described in clause 6.1.5.

The AF may use the IP‑CAN bearer level information in the AF session signalling or to adjust the IP‑CAN bearer level event reporting.

The AF may request the PCRF to report on IP‑CAN bearer level events (e.g. the signalling path status for the AF session). The AF shall cancel the request when the AF ceases handling the user.

NOTE 2:
The QoS authorization based on incomplete service information is required for e.g. IMS session setup scenarios with available resources on originating side and a need for resource reservation on terminating side.

The AF may request the PCRF to report on the change of type of IP‑CAN. The PCRF shall report to the AF subsequent changes of IP-CAN type along with the RAT type. The PCRF shall report he information of the Radio Access Technology Type (e.g. UTRAN) and the change  even if the IP‑CAN type is unchanged.
The AF may request the PCRF to report any combination of the user location and/or UE Timezone at AF session establishment, modification or termination. For AF session termination the communication between the AF and the PCRF shall be kept alive until the PCRF report is received. If IP-CAN bearer resources corresponding to the AF session are released, the PCRF reports to the AF, if available, the reason why IP-CAN bearer resources are released i.e. RAN/NAS Release Cause, together with the User Location Information and/or the UE Timezone.

NOTE 3:
The H-PCRF informs the AF of event triggers that cannot be reported. For detail see Annex L.

To support sponsored data connectivity (see Annex N), the AF may provide the PCRF with the sponsored data connectivity information, including optionally a usage threshold, as specified in clause 5.2.1. The AF may request the PCRF to report events related to sponsored data connectivity.

If the user plane traffic traverses the AF, the AF may handle the usage monitoring and therefore it is not required to provide a usage threshold to the PCRF as part of the sponsored data connectivity information.

********** 2nd change ***********
H.3
EPC-based Trusted WLAN Access with S2a

In an EPC-based trusted WLAN Access with S2a, the PCEF is located in the PDN-GW and the BBERF does not apply.

NOTE:
Gxa interface is not used for S2a-PMIP in Trusted WLAN within this Release of the specification.

From the network scenarios listed in clause 7.1, the Case 1 (no Gateway Control Session) applies.
Specific event triggers applicable are listed in table H.3.
Table H.3: TWAN access specific event/credit reauthorization triggers

	Event/Credit reauthorization trigger
	Description
	Reported from
	Condition for reporting

	RAT type change.
	The characteristics of the air interface, communicated as the radio access type, have changed.
	PCEF
	PCRF/OCS


For an IP-CAN session set-up over a Trusted WLAN Access with S2a:

-
at IP‑CAN Session Establishment the PCEF provides TWAN location information (TWAN ID as described in clause 16 of TS 23.402 [18]), IP-CAN type , RAT Type and an indication that access is trusted to the PCRF (over Gx). This occurs at step 3 of Figure 7.2-1 (IP‑CAN Session Establishment). This information is also provided by the PCEF to the charging entities as described in TS 32.251 [9].

-
The Access Network Information Report event trigger defined in clause 6.1.4 applies. The user location information within the Access Network Information reporting contains the TWAN ID as described in clause 16 of TS 23.402 [18]. This information is sent when a bearer over Trusted WLAN access is activated or modified or deactivated and when the IP-CAN session is terminated. When the bearer over Trusted WLAN access is deactivated or the IP-CAN session is terminated the user location information corresponds to the last known UE location.

The IP-CAN type change event trigger defined in clause 6.1.4 and RAT type event trigger applies. The PCEF reports to the PCRF when a Create Session Request is received including information that the UE moved to a trusted WLAN access.. This information is also provided by the PCEF to the charging entities as described in TS 32.251 [9]. 
********** 3rd change ***********
H.x
EPC-based untrusted non-3GPP Access

In an EPC-based untrusted non 3GPP Access, the BBERF does not apply.
Specific event triggers and credit reauthorization triggers are listed in table H.x.

Table H.x: Untrusted non-3GPP access specific event/credit reauthorization triggers

	Event/Credit reauthorization trigger
	Description
	Reported from
	Condition for reporting

	RAT type change.
	The characteristics of the air interface, communicated as the radio access type, have changed.
	PCEF
	PCRF/OCS


For an IP-CAN session set-up over an untrusted non-3GPP access over S2b:
-
At IP‑CAN Session Establishment the PCEF provides IP-CAN type, indication that it is untrusted and RATtype over Gx. This occurs at step 3 of Figure 7.2-1 (IP‑CAN Session Establishment). This information is also provided by the PCEF to the charging entities as described in TS 32.251 [9]. 
-    The IP-CAN type changes defined in sub-clause 6.1.4 and RAT type changes event trigger applies. The PCEF reports to PCRF PCRF when a Create Session Request is received including information that the UE moved to a untrusted WLAN access.  This information is also provided by the PCEF to the charging entities as described in TS 32.251 [9].

The AF instruction to report changes of the IP‑CAN type is described in sub-claue 6.2.3 including an indication that the access type is untrusted.
NOTE:
In order to provide more detailed information to the AF about the characteritistics of the access when the RAT type is unknown, the information on whether the access is untrusted is provided.
********** End of changes ***********
