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Abstract of the contribution: This contribution is to discuss and propose way forward on IOPS solutions for the backhaul-less scenarios.
1.	Introduction
In the last SA2 #106(San Francisco), Isolated E-UTRAN operation for Public Safety(IOPS) was accepted as a study item, which includes no backhaul to the EPC(we call normal EPC or macro EPC in this document), and studying candidate solution for minimum MCPTT services as well.
Per the work item description for the IOPS operation’s solutions we should investigate suitability of the existing mechanisms. E.g. for cell/PLMN reselection in order to be able to reselect to/from an IOPS network, for providing PDN connectivity, and for mobility management (i.e. Idle and connected mode management)
2.	Discussion
We investigated the IOPS solutions for the backhaul-less scenario in view of suitability of the existing mechanisms in the paper S2-150346 and S2-150347. General & detail solutions for the backhaul-less scenario are introduced such as how to start IOPS mode operation, how to indicate the IOPS mode operation, how to move to IOPS network, how to handle mobility management, and how to turn back to the macro network.etc. 
As indicated in the proposal, SA2 may not need to specify additional functionality or operations for IOPS solutions, but we may reuse the existing mechanisms for the most parts of IOPS solutions except security aspect. Moreover, how to add or remove (N)eNBs to an Isolated E-UTRAN is in charge of RAN WG3.  
Hence, we propose that at least for the backhaul-less scenario we can complete study phase in SA2 discussion and move to normative phase in order to describe how the IOPS operation works in appendix as an informative text, and according to the described IOPS operation let SA3 initiate investigation on security aspect. 
3.	Proposal
Based on the above discussion, we would propose for the backhaul-less scenario to start normative phase and trigger the SA3 investigation on security aspects and RAN 3 investigation on how to add or remove (N)eNBs to an Isolated E-UTRAN.
The proposed text for SA2 specification change is shown in the Appendix, which should be aligned with the TR 23.797.
4.	Appendix
The expected change in SA2 specification is to adding the following annex to TS23.401. The detail change should be modified to follow the decision on TR23.797. Note that the current proposed change is based on the paper S2-15xxxx.
**************Start of First Change ****************

[bookmark: _Toc405565871]Annex X (informative):
IOPS mode operation
[bookmark: _Toc405565872]X.1	General description of the IOPS mode operation
IOPS(Isolated E-UTRAN operation for public safety) mode aims that some public safety services could be available when backhaul to the EPC is lost or limited. The public safety UEs could use some public safety services locally in IOPS network.   
X.2	IOPS mode operation in Backhaul-less scenario
X.2.1	Functional Description
IOPS in backhaul-less scenario is a standalone network, which is separated from the macro network. So we assume that the IOPS solution in backhaul-less scenario is based on the ‘system in a box’ approach, which is the IOPS-capable (N)eNB has a full system such as EPC(i.e MME, S/P-GW, HSS/Auc, etc.; called local EPC) and application server functions for mandatory public safety applications(e.g. MCPTT, etc). 
Hence, when the backhaul to the macro EPC is lost the eNB works in IOPS mode of operation, or a nomadic eNB assists public safety services in areas where there is no coverage by the standalone IOPS network using local EPC.
Most of functionalities and procedures such as how the UE should get access and IP connectivity and mobility management to/from the IOPS network can be re-use the macro network.
X.2.2	Procedures
The general lifecycle of IOPS operation consists of 8 STEPs as the Figure x.1.


Figure x.1: general IOPS operation procedure

STEP 1:  the eNB detects backhaul to the EPC was lost or the NeNB is ready to work, and the (N)eNB starts IOPS mode operation. 
STEP 2:  the public safety UE detects IOPS mode operation of the camping (N)eNB.
STEP 3:  the UE should perform attachment to the local EPC and get its IP connectivity after successful authentication. 
STEP 4:  the UE should register to the local public safety applications and get service authorization.
STEP 5:  the UE uses in public safety services and mobility management could be supported inside the IOPS network. 
STEP 6:  backhaul to macro EPC is restored and possibly the (N)eNB may close the IOPS mode operation depending on the situation(e.g. when no on-going group communication exists under the IOPS mode).
STEP 7:  the UE recognizes the backhaul to macro EPC restored. 
STEP 8:  the UE should perform attachment to macro EPC and get authorization of application services in the macro network.
X.2.2.1	Initiation of IOPS mode operation
When the IOPS-capable (N)eNB determines to initiate IOPS mode operation, the eNB shall release existing connected UEs or UEs which are camped to this cell. This can be done by putting this cell under “cell barred” status. When the eNB is in ready state (i.e, ready to accept public safety UE for IOPS operation), it broadcasts the IOPS-specific PLMN ID(s) in place of macro PLMN IDs in the SIB message, where the IOPS-specific PLMN ID(s) are pre-determined by the global or regional regulations. The “cell barred” status is also removed.
NOTE: It is expected the normal UE (i.e. non-public safety UE) will not be allowed to access the IOPS-specific PLMN. This can be done by configuring the IOPS PLMN in the “Forbidden PLMN list” in the USIM of normal UEs or activating the access class barring mechanism assuming the public safety UEs will be configured with AC 11-15.
X.2.2.2	IOPS mode detection
The public safety UE may detect the (N)eNB’s IOPS mode operation based on the IOPS-specific PLMN ID, which is pre-configured in the ME by manufacturer and /or can be configured by OTA mechanisms per the global or regional regulations .. That is, when the UE fails to find any suitable cell in the macro registered PLMN and its equivalent PLMNs, the UE performs PLMN selection. If the UE selects IOPS-specific PLMN via the PLMN selection procedure, then the UE may detects itself camping on the cell of the IOPS mode operation.
The IOPS-specific PLMN ID can be included in PLMN selector list in the SIM/USIM for the public safety UEs. (See TS 23.122) 
X.2.2.3	Attachment and Registration
On the PLMN selection to the IOPS-specific PLMN, the UE shall perform TAU procedure under assumption that the IOPS-specific PLMN is not part of the “equivalent PLMNs” or TAs are not included in the TAI list given from the previous TAU procedure while the UE was in the macro network. Then the local MME in IOPS network would reject the TAU request because the local MME cannot have or retrieve the UE context, and the UE initiates an attachment procedure to IOPS network. Alternatively, UE may be configured to perform Attach with IMSI when it moves to non-EPLMN (see TS 24.368) , and the UE shall identify itself by its IMSI instead of any stored temporary identifier.
On the successful attachment to the local EPC the UE should register to the public safety applications which the IOPS network supports. Some public safety services could be limited than the macro network, which depends on the capability of service applications in the UE and network..
X.2.2.4	Mobility management
Normal mobility management in macro EPC(i.e. handover and idle mode operation) can be applied inside the IOPS network. But, service continuity is not supported to the outside of the IOPS network.
Hence, in the Idle mode the UE having camped on the cell of the IOPS network performs background scanning and via PLMN (re)-selection may move to any cell of the macro PLMN which is higher priority than the IOPS-specific PLMN. Then, the UE couldn’t continuously use the local public safety services in the IOPS network.
X.2.2.5	Backhaul Restoration and back to macro network
When backhaul to macro EPC is restored, the eNB may activate the macro PLMN based on O&M or internal configuration. In this case eNB may keep the IOPS-specific PLMN in order not to disturb the ongoing local public safety services(e.g. group call communication). And the eNB or local EPC may decide at appropriate time that the IOPS mode operation is closed. For example, if there is no connected mode UEs, the eNB may turn off the IOPS mode operation. That is, the eNB may release the existing connected UEs and does not broadcast the IOPS-specific PLMN ID in the SIB message. Then, the UEs would perform PLMN selection and attach to the macro PLMN.
**************End of changes ****************
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