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Abstract of the contribution: This paper discusses an issue that prevents seamless WLAN offload from LTE or UTRAN/GERAN, for all PDN connections established via a Gn-SGSN, thus preventing operators to offload their networks from low-value traffic (e.g. Internet), providing a degraded and inconsistent service experience (depending on whether the PDN connection was established via Gn-SGSN or not) and preventing usage of the recent 3GPP features (e.g.SaMOG/eSAMOG with IP address preservation, WLAN/3GPP Interworking) until PS core networks are fully migrated to S4-SGSNs. A simple fix is proposed to make the user experience satisfying.
Discussion
At SA2#106 meeting, a set of CRs to 23.401 and 23.060 (S2-143907, S2-143909) have been discussed as Rel-12 category F CRs to solve a 3GPP-WLAN seamless handover issue that is described again below. But first, it is necessary to recall the assumptions from Rel-8 onwards.
Assumptions

TS 23.402 clause 4.1.0 is clear about the support of 3GPP to/from WLAN handovers: “EPS-based mobility between GERAN/UTRAN access and non-3GPP access requires S4-based SGSNs.”
1) It precludes seamless handovers between GERAN/UTRAN and WLAN with Gn-SGSNs. But it does not preclude with Gn-SGSNs (or a mix of Gn and S4 SGSNs), handovers between E-UTRAN and WLAN. There is no issue if the PDN connection was first setup via a S4-SGSN or a MME. But there is an issue when a PDN connection was first setup via a Gn-SGSN. This is discussed first. 
2) In case of a mix of S4-SGSNs and Gn-SGSNs, it does not preclude handovers between WLAN and GERAN/UTRAN via S4-SGSNs. On the other hand, the UE does not know whether it is served by a Gn-SGSN or a S4-SGSN and therefore has the same behaviour in the two cases. This issue is discussed further below.

Important clarification: in this paper, Alcatel-Lucent is NOT proposing to introduce Gn SGSN-WLAN seamless handovers. 
3GPP to WLAN handover 

During the establishment of the PDN connection via a 3GPP access, the MME or the S4-SGSN registers in the HSS the PGW identity (i.e. IP address or FQDN) during Attach, UE Requested PDN Connectivity Request or PDP Context Activation procedures. During the establishment of the PDN connection via a non-3GPP access (e.g. WLAN), the PGW registers its own identity to the 3GPP AAA Server which pushes this information to the HSS. 

So when the UE subsequently moves the PDN connection to a different access (via S4-SGSN or MME or WLAN), the target access network retrieves the PGW identity assigned to the PDN connection from the HSS, and selects the same PGW to preserve the UE’s IP address. Per TS 23.401, it is only supported with MME and S4-SGSN, i.e. not supported with Gn-SGSN. 

The problem is that when a user establishes a PDN connection under GERAN/UTRAN via a Gn-SGSN, and then moves to E-UTRAN served by a MME (or to GERAN/UTRAN served by an S4-SGSN), the identity of the PGW assigned to the PDN connection remains unknown to the HSS. This prevents any subsequent seamless handover to WLAN/non-3GPP of the traffic of these PDN connections – although the UE is now served by an MME or S4-SGSN which are expected to support seamless handover to/from non-3GPP. 
This implies that, in a deployment with Gn-SGSNs (with S4-SGSNs or not), seamless handover between MME to non-3GPP is supported only for PDN connections that were established via an MME or a S4-SGSN. If the PDN connection was first established under a Gn-SGSN, then the handover from MME to WLAN will occur with loss of IP address i.e. in a non-seamless way. 
The problem is that on the field some or all SGSNs in most LTE capable networks are Gn-SGSNs. A full migration of all legacy Gn SGSN to S4-SGSN will take many years. 
The above issues prevent seamless WLAN offload from LTE or UTRAN/GERAN, for all PDN connections established via a Gn-SGSN, thus preventing operators to offload their networks from low-value traffic (e.g. Internet), providing a degraded and inconsistent service experience (depending on the access when the PDN connection is established) and preventing usage of the recent 3GPP features (e.g.SaMOG/eSAMOG with IP address preservation, WLAN/3GPP Interworking) until PS core networks are fully migrated to S4-SGSNs. 
The user experience is in particular degraded in case of e.g. VPN or https session (used for banking transactions) as the VPN or the https session are released when the PDN connection is offloaded to WLAN. 

The issue is shown in the following picture: 
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Figure 1: PDN connection established via Gn-SGSN systematically lead to no IP adress preservation at E-UTRAN to WLAN handover

Conclusion 1: In a network with Gn-SGSN (with or without S4-SGSN), specifications do not preclude E-UTRAN to/from WLAN handovers. But the user experience is not homogeneous (i.e. seamless handover to WLAN if PDN connection initially established under S4-SGSN or MME, non-seamless handover if PDN connection initially setup under Gn-SGSN). This is clearly a bug that requires a correction. 

ALU proposal for 3GPP to WLAN handover: what Alcatel-Lucent is proposing is a simple fix which just consists in sending an existing message (NOTIFY) to the HSS at a particular time from S4-SGSN and from MME. There are no changes to Gn-SGSN or to HSS. 
In order to leverage WLAN offload from E-UTRAN in PLMNs still supporting some Gn SGSNs, it is proposed that, upon the very first mobility (TAU, RAU, Handover) from a Gn-SGSN to a MME/S4-SGSN, the target node sends the PDN GW Identity to the HSS (the PDN GW identity is already passed from Gn-SGSN to the target MME/S4-SGSN via the existing Gn protocol). More exactly, the target MME/S4-SGSN would send a Notify message, containing the PGW identity for each active PDN connection to the HSS after the Update Location Request/Answer exchange if the user’s subscription info from the HSS shows that the PGW identity is not already registered at the HSS (or a different PGW identity is registered) and that the user supports handover to non-3GPP access.
Note that this will occur at most only once per PDN connection for the entire lifetime of the PDN connection, because there is no notify from MMEs or S4-SGSNs at further moves (HSS has already been updated with the PGW identity). Hence, this has negligible impact to the signalling load for UE’s, as most are “always-on”.

NOTE: 
A variant would be to only notify the HSS by the target MME (but at both Gn-SGSN and S4-SGSN to MME mobility). However that would not solve the following use case: inter-PLMN mobility, with source PLMN supporting Gn SGSNs, and target PLMN supports S4-SGSN, and with PDN cnx established with Home routed traffic via the source PLMN. In this use case, the target PLMN supports only S4-SGSNs (i.e. we are not discussing here a mixed deployment with Gn and S4-SGSN). In addition, that would only work if seamless WLAN offload is not deemed possible in a mixed Gn/S4 network. 
Example of the modification proposed for Gn-SGSN to MME handover: addition of steps 22 and 23
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Example of the modification proposed for Gn/Gp SGSN to MME Tracking Area Update: steps 24 and 25
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RAT restriction and WLAN to 3GPP handover 

With the above ALU proposal, in a network with Gn SGSN (with or without S4-SGSN), it is possible to perform seamless handovers between E-UTRAN and WLAN in both directions and there is no issue in that case.

It is possible to prevent the UE to perform handovers from a specific RAT (e.g. UTRAN) to WLAN with either ANDSF rules (via the validity conditions described in TS 24.312) or with RAN rules (via the “offloadability” to WLAN parameters in the NAS procedures as they can be different for E-UTRAN and for UTRAN – see TS 23.401 clause 5.7.1). 

It is also possible to prevent the UE to perform handovers from WLAN to a specific RAT (e.g. UTRAN) with ANDSF rules (again via validity conditions). But it is not possible to do so with RAN rules.

However, preventing the UE to perform handovers from WLAN to a specific RAT would result, in the case when the UE is under UTRAN-only coverage and is loosing its WLAN connection, in the complete loss of the PDN connectivity, as it is not even sure that the UE will re-establish a new PDN connection to the same APN.  It would be preferable to allow the UE to initiate handovers from WLAN to UTRAN/GERAN:
· In the case the UE is served by a S4-SGSN, the PDN connection will be handed over with IP address preservation;

· In the case the UE is served by a Gn-SGSN, the Gn SGSN handles the PDP Context Activation with an "handover" Request Type as an "initial" request, i.e. the Gn SGSN establishes the PDP context without IP address preservation.
Conclusion 2: With the above ALU proposal, in a network with Gn SGSN, seamless mobility is possible between WLAN and E-UTRAN and UTRAN (S4-SGSN). Handover from WLAN to UTRAN (Gn SGSN) will be handled as a new PDP context activation without IP address preservation – which is according to the past decision to not support seamless handover with GERAN/UTRAN with a Gn SGSN. Preventing the UE to initiate handovers from WLAN to GERAN/UTRAN is possible with ANDSF but not with RAN rules. But such prevention would result in a poorer user experience. 
ALU proposal for WLAN to 3GPP handover: Alcatel-Lucent does not propose any change to the existing specs. 
Impacts to user experience
As previously said, the services that would require IP address preservation are VPN service and https session (used for banking transactions).

With existing specifications, there are cases where seamless handover between 3GPP and WLAN can be improved significantly. For example, the case of an operator where most of the SGSNs are Gn SGSNs, and where LTE network has a limited coverage. 

Typical example is 100% 2G/3G coverage with 100% Gn-SGSNs, and 50% LTE coverage. In such case, rough estimation is that 50% sessions are established under Gn-SGSNs, therefore the probability to have 3GPP to WLAN seamless handovers is:
a) without ALU proposed modification: 25% (50% for LTE to WLAN handovers and 0% for 2G-3G to WLAN handovers). 

b) With ALU proposed modification: 50% (100% for LTE to WLAN handovers and 0% for Gn-SGSN to WLAN handovers).

ALU proposal: with ALU proposal for 3GPP to WLAN handover, the user experience is quite significantly improved in a typical operator configuration. 
Proposal

It is proposed to agree that upon mobility (TAU, RAU and Handover) from a Gn-SGSN to a MME/S4-SGSN, the target node sends the PDN GW Identity to the HSS if not already registered in the HSS. 

Companion CRs have been provided under TEI13 category B, but we are not against a correction CR in Rel-12. 
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21. Tracking Area Update procedure







24. Procedure as in TS 23.401, steps 2 to 7 of  Figure 5.4.2.2-1 
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TAU procedure
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26. Procedure as in TS 23.401, steps 2 to 7 of  Figure 5.4.2.2-1 
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23. Tracking Area Update Complete
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