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Introduction

The objective of the FMSS work is to enable the 3GPP core network to provide policies for mobile service steering in the (S)Gi-LAN. At SA2#105, an architectural assumption was made that the PCRF is extended to support generation of traffic steering policy for the support of flexible service steering in the (S)Gi-LAN. One of the key issues in the work is to define over what interface(s) the policy is provided. 

In this paper the framework of service steering and service chaining on SGi-LAN is discussed and a corresponding solution architecture, including a new interface, is proposed.

Discussion

As documented in the FMSS WID: 

“Service enablers supported within the (S)Gi-LAN and the routing of traffic between those service enablers are out of this work item scope. The work item scope is restricted to providing policies through interfaces defined by 3GPP.”

It is thus clear that 3GPP will not specify the forwarding/routing method(s) for the service chain. However, it is useful for the discussion to anyway point out that multiple solution alternatives for implementing SGi-LAN forwarding/routing are possible. 

A generic illustration of a SGi-LAN is shown below. The Service Functions (SF) supports the individual service enablers (e.g. parental control, NAT etc). The Classifiers (CL) are used to classify packets in order to determine what service chain to apply and the Forwarding Entities (FE) make sure that the user packets are routed to the right Service Function based on the classification. 
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There are multiple different possibilities for how to control routing/forwarding between the Service Functions. For example, Classifiers may be combined with Forwarding Entities.  Such combined FE/CL could be dynamically updated with IP flow information (e.g. IP 5-tuple) for the UE user plane traffic together with rules for what SF(s) to invoke. Another example is that classifier(s) are separate from FEs and that the classifiers are provisioned with the IP flow information. In this case the CLs could mark/label each packet based on what service chain to apply for the packet and the FEs would forward traffic to the correct SFs based on the marking/label. Furthermore, there may be separate classifiers for up-link and down-link traffic as well as separate classifiers depending on where traffic enters the (S)Gi-LAN. The number of classifiers and forwarding entities and their locations are thus dependent on the SGi-LAN deployment.

The 3GPP standard must be able to cater for a variety of SGi-LAN deployments and should not unnecessarily restrict the options. Limiting the distribution of policies to e.g. TDF and/or PGW is too restrictive on our view. 

It is therefore proposed that a new interface (St) is defined over which the traffic steering policy will be provided. It is further proposed to introduce a new Service Chain Traffic Controller Function (SCTCF) that is the receiver of the traffic steering policy and that is in charge of ensuring that the policy is implemented. The detailed functionality of the SCTCF depends on many things, including the SGi-LAN network architecture, the forwarding solution used, the number of SFs, CLs and FEs etc. Most of  these aspects are out of scope of this work. How the SCTCF ensures that the traffic steering policy received from PCRF is enforced will thus not be specified in 3GPP. 

The location of the SCTCF function is not further specified and may depend on the SGi-LAN implementation. The SCTCF may be implemented as a standalone entity, an existing control-plane entity on SGi-LAN, or combined with forwarding entities and/or service enables in the SGi-LAN. 

The figure below shows an architecture with the St interface and the Service Chain Traffic Controller Function. The Forwarding Entities, Classifiers and Service Functions, as well as any interface(s) between the SCTCF and these functions, are out of scope of this work item. 
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Proposal

It is proposed to update FMSS TR 23.xyz as indicated below:

6.X
Solution X: Service steering policy interface
6.X.1
Description

6.X.1.1 
Overview

Editor's Note: Describe the solutions. Sub-clause(s) may be added to capture details, procedural flow etc. 

This solution addresses key issue 1: “Interface for provisioning of traffic steering policy”.

This solution enables a generic architecture for providing traffic steering policy. It allows different deployments and architectures of the SGi-LAN and is agnostic to the way routing/forwarding is done, as well as to the number of and location of traffic classification and forwarding/routing functionality in the SGi-LAN. 

A new interface (St) is defined over which the traffic steering policy is provided. The St interface is defined between the PCRF and a Service Chain Traffic Controller Function (SCTCF). The SCTCF is the receiver of the traffic steering policy and it ensures that the policy is implemented in the SGi-LAN. The detailed functionality of the SCTCF depends on many things, including the SGi-LAN network architecture, the forwarding solution used, the number of classifiers, forwarding entities etc. Most of these aspects are out of scope of this work and will thus be left to implementation and deployment. The details for how the SCTCF ensures that the traffic steering Policy received from PCRF is enforced is thus out of 3GPP scope. 

The location of the SCTCF function is not further specified and may depend on the SGi-LAN implementation. The SCTCF may be implemented as a standalone entity, an existing control-plane entity on SGi-LAN, or combined with forwarding entities and/or service enables in the SGi-LAN. 

The figure below shows an architecture with the St interface and the Service Chain Traffic Controller Function. The Forwarding Entities, Classifiers and Service Functions, as well as any interface(s) between the SCTCF and these functions, are out of scope of this work item. 
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Figure 6.X.1.1-1. Reference architecture for service steering policy interface St

6.X.1.2 
Procedures

6.X.1.2.1 
IP-CAN session establishment
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1-11.
These steps are the same as in TS 23.203, clause 7.2

12.
For service steering control, the PCRF provides a traffic steering policy to the SCTCF. The PCRF may include the following information: UE IP address, Traffic Steering Policy

Editor’s note: The Traffic Steering Policy is to be detailed as part of key issue #2

13. The SCTCF sends an acknowledge to the PCRF

14-19. 
These steps are the same as steps 12-17 in TS 23.203, clause 7.2

6.X.1.2.2 
GW/PCEF-initiated IP-CAN session modification
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15. Traffic Steering Policy Provision  

16. Traffic Steering Policy Acknowledgement  


1-14. 
These steps are the same as in TS 23.203, clause 7.4.1

15.
For service steering control, the PCRF provides an updated traffic steering policy to the SCTCF. The PCRF may include the following information: UE IP address, Traffic Steering Policy

Editor’s note: The Traffic Steering Policy is to be detailed as part of key issue #2

16. The SCTCF sends an acknowledge to the PCRF

17-25.
These steps are the same as steps 15-23 in TS 23.203, clause 7.4.1

6.X.1.2.2 
PCRF-initiated Traffic Steering Policy Modification
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1-8. 
These steps are the same as in TS 23.203, clause 7.4.2.

9.
For service steering control, the PCRF provides an updated traffic steering policy to the SCTCF. The PCRF includes the following information: UE IP address, Traffic Steering Policy

Editor’s note: The Traffic Steering Policy is to be detailed as part of key issue #2

10. The SCTCF sends an acknowledge to the PCRF

11-20.
These steps are the same as steps 9-18 in TS 23.203, clause 7.4.2 with the following exceptions

- 
Step 12 is optional.

- 
Steps 13-18 only apply if the message in step 12 is sent.

6.X.2
Impacts on existing nodes and functionality
Editor's Note: Capture impacts on existing 3GPP nodes and Functional elements.

Impacts on PCRF:

-
The PCRF is enhanced to support the St interface

-
The PCRF is enhanced to make traffic steering policy decisions based on existing input parameters

6.X.3
Solution Evaluation

Editor's Note: Use this section for evaluation at solution level. Evaluation at key issue level is done in a separate clause.
3GPP
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