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Abstract of the contribution: This contribution provides evaluation of the solution in clause 5.5.3.1 titled "Group based addressing by SCS/AS and identifying group members within the PLNM". Resolution of an Editor's Note and some editorial corrections are also proposed. The proposal updates procedures used for dynamic group membership.
Discussion

This contribution provides evaluation of the solution in clause 5.5.3.1 titled "Group based addressing by SCS/AS and identifying group members within the PLNM". 

The following Editor's Note in clause 5.5.3.1.2 step 3 is also proposed to be removed.

Editor’s Note:
The use of a Local Copy at the SCEF needs to be further discussed.

Such local copy of the grouping information at the SCEF can reduce the impact on core network nodes from frequent queries that are likely to return the same information that is already known to the SCEF. This aspect is further clarified in the solution to the key issue "Selection of delivery mechanisms for messaging to a group" in clause 5.2. A solution to the said key issue is presented in proposal S2-2015-150052.
This contribution proposes update to the procedures used with dynamic group membership. For group operations such as group-based APN congestion, roaming status of all members of a group, and counting of devices belonging to a group in a given area, static group membership is used. For groups operations used for the delivery of messages, dynamic membership of groups can be supported. Such dynamic group membership for message delivery does not require updates to the grouping information at the HSS. Updates to the group membership information at the HSS, if needed, is via co-ordination between the Mobile Network Operator and SCS/AS provider. Such procedures are outside the scope of being standardized. 

Proposal

It is proposed to update TR23.769 to adopt the following changes. 

********************************************* BEGIN OF CHANGES ***************************************************
5.5.3
Solutions

5.5.3.1
Solution 1: Group based addressing by SCS/AS and identifying group members within a PLMN 
5.5.3.1.1
General
Applications generally involve group of devices, with each group involving 100s or 1000s of devices. MTC devices can host multiple applications with each application involving different group of devices. The devices that belong to a group are referred to as 'group members'. Thus, a group can involve 100s or 1000s of group members. New groups can be created with associated group members, and existing groups can be removed. Group membership can be static or can evolve dynamically, with group members being added and/or removed during the lifetime of a group. 
This solution addresses two types of groups:

-
Mobile Network Operator (MNO) managed groups;

-
SCS/AS managed groups.
Group operations that require core network nodes, e.g. the HSS or MME to be aware of the membership of UEs in the group, can be addressed by MNO managed groups. Group-based APN congestion, roaming status of all members of a group, and counting of devices belonging to a group in a given area examples of services using MNO managed groups. Depending on the nature of services offered, the MNO can create such groups with associated membership, and can remove existing groups. Group membership can be static or can evolve dynamically, with group members being added and/or removed during the lifetime of a group. For such groups this solution uses maintenance of the group membership at the HSS. Such groups may have a relatively static membership (to avoid heavy impact on the HSS) and require that the HSS and other core network nodes be aware of the group membership.
SCS/AS managed groups are generally used for operations such as the delivery of group messages. Depending on the Applications that need to be supported, the SCS/AS can create new groups with associated group members and remove existing groups. For such groups also, group membership can be static or can evolve dynamically, with group members being added and/or removed during the lifetime of a group. Such groups are maintained at the SCS/AS. Maintaining such groups at the HSS is not required. Any updates to the group membership information at the HSS for SCS/AS managed groups as a result of such updates at the SCS/AS is via co-ordination between the Mobile Network Operator and SCS/AS provider. Such procedures are outside the scope of being standardized. 
MNO managed groups are identified by Internal-Group-IDs, The Internal-IDs of the 3GPP devices that are members of the group are bound to group's Internal-Group-ID. Both, static and dynamic binding of Internal-IDs to an Internal-Group-ID can be supported. A 3GPP device can support multiple operator provided services, and the identity of a 3GPP device (Internal-ID) can be bound to more than one Internal-Group-ID.
SCS/AS managed groups are identified by External-Group-IDs. The External-IDs of the 3GPP devices that are members of a group are bound to the group's External-Group-ID. Both, static and dynamic binding of External-IDs to External-Group-ID can be supported. A 3GPP device can host multiple applications, and the identity of a 3GPP device can be bound to more than one External-Group-ID. 
For MNO managed groups, other than managing the group identification (Internal-Group-ID) and associated group membership (Internal-IDs) at the HSS, no other enhancements are needed for addressing this key issue. An example of how such groups can be used is in the solution for the key issue "NAS Level Congestion Control based on APN and group identifier" in clause 5.4.3. 
For SCS/AS managed groups, this solution provides two building blocks: 
-
the ability to determine the Internal-Group-ID, if available, and the Internal-IDs of group members based on an External-Group-ID and External-IDs provided by the SCS/AS, and

-
the ability to request that the SCEF add or remove Internal-IDs to/from the local copy of a group information that the SCEF maintains.
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Figure 5.5.3.1.1-1: Architecture for Group Based Addressing by SCS/AS 
and Identification of Group Members

Figure 5.5.3.1.1-1 shows the high level architecture, wherein an SCEF may contain internal functionality related to a group of users, e.g., a Group Management Function (GMF). Through this internal function, the SCEF maintains a local copy of the binding of the Internal-IDs (e.g. IMSI) and External-IDs (e.g. MSISDN) of group members with the group's External-Group-ID. Group's Internal-Group-ID can also be maintained if such information is provided by the HSS. Other information needed for the delivery of group services can also be maintained. For example, for a PLMN that supports MBMS, the SCEF’s internal GMF can maintain the TMGIs allocated to the groups. Location information of the group members can also be maintained at the GMF, if needed.
The solutions for the key issue: "Message delivery to a group of devices" in clause 5.1.3 are examples of how SCS/AS managed grouping information at the SCEF can be used. 
5.5.3.1.2
Procedure flows

Figure 5.5.3.1.2-1 illustrates the procedure flow for SCS/AS managed group addressing and identification of group members. In this illustration, the SCEF includes an internal GMF.
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Figure 5.5.3.1.2-1: Procedure Flow for Group Based Addressing 
and Identification of Group Members

1.
SCS/AS requests the SCEF support for an application specific group by sending a Group Addressing Request message. The message includes the External-Group-ID and External-IDs of the devices (UEs) that are members of the external group. 

NOTE 1:
How an application specific group identity (External-Group-ID) is made unique is external to the 3GPP network.

2.
The SCEF exchanges Group Information Request/Response messages with the HSS to determine if the SCS/AS is authorized to send a Group Information Request for the External-Group-ID. The HSS maps group member External-IDs to Internal-IDs. The External-Group-ID can be mapped to Internal-Group-ID if such information is available at the HSS. The HSS returns the Internal-Group-ID, if available, and the Internal-IDs to the SCEF, including the mapping of External-IDs to Internal-IDs, for the External-IDs submitted in the Group Information Request.

NOTE 2:
This solution supports a 1-to-1 mapping between External-Group-ID and Internal-Group-ID, and between External-ID and Internal-ID. 1-to-n mappings of these identities is not supported.
3. 
The SCEF, using its internal GMF, can maintain a local copy of the mapping of External-Group-ID with information such as group member Internal-IDs, and Internal-Group-ID associated with the group members.

NOTE 3:
The local copy of the information is kept, for example, to reduce the impact on core network nodes from frequent queries that are likely to return the same information as that already known to the SCEF.


4.
The SCEF confirms to the SCS/AS with a Group Addressing Response message.

Steps 5-8 constitute the building block providing the ability for the SCS/AS to request that a group member be added or deleted from the local copy of grouping information maintained by the SCEF.

5. 
The SCS/AS sends a Group Member Addition/Deletion Request to the SCEF to have External-IDs added/deleted to/from an External-Group-ID.

6. 
The SCEF exchanges Group Update Request/Response messages with the HSS to determine if the SCS/AS is authorized to send such request. The HSS maps the External-Group-ID to the Internal-Group-ID and maps the External-IDs to the Internal-IDs. 
7. 
The local copy of the Group membership information at the SCEF can be updated by adding/deleting Internal-IDs received from the HSS, to the group membership for External-Group-ID.

8.
The SCEF confirms the group addition to the SCS/AS with a Group Member Addition/Deletion Response message.
5.5.3.1.3
Impacts on existing nodes and functionality

SCEF:  For MNO managed groups, there is no impact to the SCEF.
       For SCS/AS managed groups, the following are the impacts to the SCEF:
· Support messages from the SCS/AS as identified in the procedure flows;
· Interact with the HSS for managing Group membership, such as the mapping of External-Group-ID to Internal-Group-ID and mapping of External-IDs to Internal-IDs;
· Maintain local copy of mapping between the group identifier and device group membership.
HSS:  For MNO managed groups:
· Manage group membership , such as maintain group identification (Internal-Group-ID) and associated group member (Internal-IDs).
      For SCS/AS managed groups:
· Support interactions with the SCEF for providing information such as mapping of External-IDs to Internal-IDs, mapping External-Group-IDs to Internal-Group-IDs.
S6m Interface:
      For MNO managed groups, there is no impact to S6m interface.

      For SCS/AS managed groups:
· Support interactions between the SCEF and the HSS for messages used for the authorization of the SCS/AS that is requesting group operations;

· Support interactions between the SCEF and the HSS for messages used for the mapping of External-Group-ID to Internal-Group-ID and mapping External-IDs to Internal-IDs.
UE

· No impacts.
5.5.3.1.4
Solution evaluation

Editor's Note:
 Use this section for evaluation at solution level. Evaluation at key issue level is done in a separate clause.
This solution supports two types of groups: MNO managed groups and SCS/AS managed groups. MNO managed groups (which are controlled by the Operator) are hosted by the HSS. This type of groups are typically used for operator controlled services e.g. NAS-congestion control. An example of the use of such type of groups is for services as in clause 5.4.3. 
SCS/AS managed groups are hosted at the SCS/AS with a local copy at the SCEF. The local copy at the SCEF has mapping of External-IDs to Internal-IDs. Such SCS/AS managed groups need not be replicated at the HSS. This type of groups are typically used for message delivery services. Example of the use of this type of groups is for services in clause 5.1.3. 
Both types of groups can be created with associated group members, and existing groups can be removed. Group membership for both types of groups can be static or can evolve dynamically, with group members being added and/or removed during the lifetime of a group. 
For MNO managed groups, HSS manages group membership such as maintaining group identification (Internal-Group-ID) and associated group membership (Internal-IDs). There is no impact to the SCEF, S6m interface or to the UEs.
For SCS/AS managed groups, HSS maps group member External-IDs to 3GPP network specific Internal-IDs. Such capabilities are already available at the HSS. SECF can cache such mapped grouping information. Local caching of grouping information at the SCEF reduces the impact on core network nodes, such as the HSS, for providing group based services. The UEs do not need to be aware of Internal or External grouping information, hence there is no impact to the UEs.

This solution supports all solutions for the Key Issues 'message delivery' and 'group-specific NAS congestion control' that are described in the TR23.769. It is, therefore, recommended that the solution in clause 5.5.3.1 be adopted as the solution for the Key Issue - "Group based addressing and identifiers".
************************************************ END OF CHANGES ***************************************************
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