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* * * First Change * * * *

6.X
Solution #X: Solution to key issue#2: Semantics of traffic steering policy
6.X.1
Description

This solution describes the nature of information exchanged under the Traffic Steering Policy (TSP) for achieving traffic steering within (S)Gi-LAN. This solution is independent of the solution to key issue#1 and can be considered for any conclusion of key issue#1.
6.X.1.1
Components of Traffic Steering Policy

For a given IP/subscriber session, the Traffic Steering Policy (TSP) identifies the application traffic and the service functions via which the application traffic needs to be steered. Following components are defined under TSP:

· Session-Identifier: It uniquely identifies the IP/subscriber session for which the steering policies are provided. Subscriber's IPv4 and/or IPv6-prefixes are provided under this information and it is mandatory for all the operations related to steering policy.
· TSP-Name: It uniquely identifies a steering policy. It is used to reference a pre-defined or dynamic steering policy and it is mandatory for all the operations related steering policy. While provisioning a steering policy, if TSP-Definition is excluded then TSP-Name refers to a pre-defined steering policy. Else, it is referring to a new steering policy whose definition is provided under TSP-Definition.
· TSP-Definition: It defines a dynamic steering policy and it is mandatory for provisioning a new dynamic policy and for modifying previously provisioned policy. It comprise of one or more of the following sub-components.
· Application-Identifier: It identifies the application flow type for which the steering rule referenced by Steering-Rule-Identifier shall be applied.
· Service-Data-Flow-Template: It identifies a specific application flow in terms of service data flow filters, e.g. using IP 5-tuple, for which steering rule referenced by Steering-Rule-Identifier shall be applied.
· Steering-Rule-Identifier: It is a reference to a pre-configured rule to identify a set of service function(s), potentially including their order, via which the traffic, identified either by Application-Identifier or by Service-Data-Flow-Template, shall be steered.
· Precedence: It identifies the order of the steering policy. It is relevant only when the multiple TSP overlaps and identifies same IP-traffic for applying different steering policy. In that case, the steering policy with the highest precedence shall be applied.
6.X.1.2
Traffic Steering Policy over Sd/Gx interface

If an existing interface, i.e. Sd/Gx interface, is used to provide the traffic steering policies then the components of Traffic Steering Policy (as described in clause 6.X.1.1) can be mapped to existing information (refer 3GPP TS 23.203 [x] table 6.8 and table 6.3) and AVP (refer to 3GPP TS 29.212 [y]) as described below.
	Component of TSP
	Potential information & AVP over Sd
	Potential information & AVP over Gx

	Session-Identifier
	IPv4 and/or IPv6-prefix (Framed-IP-Address and/or Framed-IPv6-Prefix)
	Not needed since the subscriber session is identified by the Gx session identifier.

	TSP-Name
	ADC Rule Identifier (ADC-Rule-Name)
	Rule Identifier (PCC-Rule-Name)

	Application-Identifier
	Application Identifier (TDF-Application-Identifier)
	Application Identifier (TDF-Application-Identifier)

	Service-Data-Flow-Template
	Service Data Flow Template (Flow-Information)
Note: Support needed in PCRF to TDF direction.
	Service Data Flow Template (Flow-Information)

	Steering-Rule-Identifier
	New information needed.
	New information needed.

	Precedence
	Precedence (Precedence)
	Precedence (Precedence)


Table 6.X.1.2-1 Mapping of components of TSP to information over Sd/Gx interface
NOTE:
The mapping to AVPs over Sd/Gx interface, mentioned within "( )" in the above table is shown to highlight that existing AVPs can be used for most of the components of the TSP.
6.X.2
Impacts on existing nodes and functionality
PCRF:

· Must be enhanced to generate TSP and perform operations to provision, modify and remove TSP.
Steering Policy Enforcer:

· Must support TSP, execute operations to provision, modify and remove TSP and enforce those steering policies on subscriber traffic.
NOTE:
The Steering Policy Enforcer could be an existing 3GPP functional entity, e.g. if the steering policies are provided via existing 3GPP interface, or a new logical entity.
6.X.3
Solution Evaluation

The proposed solution provisions a steering policy by referencing to a pre-configured steering rule which identifies a set of service function(s), including their order. The pre-configured steering rule may also comprise of other information, e.g. input needed for specific service function to perform service steering. This, i.e. referencing a pre-defined steering rule, fulfils the objective of providing service steering policies within the scope of the work since the service functions and the steering of traffic between them are out of 3GPP's scope of work.
The Traffic Steering Policy and the components proposed under it can be mapped to existing set of AVPs, where applicable, if the existing 3GPP interface is used to provide service steering policies.
* * * End of Changes * * * *
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