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Abstract of the contribution:

During SA2#105, S2-143783 (ref [1]) on Prose UE to network relay was agreed to be included in TR23.713. In this contribution we bring up 2aspects that we think are unclear in this description and ask to capture an FFS or clarify the aspect.
1. Introduction
During SA2#105, S2-143783 (ref [1]) on Prose UE to network relay was agreed to be included in TR23.713. In this contribution we bring up 2 aspects that we think are unclear in this description and ask for each aspect to either add an FFS or clarify it.
2. IPv4 NAT 
Ref [1] introduces the following picture:
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Figure 7.2.1.2-1: ProSe UE-to-Network Relay

The PDN connection between ProSe UE-to-Network Relay and EPC can be based on either IPv4 or IPv6. 

In case of IPv6, ref[1] describes how the ProSe UE-to-Network Relay can obtain sufficient IPv6 /64 prefixes by using IPv6 prefix delegation (23.401; section 5.3.1.2.6). These prefixes can subsequently be allocated by the ProSe UE-to-Network Relay in router advertisement messages on 1-to-1 communication links to remote UE’s.

However this type of approach is not valid if the PDN connection between ProSe UE-to-Network Relay and EPC is based on IPv4. Since in that case the ProSe UE-to-Network Relay is only allocated one IPv4 address, we assume based on the solution description so far, that the ProSe UE-to-Network Relay will have to implement NAT functionality to multiplex the information streams from different remote UE’s and itself over the PDN connection with the EPC. 

We propose to clarify that the ProSe UE-to-Network Relay requires support of NAT functionality for the IPv4 case.

Proposal 1: 
Clarify that the Prose UE-to-Network relay will implement NAT functionality for IPv4 like. Alternatively if this is still unclear, add it as a topic to be further studied.
3. MME aware of Remote-UE ?

Although step 3 indicates that the EPC could potentially be involved in the authentication phase, we assume this would only concern the HSS. I.e. we understand the solution to not involve any NAS signalling with the MME (e.g. no ATTACH, TAU, dedicated bearer establishment,…). 

As a result we understand that the MME is not aware of the remote UE’s location when operating under the Relay-UE, and QOS differentiation cannot rely on activation of different EPS bearers to the remote-UE.
Proposal 2: 
Clarify that there is no NAS signalling between remote UE and MME, and consequently the MME is not aware of the UE location nor able to realise different QOS to the remote-UE based on the configuration of different EPS bearers. 
Alternatively if this is still unclear, add it as a topic to be further studied.
4. Proposal
Following changes are proposed to TR23.713 v0.2.0 (only changes shown with revision marks):
###################### NEW CHANGE  ####################

7.2
Solution for ProSe UE-Network Relays

Editor’s note:
This clause is intended to document the agreed architecture solution for ProSe UE-Network Relays.
7.2.1
Functional Description
7.2.1.1 
General

The UE-to-Network Relay function will be specified based upon an evolution of the ProSe functionality already documented in TS 23.303 [3].

7.2.1.2
Unicast relaying

The ProSe UE-to-Network Relay function includes support for the relay of unicast traffic (UL and DL) between Remote UEs that are not served by E-UTRAN and the network. The ProSe UE-to-Network Relay provides generic L3 forwarding function that can relay any type of IP traffic that is relevant for public safety communication. The ProSe UE-Network Relay is a Layer-3 relay (Figure 7.2.1.2-1).
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Figure 7.2.1.2-1: ProSe UE-to-Network Relay

The One-to-One Communication between Remote UE and ProSe UE-Network Relay is described in clause 7.1.

7.2.1.3 
eMBMS relay support

The UE-to-Network Relay function will include support for the relay of eMBMS to Remote UEs served by the UE-to-Network Relay. This functionality allows for the relaying of eMBMS traffic related to specific TMGIs as requested by served Remote UEs. As part of this functionality
· The UE-to-Network Relay shall advertise the availability of specific TMGIs when this has been requested by served Remote UEs.

· UEs that request the relay to advertise the availability of a certain TMGI and to relay the related traffic need to keep alive a soft state in the Relay so that the relay can continue to perform TMGI monitoring and the related traffic forwarding. When this soft state is not kept alive for a given TMGI, the UE-to-Network Relay stops advertising availability of the TMGI and stops the relaying of the related eMBMS traffic.

· The UE-to-Network Relay shall send the eMBMS traffic over a one to many direct communication link to the Remote UEs, using as a destination Layer 2 address a ProSe Layer 2 Group ID which will have been previously provided by the relay to the Remote UEs. 

· The ProSe UE–to-Network Relay does not terminate eMBMS or higher layer security procedures used to secure the media transmitted over the eMBMS bearers. The UE-to-Network Relay just transparently transfers, over the PC5 one-to-many link, the traffic it receives.

7.2.2
Procedures

Editor’s note:
Describes the high-level operation, procedures and information flows for the solution.
The ProSe UE-Network Relay may attach to the network (if not already attached) and establish a PDN connection that can be used for relaying of traffic to/from Remote UEs.
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Figure 7.2.2-1: Call flow for ProSe UE-Network Relay

1.
The ProSe UE-Network Relay performs initial E-UTRAN Attach (if not already attached) and/or establishes a PDN connection for relaying (if no appropriate PDN connection for this relaying exists). In case of IPv6, the ProSe UE-Network Relay obtains IPv6 prefix via prefix delegation function from the network as defined in TS 23.401 [7].

2.
The Remote UE performs discovery of a ProSe UE-Network Relay using Model A or Model B discovery. The details of this procedure are described in clause 6.

3.
The Remote UE selects a ProSe UE-Network Relay and establishes a connection for One-to-One Communication. The details of this procedure are described in clause 7.1.

NOTE 1: Whether the authentication of the Remote UE involves the EPC will be decided by SA3.

4.
When IPv6 is used on PC5 the Remote UE performs IPv6 Stateless Address auto-configuration, the Remote UE shall send a Router Solicitation message (step 4a) to the network using as Destination Layer-2 ID the Layer-2 ID of the Relay in order to solicit a Router Advertisement message (step 4b) as specified in IETF RFC 4862 [6]. The Router Advertisement messages shall contain the assigned IPv6 prefix. After the Remote UE receives the Router Advertisement message, it constructs a full IPv6 address via IPv6 Stateless Address auto-configuration in accordance with IETF RFC 4862 [6]. However, the Remote UE shall not use any identifiers defined in TS 23.003 [8] as the basis for generating the interface identifier. For privacy, the Remote UE may change the interface identifier used to generate the full IPv6 address, as defined in TS 23.221 [9] without involving the network. The Remote UE shall use the auto-configured IPv6 address while sending packets.

5.
When IPv4 is used on PC5 the Remote UE uses DHCPv4 [10]. The Remote UE shall send DHCPv4 Discovery (step 5a) message using as Destination Layer-2 ID the Layer-2 ID of the Relay. The ProSe UE-Network Relay acting as a DHCPv4 Server sends the DHCPv4 Offer (step 5b) with the assigned Remote UE IPv4 address. When the Remote UE receives the lease offer, it sends a DHCP REQUEST message containing the received IPv4 address (step 5c). The ProSe UE-Network Relay acting as DHCPv4 server sends a DHCPACK message to the Remote UE (step 5d) including the lease duration and any other configuration information that the client might have requested. On receiving the DHCPACK message, the Remote UE completes the TCP/IP configuration process.

NOTE 2:
The DHCPv4 client may skip the DHCPv4 Discovery phase, and send DHCPv4 Request message in broadcast as the first message in accordance with the DHCPv4 renewal process.
7.2.3
Impact on Existing Entities and Interfaces

Editor's note:
Impacts on existing nodes or functionality will be added.
7.2.4 
Topics for further study for ProSe UE-Network Relays

The following issues need to be resolved:

-
It is FFS whether the TMGI advertisement by the UE-to-Network relay happens by using Direct Communications one to many using a shared ProSe Layer 2 ID to all UEs the UE-to-Network relay serves; or using a ProSe Layer 2 ID dedicated for a specific application layer group related to the TMGI; or whether the TMGI advertisement happens using discovery signalling.

-
It is FFS whether the messages used by the remote UE to request a UE-to-Network relay to monitor a certain TMGI are at the access stratum or non-access stratum layer.

-
 It is FFS whether a security association between the UE and the UE-to Network relay is per UE or per ProSe Application Group.

-
It is FFS if the IP Address preservation is supported when the Remote UE moves out of the ProSe UE-Network Relay coverage
-
It is FFS whether for IPv4 the Prose UE-to-Network relay will have to implement NAT functionality.
-
It is FFS whether and how the EPC is aware of the remote UE’s presence (e.g. for the purpose of authorisation, QoS, LI, etc.) in absence of direct NAS signaling connection between the Remote UE and the MME.
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