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1. Discussion
Major objective in Rel-13 eWebRTCi is to find a solution for providing WebRTC services to subscribers managed by 3rd parties. Several solutions for accomplishing this have been discussed in SA2. One of remarkable assumptions of these solutions is private user identity for the IMS registration is not related to the actual subscription required for 3GPP access, as the private user identity may be generated by the 3rd party or the block registration is used instead of per-UE registration. This means private user identity assigned to a user is not correlated to IMSI in Rel-13 WebRTC solutions. In this case, after IMS registration, HSS cannot find a stored 3GPP UE context (e.g., IMSI, serving MME ID, and so on) based on the IMS identities (e.g., public user identity or private user identity).
Observation #1. If IMS identities are assigned by 3rd party or block registration is used, HSS cannot correlate the UE context (e.g., IMSI, serving MME ID, and so on) with IMS identities.
Meanwhile, some IMS services are based on the interaction between AS (Application Server) and HSS. For example, let’s consider the location service. As seen in TS 23.228, there have been two options to achieve the location service in IMS as follows:
A. P-CSCF can retrieve the location information from PCRF; or

B. AS in IMS may request the location information from HSS. The HSS query the location information in SGSN/MME for the target UE.

As eP-CSCF has a reference point with PCRF in rel-13 WebRTC architecture, option A (i.e., PCRF-based location service) can be utilized with the solutions in section 5.
Observation #2. PCC-based location service can be utilized in Rel-13 WebRTC service scenarios.

The following example shows how option B (i.e., HSS-based location service) works as per the specification:
1. UE is attached to the 3GPP core network. HSS maintains UE context (including IMSI and serving MME ID) for the UE.

2. The UE is registered to IMS network. HSS maintains IMS context (including public/private user identities and S-CSCF name) for the UE.

3. IMS AS requests the location information of the UE to the HSS. In Sh-pull message, only the public user identity can be used for addressing the target UE (please refer to TS 29.328 for more details).

4. The HSS correlates the requested public user identity and IMSI for retrieving the location information. The HSS interacts with the appropriate MME using the UE context.

As seen in step 4, in option B, the HSS should be able to correlate the IMS-registration context with UE context to find a serving MME for the UE.
Observation #3. HSS-based location service requires the HSS to correlate the public user identity with the IMSI.

As stated above, unfortunately, solutions which have been discussed in Rel-13 assume that either the block registration for public/private user identities is used or the 3rd party (i.e., WWSF) assigns the public/private user identities for the UE. Hence, there is no way for the HSS to correlate the public user identity with the IMSI. It is noted that the location service is just an example for such problem.
Conclusion. Services based on the interaction between HSS and AS cannot be utilized with Rel-13 3rd party WebRTC solutions (in section 5 TS 23.706) due to the lack of information for correlating the public user identity with IMSI.
2. Proposal

It is proposed to update TR 23.706 as follows according to the above analysis.
-------------------------------------------First Change-----------------------------------------------
5.2.2.2
Architecture

Figure 5.22.2-1 shows the webRTC architecture in support of wIMPU for webRTC access
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Figure 5.2.2.2-1: WebRTC IMS architecture and reference model for wIIMPU Support
Note1: The W6, and the W7  interface are  out of scope

Scalability in this architecture shall be accomplished through the use of multiple wIMPUs when a large number of published identities are required to be managed by a third party. Each block of wIMPU shall be allocated a different eP-CSCF. This allows reuse of all existing IMS conventions and no changes are required. The interaction between AS and HSS for retrieving the UE information (e.g., the location of the UE) is not supported with wIMPU.
-------------------------------------------Next Change-----------------------------------------------

5.2.3.2
Reference Architecture

Figure 5.2.3.2-1 shows the standard WebRTC IMS architecture as it is defined in TS 23.003 and TS 23.228.

The HSS, AS and related interfaces are shown in addition.  
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Figure 5.2.3.2-1: Standard WebRTC IMS architecture according TS 23.228

Editor’s Note: It is FFS how the AS retrieves the information (e.g., location of UE) from the HSS when the IMS subscription is managed by the third party.
-------------------------------------------Next Change-----------------------------------------------
5.2.4.2
Architecture

Editor’s Note: Further work is required on this section.
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 Figure 5.2.4.2: Architecture
The architecture corresponds to the architecture of 23.228 Annex U with following enhancement: 
WUDB
WWW users DB: Database storing the relationship between an individual IMPU and the S-CSCF serving that IMPU; 
W9
Interface between the AS and the WUDB: the AS stores / removes in WUDB the association between an individual IMPU and the S-CSCF serving that IMPU; 
W7
Interface between the I-CSCF and the WUDB: the I-CSCF reads in WUDB the association between an individual IMPU and the S-CSCF serving that IMPU.
Editor’s Note: It is FFS how the AS retrieves the information (e.g., location of UE) from the HSS when the IMS subscription is managed by the third party.
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