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4.7.x
IPv6 Prefix Delegation using PMIP-based S5/S8

Optionally a single network prefix shorter than the default /64 prefix may be assigned to a PDN connection as specified in 3GPP TS 23.401 [4]. When PMIP-based S5/S8 is used, the UE may request delegation of one or more IPv6 prefix(es) via DHCPv6 Prefix Delegation signalling as described in RFC 7148 [yy]. In this case, the Serving GW shall support DHCPv6 relay agent functionality for intercept the related DHCPv6 message. The UE uses DHCPv6 to request additional IPv6 prefixes (i.e. prefixes in addition to the default prefix) from the PDN GW after completing stateless IPv6 address autoconfiguration procedures as specified in figure 4.7.x-1.
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Figure 4.7.x-1: Prefix Delegation with DHCP Server Collocated with the PDN GW and DHCP Relay in the Serving GW when using PMIP-based S5/S8
1.
If the PDN type associated with the PDN connection is IPv4v6 or IPv6, after the PMIPv6 tunnel is setup, the UE sends a DHCPv6 Solicit message including the IA_PD option to the Serving GW to acquire a network prefix shorter than a /64 prefix.
2.
The DHCPv6 relay agent in the Serving GW shall relay the DHCPv6 solicit message within the PMIPv6 tunnel to PDN GW acting as a DHCPv6 server.
3-7.
The DHCPv6 procedures is then completed as described in RFC 3633[xx] ending with the delegating router sending a Reply message conveying the delegated prefixes.
8.
Once the Serving GW receives the set of delegated prefixes from the delegating router function running on thePDN GW, the Serving GW shall send the delegated prefixes in a Proxy Binding Update.
9.
On reception of the PBU the PDN GW returns the assigned prefix in the DMNP option carried by a PBA to the Serving GW. The PDN GW shall add the assigned prefix to the binding cache which is extended as specified in RFC 7148 [yy].
10.
The Serving GW acting as DHCPv6 relay agent relays the DHCPv6 Reply message with deleageted prefix to the UE.
NOTE:
steps 3 to 6 can be skipped if DHCPv6 Rapid Commit is used.
* * * End of the changes * * * *
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