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Abstract of the contribution: This P-CR proposes a solution that enables the mapping of application specific groups (External Group Identifier) to the group of devices in the 3GPP network for the delivery of group messages. The solution can support location information tracking also for the group members that require geographic location specific delivery of group messages.

Discussion
This paper proposes a solution for the key issue in clause 5.5 of TR23.769 - Group based addressing and identifiers. See the companion discussion paper (S2-143997) for the use cases for the ASP controlled service scenarios that are addressed by this solution.

Grouping at 3rd party is referred to as External-Group-ID. When the underlying network is a 3GPP SP, the ASP/SCS passes device's External-Device-ID along with the External-Group-ID to the SCEF. The External-Device-ID is mapped to Internal-Device-ID by the 3GPP network. Such mapping of External-Group-ID and associated group member External-Device-IDs is maintained. Other information, such as geographic area specific area information for the delivery of group messages, device location information etc. can also be maintained depending on the nature of services offered. The proposal suggests a functional entity - Group Management Function (GMF) - that maintains the mapped grouping information. GMF is proposed to be co-located with the SCEF. Bundling of GMF with some 3GPP EPS functional entity can also be supported. There is no need to configure/provision such grouping information within the 3GPP network for the delivery of group messages.
Proposal

It is proposed to discuss the following solution and adopt it to the TR23.769. 
********************************** Start of changes **********************************

5.5.3
Solutions
5.5.3.1
Solution 1: Group based addressing by SCS/AS and identifying group members within a PLMN 
5.5.3.1.1
General
Applications generally involve group of devices, with each Group involving 100s or 1000s of devices. MTC devices can host multiple applications with each application involving different group of devices. The devices that belong to a Group are referred to as 'Group Members'. Thus, a Group can involve 100s or 1000s of Group Members. Group membership can be static or can evolve dynamically, with Group Members being added and/or removed during the lifetime of a Group. The Service Capability Server (SCS) / Application Server (AS) can create new Groups with associated Group Members, and can remove existing Groups.
This solution enables the delivery of group based messages by an SCS/AS to the Group Members that are receiving services from a 3GPP operator network (PLMN). SCS/AS specific Groups are identified by External-Group-IDs. The identity of the 3GPP devices (e.g. IMSI) that are member of a Group are bound to the Group's External-Group-ID. Both, static and dynamic binding of Group Members to External-Group-ID can be supported. A 3GPP device can host multiple applications, and the identity of a 3GPP device can be bound to more than one External-Group-ID. 
Figure 5.5.3.1.1-1 shows the high level architecture that allows binding of the identity of Group Members to the Group's External-Group-ID. Tracking of the location information of the Group Members can also be supported. Such tracking of location information of the Group Members may be needed for geographic location specific delivery of group messages. 
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Figure 5.5.3.1.1-1: Architecture for Group Based Addressing by SCS/AS 
and Identification of Group Members
The architecture illustration in Figure 5.5.3.1.1-1 shows a new functional entity: the Group Management Function (GMF). GMF is co-located with the Service Capability Exposure Function (SCEF) and maintains binding of the identity of the Group Members (e.g. IMSI) with the Group's External-Group-IDs. Location information of Group Members can can also be maintained at the GMF, if needed.
Other possible configurations, such as the GMF being a standalone functional entity, or GMF integrated with some EPC functional entity can also be supported.
5.5.3.1.2
Procedure flows

Figure 5.5.3.1.2-1 illustrates the procedure flow for group based addressing and identification of group members. GMF is co-located with the SCEF. Procedure steps internal to the 3GPP network are shown as 'solid' lines. Procedure steps external to the 3GPP network are shown as 'broken' lines. Dotted lines represent optional steps. 
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Figure 5.5.3.1.2-1: Procedure Flow for Group Based Addressing 
and Identification of Group Members
Phase A: Create/Remove Groups:

Two types of procedures are supported: standard procedure and optimzed procedure. The optimized procedure is useful for devices (UEs) that are dedicated to a single application. The SCS/AS informs the GMF in the SCEF about the application specific Group (External-Group-ID) that is to be supported for the delivery of group messages. For optimized procedure, the SCS/AS passes the identity (External-Device-IDs) of the group members also to the GMF. The GMF checks with the HSS if the SCS/AS is authorized to send such a request. If identity of group members is received (optimized proceudre), the HSS maps the External-Device-IDs to Internal-Device-IDs. Similary, the SCS/AS can  inform the GMF if a an already assigned application specific Group is to be removed in the 3GPP network.
Step A01:  SCS/AS requests the GMF in the SCEF to support an application specific Group for group addressing by sending Prepare Group Addressing Request message. The message includes the External-Group-ID, and may include the Geo Service Area information and device location tracking request also, if needed for geographic area specific delivery of group messages. For optimized procedure, the identity of the devices (UEs) that are member of the application specific Group (UE External IDs), are also included.
NOTE 1:  How applicaiton specific group (External-Group-ID) is made unique is external to the 3GPP network.
NOTE 2:  When Geo Service Area information is not provided, group messages are delivered across the PLMN service area. In this case location tracking of the UEs in Step B03 is not performed.

Step A02:  GMF exchanges Group Authorization Request/Response (External-Group-ID, SCS/AS Identifier, ..) message with the HSS to determine if SCS/AS is authorized to send a group addressing request. The HSS maps group member External-Device-IDs to Internal-Device-IDs, if received (optimized procedure) from the GMF.
Step A03 and A04:  On successful authentication, the GMF maintains External-Group-ID information along with the Geo Service Area information, if needed, and confirms to the SCS/AS. For optimized procedure, binding of group member Internal-Device-IDs with External-Group-ID is also maintained. The status of such group memebrs is marked 'inactive'.
Phase B: Identify Group Members and location tracking, if needed:
When the device (UE) performs application leval registration, from UE External ID the SCS/AS determines the application specific Group(s) that the device (UE) is a member of. SCS/AS sends Join Group Request message with the identity of such application specific Group(s) to the GMF. The GMF associates/maps the UE as a member to the respective Group(s) and starts tracking UE location information, if needed. Application registrartion confirmation to the UE can include information such as the application specific Group(s) that are supported at the device (UE) and any other information as needed. 
For optimized procedure, SCS/AS initiated Join Group Request/Response procedure is not performed. After UE EPS bearer is established, the HSS informs the GMF about the device (UE) being available. The GMF marks group member status as 'active'.
Step B00:  UE establishes EPS bearer.

Step B01:  The application on the UE registers with the SCS/AS. Such registration includes UE External ID.
Step B02:  From UE External ID, the SCS/AS determines the application specific Group(s) that the device (UE) is a member of and sends Join Group Request message to the GMF. External-Group-ID(s) of the application specific Group(s) that the device (UE) is subscribed to, and the UE External ID are included in the Join Group Request message. HSS interrogation may be needed to map UE External IDs to UE Internal IDs. Such GMF interaction with the HSS is not shown in the procedure flow.
NOTE 3:  Step B02 is not performed for optimized procedure. Instead step Bx02 is performed.

Step Bx02:  This step is performed for optimized procedure only. After UE EPS bearer is established, the HSS informs GMF about the device (UE) being available.

Step B03 and B04:  GMF requests the PCRF to subscribe to UE location tracking, if needed. UE location informaiton for stationary devices (UEs) can be provided by the HSS after step B02 or at step Bx02. GMF associates/maps UE as a member of the application specific Group(s) and maintains UE location information also, as needed, along with UE group membership information. Group member status is marked as 'active'. 
NOTE 4:  ULI reporting via PCRF is one of the methods for location information tracking. Appropriate location tracking procedures can be used depending on the frequency and granularity of location information tracking needed. 

NOTE 5:  Location information of the UEs that are outside the Geo Service Area is marked as "out-of-service area". Group messages are not delivered to such UEs. 
Step B05:  GMF informs SCS/AS of UE's successful joining of the application specific Groups(s). This step is not performed for optimized procedure.
Setp B06:  The SCS/AS acknowledges to the UE with App Registration Response message. Such registration confirmation can include information about the application specific Group(s) that are supported at the device (UE) and any other information as needed.
Phase C: Update Group membership: 

If the group membership information is updated at the SCS/AS, such as a device (UE) is no longer subscribed to an applicaiton specific Group(s), such information can be passed to the GMF. The GMF romoves UE Group membership information for such application specific Group(s). 
Step C01:  The SCS/AS informs the GMF about update of application specific Group membership status. For example, if a device (UE) is no longer subscribed to an application specific Group(s), such information can be passed to the GMF. Update Group Member Request message identifies the application specific Group(s) (via External-Group-ID(s)) and the device(s) via their External IDs. The reason for the update, such as Add /Remove from a Group are also be included in this message.

Step C02 and C03:  The GMF updates UE Group membeship information for the idenfitied application specific Group(s) and confirms to the SCS/AS.
5.5.3.1.4
Impacts on existing nodes and functionality

Group Management Function (GMF):

This new function provides the following capabilities:
· Support messages from the SCS/AS as identified in the procedure flows;
· Interact with the HSS for managing Group membership and Group Member status information;
· Support delivery of Group Messages to geographic areas as requested by the SCS/AS, if needed;

· Perform procedures for UE location tracking, if needed; 

· Maintain mapping between the group identifier, device group membership, device status, and information related to geographic service area and device location, if needed.
HSS:

· Support interactions with the GMF for providing information such as mapping of UE External IDs to UE Internal IDs and UE location information for stationary devices; 

· For optimized procedure, interact with the GMF for updating UE member status when the UE establishes the EPS bearer.

PCRF:

· Support interactions with the GMF for providing UE location tracking if ULI location determination procedure is used.
UE

· No impacts other than the Application Layer specific functionality.
5.5.3.1.4
Solution evaluation

Editor's Note:
 Use this section for evaluation at solution level. Evaluation at key issue level is done in a separate clause.
*************************************** End of changes ******************************
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