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Abstract of the contribution: This discussion paper describes some scenarios that require group based addressing for the delivery of group messages in a 3GPP network. 

Background

3GPP architecture for Machine-Type Communication (TS23.682) allows the network operators (SPs) and application service providers (ASPs) to be independent entities. The architecture allows the SP to take the role of ASP as well.

The service model in which the SP takes the role of ASP may be referred to as the network operator controlled service mode. When an ASP is a 3rd party (e.g. a vertical) independent of the SP, the service model may be referred to as 3rd party (vertical) controlled service model. Such vertical centric service models are being specified by M2M/IoT fora.
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Figure 1: 3GPP Architecture for Machine-Type Communication
 The follows examples describe some use cases of such vertical centric service models:

A.  XYZ Electric Company (3rd party ASP) has electric meters deployments, with smart meters deployed over a large state/country/multinational geographic area. The vertical (3rd party ASP) has control of its smart meters including maintaining grouping/sub-grouping information. The smart meters could receive services via wireless, wireline, satellite links etc. (underlying networks). At the underlying network level, the ASP identifies the smart meters (devices) via an address that is specific to the underlying network technology. For example, for services delivered over a 3GPP network, the ASP controlled groups are mapped to the address of the smart meter devices (e.g. IMSI) in the 3GPP network.

B.  Now taking the example of automotive services; such services are global. Considering BAM Auto Company tracking services for its brand of autos via their VIN identifiers, BAM_Services grouping information could be modeled as VIN@BAM_Services. In one geography, the SP can be 3GPP SP_A. In another geography the SP can be 3GPP SP_B, 3GPP SP_C, or some satellite service provider etc. to name a few. Such autos are mobile resulting in autos (possibly) crossing over from one SP domain to another SP domain. In this case, in addition to mapping the grouping information at BAM_Services (ASP) to the 3GPP network specific device IDs of the communication modules in the autos, tracking location information of the autos (devices) may also be needed.
C.  Considering a transportation services model (e.g. container services): the modem can be a multi-technology modem; 3GPP wireless, landline/ethernet, satellite etc. Appropriate modem connection will be used depending on the location of the container. This scenario may require tracking container (device) location, and limiting the delivery of group messages to the specific geographic locations. 

D.  In smart home environment, home gateways can receive services via 3GPP wireless, fiber, cable. There are multiple appliances behind the home gateway - from vendors Ven_A, Ven_B, Ven_C etc. Grouping information for Ven_A refrigerator services is maintained by Ven_A. Ven_B maintains grouping information for its washer/dryers. TV grouping information is with Ven_C etc. These constitute different 'applications' on the home gateway. The 'applications' can be added/removed as the home owner buys/disposes off different appliances. 

The solution for the Key Issue: Group based addressing and Identifiers needs to address the grouping requirements associated with such use cases.
Discussion

Applications generally involve group of devices, with each Group involving 100s or 1000s of devices. It is also possible for the devices to host multiple applications with each application involving different group of devices. For simplicity, the devices that belong to a Group are referred to as 'Group Members'. Using this terminology, a Group can involve 100s or 1000s of Group Members. Group Members can be static or can evolve dynamically, with Group Members being added and/or removed during the lifetime of a Group. As applications evolve; the Service Capability Server (SCS) / Application Server (AS) can create new Groups with associated Group Members, and can remove existing Groups.
Observation 1: Applications generally involve a group of devices, with 100s or 1000s of devices in a Group.
Observation 2: The devices can host multiple applications, with each application involving different group of devices.

Observation 3: Group membership can be static or dynamic, with Group Members being added and/or removed during the lifetime of a Group..

Observation 4: SCS/AS can create new groups with associated Group Members, and remove existing Groups.
It is also possible for the SCS/AS to communicate with multiple underlying networks, with Group Members being spread across different underlying networks. Such underlying networks could be one or more 3GPP operator networks (PLMNs) or could be non-3GPP networks as well. Group Members that are mobile can move in and out of coverage of the PLMNs.
Observation 5: Not all Group Members (devices) may be receiving services from the same PLMN. 

Observation 6: Group Members that are mobile, may receive services from different PLMNs, or even from non-3GPP networks during the lifetime of a Group.
The companion paper (S2-143998) proposes a solution that enables the delivery of Group based messages by an SCS/AS to associated Group Members that are receiving services from a PLMN. In the said solution., application specific Groups are identified by External-Group-IDs. When the underlying network is a 3GPP SP, the AS/SCS can pass External-Device-ID(s) of group members along with the External-Group-ID to the SCEF. The External-Device-ID is mapped to Internal-Device-ID (e.g. IMSI) within the 3GPP network. In view of Observation 2; the identity of a 3GPP device can be bound to more than one External-Group-ID. Other information, such as geographic area specific information, device location tracking information etc. can also be maintained depending on the nature of services offered. The solution in S2-143998 suggests a functional entity - Group Management Function (GMF) - that maintains such mapped grouping information. Such GMF function is proposed to bundled with the SCEF. The architecture allows such GMF function to be bundled with some 3GPP EPS function as well. There is no need to configure/provision any grouping information for the delivery of group messages within the 3GPP network.
Observation 7: It needs to be possible to bind the identity of the 3GPP devices (e.g. IMSI) that are member of a Group to the Group's External-Group-ID.

Observation 8: The identity of a 3GPP device (e.g. IMSI) can be bound to more than one External-Group-ID.

Observation 9: For mobile devices, the identity of the Group Members that are bound to the Group's External-ID can change during the lifetime of a Group.
Observation 10: In order to support geographic location specific delivery of Group Messages, it needs to be possible to track the location of Group Members within a PLMN.
See S2-143998 for details on the solution for the key issue in clause 5.5 of TR23.769 - Group based addressing and identifiers.
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