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Abstract of the contribution: This Tdoc discusses Third-party realization of communication services (e.g., enterprise).
Discussion
This contribution discusses following high level SA1 requirement

b)
Third-party realization of communication services (e.g., enterprise) either instead or in addition to those provided by the IMS operator.

The way for an IMS network to deal with communication services of a Third party depends on whether the registrar for the individual IMPU(s) related with the Third party lies in the Third party domain or in the operator domain.
When the registrar for the individual IMPU(s) related with the Third party lies in the operator domain, the solution to support Third-party realization of communication services (e.g., enterprise) depends on the solution chosen in clause 5 of this TR.

When the registrar for the individual IMPU(s) related with the Third part lies in the Third party domain, following cases may be considered:

· When the communication services are provided by the 3rd party instead of those provided by the IMS operator, in order to simplify the architecture, we should re-use the business trunking architecture and consider that the usage of WebRTC between devices and the 3rd party is out of scope of 3GPP: the IMS network is only used as a trunking / routing network and existing business trunking architecture can be reused.
· When some communication services are provided by the 3rd party (e.g., called party number transformation, call diversion, simultaneous ringing within a call center)
-
When the WebRTC Third Party Function (WTPF) handles both user and control plane, in order to simplify the architecture, we should re-use the business trunking architecture and consider that usage of WebRTC between devices and the WTPF/PBX is out of scope of 3GPP and existing business trunking architecture can be reused
Examples of Questions that need to be considered to define an architecture
· Assuming a big corporate would own multiple WTPF, is the association between individual IMPU (of the 3rd party) and a WTPF static or dynamic? (where is the registrar of the individual IMPU?)
· Does the WTPF authenticate the user of the WIC?

· Is the WTPF statically registered on IMS or does it need to register (as in static mode and registration modes of IMS business trunking)

· Is the interface between the WTPF and the IMS of a W1 nature (SIP over WSS, REST based over WSS, etc…) or of a Gm nature

In any alternative an eIMS-AGW from the operator needs to handle user plane per the IETF WebRTC specifications i.e. per the W3 reference point. So even if the interface between the WTPF and the IMS network would be based on Gm, the Gm interface would need to be modified to control media transport per W3 specifications.

In one alternative the WTPF is responsible of authenticating the WIC (e.g. using procedures similar to those described in 23.228 subclause U.2.1.4) and the WTPF appears as a PBX that interfaces the IMS with a Gm like interface
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As with business trunking, 2 cases may be supported by this architecture: 

· Registration mode

· Static mode.

In this architecture, the red entities and interfaces are out of scope of 3GPP

The main impact of  eWebRTCi is that Gm may correspond to a W3 based user plane (i.e. output of the IETF RTCWEB work)
Proposal

It is proposed to update 23.706 as follows
3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. 
An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

WTPF
WebRTC Third Party Function
 6.1
Architectural requirements
Editor’s Note: When the registrar for the individual IMPU(s) related with the Third part lies in the operator domain, the solution to support Third-party realization of communication services (e.g., enterprise) depends on the solution chosen in clause 5 of this TR.

When the registrar for the individual IMPU(s) related with the Third part lies in the Third party domain:

· When the communication services are provided by the 3rd party instead of those provided by the IMS operator, the business trunking architecture is assumed and the usage of WebRTC between devices and the 3rd party is out of scope of 3GPP.

When some communication services are provided by the 3rd party (e.g., called party number transformation, call diversion, simultaneous ringing within a call center) and the WebRTC Third Party Function (WTPF) handles both user and control plane, the business trunking architecture is assumed and the usage of WebRTC between devices and the 3rd party is out of scope of 3GPP.
6.2        Solutions

6.2.x
Solution x: WTPF interworking with IMS via an evolution of the Gm interface used for business trunking
6.2.x.1
Overview
Editor’s Note: This description of this solution requires much enhancements.

This solution addresses the case where 
· A WebRTC Third Party Function (WTPF) interfaces the WebRTC Client and provides 3rd party services (e.g., called party number transformation, call diversion, simultaneous ringing within a call center) not implying user plane handling 

· the registrar for the individual IMPU(s) related with the Third party lies in the Third party domain. Thus the WUDB defined in solution x of section 5 does not apply.
This solution relies on a mix of the business trunking architecture and of architecture defined 23.228 Annex U as part of 3GPP R12 in order to support WebRTC based UE.

· The user plane flows from the 3rd party follow W3 specifications and are handled in the network by an eIMS-AGW (as defined in R12 23.228 Annex U)

· The W8 interface between the WTPF and the IMS network is based on an evolution of Gm. The Gm evolutions include the capability to control media transport per W3 specifications. 
Editor’s Notes: Further clarifications are needed to clarify these Gm evolutions

· The solution reuses the evolution of Iq defined in Rel12 to control media transport per W3 specifications.
· This support of W8 requires also an evolution of the P-CSCF.

· The WTPF is responsible of authenticating the WIC (e.g. using procedures similar to those described in 23.228 subclause U.2.1.4) and the WTPF appears as a PBX that interfaces the IMS with a Gm like interface that has been modified for the SDP  to control media transport per W3 specifications
· It is assumed that the WTPF is trusted by the operator (as the WTFP provides signalling that contains the identity of the user ). Whether the WTPF actually belongs to the IMS operator or to the Third party depends on business agreements with the Third Party. 
· W9 has a similar role to the role of W5
· W10 has a similar role to the role of W4
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Figure 6.2.x.1: Solution architecture and reference model

As with business trunking, 2 cases may be supported by this architecture: 

· Registration mode

· Static mode.

6.3        Evaluation
Editor’s Note: FFS.

6.4        Conclusion
Editor’s Note: FFS.
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