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Abstract of the contribution: It is proposed to include a new key issue for Group-specific NAS Level Congestion Control in order to reject mobility management signalling based on group membership
1. Discussion
In S2-141771, the details of use cases for group based congestion control were provided and it was suggested that the group based congestion control become a part of the GROUPE work. An example for a use case is that when the network becomes congested due to a high signalling overhead, the operator needs efficient means to reduce the signalling load by rejecting access requests for certain groups of subscriptions. While the current standard allows the differentiation in low priority, normal and high priority access, a finer granularity is desired in order to differentiate among low priority subscriptions and among normal subscriptions. The proposed solution is to decide per group to reject signalling requests in order to handle signalling overload more gradually.

It is proposed to add this key issue to the GROUPE TR.
The objective is to re-use the existing MM-congestion control mechanisms and not to create a new congestion control scheme. For example the use of TS 23.401 Section 4.3.7.4.2.4 General NAS level Mobility Management congestion control, i.e. MM backoff timer. The problem in the key issue is how the MME is informed/determines that the devices causing congestion belong to a specific group. Then the MME performs NAS based congestion management schemes for this group of UEs. 

One possible solution can be that the approach how the MME determines the group to reject is implementation dependent, e.g. based on OAM information provided to the MME.
The issue is not about creating new NAS congestion management schemes; the existing schemes are sufficient. 
2. Proposal

Introduce the following key issue to for GROUPE.
*************************************** BEGIN CHANGE*****************************************
5.x
Key issue – “Group-specific NAS Level Congestion Control”
5.x.1
Description

Devices that belong to a predefined group may overload the MME by generating a large amount of NAS signalling. For example, a particular group of devices may continuously try to connect to a non-responding server and does so by repeatedly (and successfully) re-attaching to the network during the recovery phase of this particular server. This causes a significant amount of unnecessary attach procedures and depending on the number of affected devices this may disturb or even hinder the attach procedures of “other” UEs that do not relate to the failure of the MTC server. In such a scenario, the MME shall be able to distinguish attach requests originating from this group of devices which is to be identified by the proposed group identifier and to apply existing NAS level mobility management congestion control schemes, as defined in TS 23.401, to the identified UEs.

The key issue is about how the network determines that UEs belonging to a specific group are causing NAS signalling overload/congestion and not about creating new NAS congestion mitigation schemes.

NOTE: How to identify groups of devices is defined in Key issue 5.y – Group based addressing and identifiers.

5.x.2
Architectural Requirements

The following requirements need to be met:

· The network shall be able to determine if NAS signalling overload/congestion is caused by UEs that belong to a pre-defined group and apply the existing NAS level mobility management congestion control schemes, defined in TS 23.401 to UEs that belong to this group.

Editor’s Note: It is FFS whether to support group specific congestion control per APN.
5.x.3
Solutions

5.x.3.1
MME/SGSN Implementation Dependent
5.x.3.1.1
General

How the MME/SGSN determines that UEs are causing NAS signalling overload/congestion is left as implementation dependent. Possible solutions that fall into this space include the following: (i) MME/SGSN can track NAS signalling per group and determine that members of a particular group are causing too much NAS signalling, (ii) the OAM system informs the MME/SGSN. The OAM system may learn about this e.g. by knowing that the server that serves a particular group of UEs has gone down. The determination of NAS signalling overload/congestion is at an individual MME/SGSN granularity and does not require joint detection across multiple MMEs/SGSNs.

Editor’s Note: It is FFS how to detect and handle periods of temporary NAS signalling peaks.
Editor’s Note: It is FFS how the MME/SGSN determines the membership of devices to groups and depends on the solution to Key Issue 5.y Group based addressing and identifiers.
5.x.3.1.2
Impacts on existing nodes and functionality

MME/SGSN is enhanced to determine that NAS signalling overload/congestion is being caused by UEs that belong to a specific group and apply the existing NAS mobility management congestion scheme to this group of UEs. This is an internal MME/SGSN functionality and does not impact any interfaces.

5.x.3.1.3
Solution Evaluation

5.x.4
Overall evaluation
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