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Abstract of the contribution: This P-CR contains a solution alternative which uses redirection after update location procedure to steer UE to dedicated core network.
1. Discussion

This P-CR introduces an alternative (Solution-1) which uses subscription information ("Core Network Type") and redirection to steer the UE to desired dedicated core network. The dedicated network is selected based on the Core Network Type included in the Update Location procedure between MME/SGSN and HSS.
2. Proposal

It is proposed to add the following text into TR 23.707.

********* START OF THE CHANGE ********
5.1
Functions Common to both PS and CS Domain

Editor’s Note: This section contains the common functions between PS and CS domains.

5.1.1
Identification of association with dedicated CN nodes
5.1.1.0
Description

Editor’s note: What subscription parameter is used to associate a UE with a dedicated core network.

5.1.1.1
Solutions
5.1.1.1.1
New Core Network Type Subscription Information

A new optional subscription information ("Core Network Type") stored in the HSS is used to steer the UE to desired dedicated core network. To direct UEs to a specific dedicated core network, the HSS provides a “Core Network Type” value in the subscription information of the UE to the MME/SGSN/MSC. At maximum there is only one “Core Network Type” value in a subscription. Note that a “Core Network Type” should be associated with a UE (or its characteristic), not with an APN. Multiple “Core Network Type” values can be served by a single (same) dedicated core network.
5.1.1.2 
Evaluations and Conclusions

5.1.2
Considerations for Roaming
In case of roaming, if the VPLMN does not support dedicated core networks or does not support a dedicated core network for the specific “Core Network Type” value in the subscription information, then the MME/SGSN/MSC in the VPLMN ignores the “Core Network Type” value in the subscription information. 

The Core Network Type values can be separated into two ranges, one for operator specific use and another for standardized values. 

Editor’s Note: It is FFS if some Core Network Type values need to be standardized.

5.1.3
Considerations for Network Sharing

5.2
PS Domain Specific Functions

Editor’s Note: This section contains the specific function of PS domain.

5.2.1
Assignment of dedicated MME/SGSN

5.2.1.1
Assignment during Attach
5.2.1.1.1 
E-UTRAN Attach

5.2.1.1.1.1
Scenario Description

Editor’s note: Should cover the following scenarios: (i) Attach with IMSI, (ii) Attach with GUTI from old MME/SGSN supporting DÉCOR. 

5.2.1.1.1.2
Solutions
5.2.1.1.1.2.1
Redirection after Update Location Procedure 

MMEs that belong to different dedicated core networks have different group identities (MMEGIs). Each MME has configuration about the association of MMEGI to dedicated core network. Similarly for SGSNs, different NRIs are associated with different dedicated core networks.

The attach and TAU/RAU procedure is modified as follows to ensure that the UE is served by the appropriate core network:

-
If the eNB/RNC directs the initial NAS message an MME/SGSN which is not dedicated to serve the subscriber type of the UE, the MME/SGSN after determining the dedicated network for the UE, forwards the initial NAS message of the UE along with the MMEGI/NRI corresponding to core network to the RAN to re-route the NAS message to the MME/SGSN pool dedicated to serve the particular subscriber type of the UE. RAN then reroutes the UE’s NAS Message to an MME/SGSN dedicated to serve the subscriber type of the UE. 

This procedure is shown below and is used by both the Attach and TAU/RAU procedures.
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Figure 5.2.1.1.1.2.1-1: Reroute NAS Message Procedure

1.
When the old MME/SGSN decides to reroute the NAS message to another dedicated core network, the old MME/SGSN sends a Reroute NAS Message Request (NAS Msg, MMEGI/NRI, GUTI) to the eNB/RNC which had forwarded the NAS message. The MMEGI (for E-UTRAN) or NRI (for GPRS) corresponds to the MME/SGSNs that belong to the selected dedicated core network. The MME/SGSN is configured with a mapping of MMEGI/NRI to dedicated core network type. In case of E-UTRAN, the MME may also decide to include GUTI, which is used by the new MME to request context information from the old MME.

2.
The eNB/RNC based on the MMEGI/NRI included in the Reroute NAS message request selects a new MME/SGSN corresponding to the MMEGI/NRI using existing NNSF functionality. The eNB/RNC sends the Initial UE message to the selected MME/SGSN. The initial UE message includes the NAS message and also optionally GUTI, if GUTI was provided in the previous message.
The following describes the E-UTRAN attach procedure for this alternative. Only differences from the procedure in TS 23.401[x] are highlighted below.
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Figure 5.2.1.1.1.2.1-2: E-UTRAN Attach procedure with Reroute after Update Location procedure
1-2:
E-UTRAN Attach procedure is performed as specified in TS 23.401[x].
3.
If the UE identifies itself with GUTI and the MME has changed, the identity response message contains the Core Network Type information, if available. If dedicated core networks are supported and the new MME does not serve UEs of the Core Network Type value contained in the Identification Response message, the MME sends a Reroute Command (Attach Request message, Core Network TypeMMEGI, GUTI) to the eNodeB. The eNodeB shall reselect an MME of the indicated type and forward the Attach Request Message to the selected MME. The selected MME performs the Attach procedure starting from step 2.
4-10. Steps as specified in TS 23.401[x].

11.
The HSS acknowledges the Update Location message by sending an Update Location Ack (IMSI, Subscription data, Core Network Type) message to the new MME. 
12.
If dedicated core networks are supported and the new MME does not serve UEs of the Core Network Type value contained in the subscription information, the MME determines the MMEGI corresponding to the dedicated core network of the UE and sends a Reroute Command (Attach Request message, MMEGI, GUTI) to the eNodeB.
13.
The eNodeB shall reselect an MME from the MME pool corresponding to the MMEGI using existing load-balancing scheme and forward the Attach Request Message to the selected MME. 
14.The MME uses the GUTI received along with the Attach Request message to request context from previous MME using the Identity Request message. The Identity request message also includes GUTI. 

15.
The MME uses the GUTI provided in the Identity Request message to locate the context of the UE. The MME does not verify the integrity of the Attach Request message. The previous MME provides context information in the Identity response message, as specified in TS 23.401[x] which contains security information to enable the MME of the dedicated core network communicate using the existing NAS encryption and integrity protection.

16.
E-UTRAN Attach procedure proceeds from Step 4 onwards as specified in TS 23.401[x]. Even if the Attach Request is not integrity protected, the dedicated MME skips the UE authentication procedure since the UE has been already authenticated by the new MME.
5.2.1.1.1.3 
Evaluations and Conclusions

5.2.1.1.2 
UTRAN GPRS Attach

5.2.1.1.2.1
Scenario Description

Editor’s note: Should cover the following scenarios: (i) Iu GPRS Attach with IMSI, (ii) Iu GPRS Attach with P-TMSI from old MME/SGSN supporting DÉCOR.

5.2.1.1.2.2
Solutions
5.2.1.1.2.2.1
Redirection after Update Location Procedure
Impacts to this procedure are similar to the ones in the clause 5.2.1.1.1.2.1 and are not shown here. Here are some of the key differences from the E-UTRAN attach procedure:
-
NRI instead of MMEGI is used.

-
GUTI is not provided by the SGSN to the RNC.
5.2.1.1.2.3
Evaluations and Conclusions

5.2.1.1.3 
GERAN GPRS Attach

5.2.1.1.3.1
Scenario Description

Editor’s note: Should cover the following scenarios: (i) Gb GPRS Attach with IMSI, (ii) Gb GPRS Attach with P-TMSI from old MME/SGSN supporting DÉCOR.

5.2.1.1.3.2
Solutions

5.2.1.1.3.3
Evaluations and Conclusions

5.2.2
Maintaining Dedicated CN Nodes

5.2.2.1 
CN node change by TAU/RAU
5.2.2.1.1
Scenario Description

Editor’s note: Should cover the following scenarios: TAU/RAU with GUTI/P-TMSI from old MME/SGSN supporting DÉCOR. 

5.2.2.1.2
Solutions
5.2.2.1.2.1
CN Type provided in Context Transfer

The TAU/RAU procedures are modified as follows to ensure that the UE is served by the appropriate core network:

-
During the context transfer phase of the TAU/RAU with MME/SGSN change procedure, the old MME/SGSN provides the core network type information to the new MME in the context response message. If the new MME/SGSN determines that it does not serve the subscriber type of the UE, it requests the RAN to re-route the message to the MME/SGSN pool dedicated to serve the particular subscriber type of the UE by providing the RAN with the MMEGI/INRI of the dedicated network.

This subclause describes E-UTRAN Tracking Area Update (TAU) procedures with or without Serving GW change for this alternative. Only differences from the procedure in TS 23.401[x] are highlighted below. Only the TAU procedure without Serving GW change is shown below; however the impacts to the TAU procedure with SGW change is similar. 
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Figure 5.2.2.1.2.1-1: Tracking Area Update procedure with CN Type provided in Context Response message

1-4.
E-UTRAN TAU procedure is performed as specified in TS 23.401[x]
5.
The old MME responds to Context Request (step 4) with a Context Response message which also includes the Core Network Type.

5a. If dedicated core networks are supported and the new MME does not serve UEs of the Core Network Type value contained in the Context Response message, the MME shall send Context Acknowledge message with reject cause code indicating to the old MME to preserve the UE MM context (since the old MME may again receive the Context Request message from the dedicated MME).
5b.
The MME shall send a Reroute Command (TAU Request message, Core Network Type) to the eNodeB. The MME also performs Step 6.
5b6. The eNodeB shall reselect an MME of the indicated type and forward the TAU Request Message to the selected MME. The selected MME continues the TAU procedure between UE and the dedicated core network, as specified in TS 23.401[x], starting from Step-4.
5.2.2.1.3 
Evaluations and Conclusions

5.2.2.2 
CN node change by handover
5.2.2.2.1
Scenario Description

Editor’s note: Should cover the following scenarios: handover with from an old MME/SGSN supporting DÉCOR to a new MME/SGSN supporting DÉCOR. 

5.2.2.2.2
Solutions
5.2.2.2.2.1
Target CN node Selection based on Configuration in source CN node

The handover procedure when source MME/SGSN is provided the target TAI/RAI for the UE and the TAI/RAI is not served by the source MME/SGSN, the source MME/SGSN selects target MME/SGSN from the same dedicated core network based on configuration in the MME/SGSN.
5.2.2.2.2.1
Target CN node Selection based on DNS Lookup

The handover procedure when source MME/SGSN is provided the target TAI/RAI for the UE and the TAI/RAI is not served by the source MME/SGSN, the source MME/SGSN selects target MME/SGSN based on DNS lookup that includes Core Network Type value and the target TAI/RAI value.
Editor’s note: FFS if there are impacts affecting backward compatibility.
5.2.2.2.3 
Evaluations and Conclusions

5.2.3
Selection Function of dedicated SGW and PGW

5.2.3.1 
Dedicated SGW/PGW Selection Function
5.2.3.1.1 
Solutions

5.2.3.1.1.1
DNS Based SGW/PGW Selection

DNS lookup is updated to support selection of SGW and PGW to also include Core Network Type.
Editor’s note: FFS in what situations this would be required.
5.2.4
HSS-initiated Dedicated CN Reselection
5.2.4.1
Scenario Description
Editor’s Note: Should cover the scenario where based on subscription parameter changes in the HSS, the CN nodes for the UE need to be changed. Should cover the scenario of (i) changing CN nodes during periodic TAU procedure, (ii) network initiated procedure.
5.2.4.2
Solutions
5.2.4.2.1
Combination of S1 Release with Load balancing TAU and Detach with Reattach Required

The overall procedure is shown in the figure below.
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Figure 5.2.4.2.1-1: HSS Initiated CN Node Change

1. The HSS sends an Insert Subscriber Data Request (IMSI, Subscription Data) message to the MME. The Subscription Data includes CN Type information.

2.
The MME updates the stored Subscription Data and acknowledges the Insert Subscriber Data Request message by returning an Insert Subscriber Data Answer (IMSI) message to the HSS.

3. The MME determines that CN Type has changed for the UE. The MME determines if PGW needs to change.

Steps 4a or 4b are executed if the UE is in ECM-CONNECTED mode

4a. If the PGW needs to be relocated, the MME performs detach with re-attach required for the UE.

4b. If the PGW does not need to be relocated, the MME performs the S1 Release with Load balancing TAU required procedure. To redirect ECM-CONNECTED mode UEs, the MME initiates the S1 Release procedure with release cause "load balancing TAU required" (TS 23.401[x] clause 5.3.5). The S1 and RRC connections are released and the UE initiates a TAU but provides neither the S-TMSI nor the GUMMEI to eNodeB in the RRC establishment. When the UE performs TAU, the TAU message is redirected to MME/SGSN based on the procedure “CN node change by TAU/RAU procedure”.

NOTE: 
The MME should not release all S1 connections which are selected to be released immediately when redirection is initiated. The MME may wait until the S1 Release is performed due to inactivity. When all the UEs are to be redirected completely the MME can enforce an S1 Release for all remaining UEs that were not offloaded by normal TAU procedures or by S1 releases caused by inactivity.

Steps 4c or 4c are executed if the UE is in ECM-IDLE mode

4c.
If the PGW needs to be changed, the MME will page the UE. When the UE performs a Service Request procedure, the MME sends a Service Reject and then the MME initiates the "explicit detach with reattach required" procedure as specified in TS 23.401[x] clause 5.3.8.3. When the UE reattaches, the UE gets redirected to the appropriate core network.

4d.
If the PGW does not need to be changed, the MME can (i) wait for the UE to perform periodic/normal TAU to the same MME procedure or Service Request procedure. At the end of the procedure the MME initiates the S1 Release procedure with release cause "load balancing TAU required" as in Step 4b or (ii) the UE performs normal TAU to new MME and the solution for “CN node change with TAU/RAU” can be used to redirect the UE to the appropriate CN node.


To redirect UEs in ECM-IDLE state without waiting for the UE to perform a TAU or send a Service Request and become ECM‑CONNECTED, the MME first pages the UE to bring it to ECM-CONNECTED state. Then follow the solutions provided for the connected mode.
5.2.4.3 
Evaluations and Conclusions

********* END OF THE CHANGE ********
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