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Abstract of the contribution: This contribution proposes input for DMO-R (Direct Mode Operation via Relay). The description borrows from Solution R4 in TR 23.703 (clause 6.3.4).
1
Proposal
MCPTT can operate in four different modes. We believe that it would be beneficial for the future work to define these modes of operation so that candidate solutions can be categorised accordingly. The proposed modes of operation are as follows:

1. Network-mode operation (NMO): MCPTT mode of operation where the UE is served directly by E-UTRAN and uses MCPTT service provided by the network;

2. Network-mode operation via relay (NMO-R): MCPTT mode of operation where the UE is served by a ProSe UE-to-Network Relay and uses MCPTT service provided by the network;

3. Direct-mode operation (DMO): MCPTT mode of operation where the MCPTT service is supported over ProSe Communication paths without network involvement.

4. Direct-mode operation via relay (DMO-R): MCPTT mode of operation where the UE is served by a ProSe UE-to-UE Relay and the MCPTT service is supported over ProSe Communication paths without network involvement.

This contribution proposes a solution for DMO-R.
It is proposed to agree the proposed solution for inclusion in TR 23.779.

######################### TEXT PROPOSAL FOR TS 23.779 #########################
5
Candidate Solutions 
Editor’s note:
This clause is intended to document architecture solutions to meet the Stage 1 requirements as well as the Architecture Requirements in clause 4.2. 

5.X
Solution X: Layer-7 Relay for DMO-R
5.X.1
Functional Description

The solution described in this clause assumes that basic Direct Mode Operation via Relay (DMO-R) is supported with a centralised MCPTT server residing in the ProSe UE-UE Relay, as illustrated in Figure 5.x.1-1.
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Figure 5.x.1-1: High-level architecture view for DMO-R
In reference to Figure 5.x.1-1, The Remote UEs (UE-1 and UE-2) are out of each other’s transmission range, but are both within the transmission range of the UE-UE Relay (UE-R). UE-1 and UE-2 are able to communicate with each other using the communication service provided by the UE-UE Relay.
The solution for DMO-R described in this clause has the following salient features:
-
DMO-R (similar to NMO and NMO-R) relies on a centralised architecture where the MCPTT service is provided to the MCPTT-DMOR client via the MCPTT-DMOR server residing in the Remote UE and UE-UE Relay, respectively.
-
The ProSe UE-UE Relay (in absence of the MCPTT-DMOR server) is a layer-3 relay (i.e. an IP router). It provides basic IP connectivity to the Remote UEs (UE-1 and UE-2).
-
The MCPTT-DMOR server residing in the ProSe UE-UE Relay includes the following functionality:
-
SIP Registrar as defined in IETF RFC 3261 [x1].
-
SIP session control for the registered users.

-
Optional SIP Proxy and SIP B2BUA functionality.
-
Support for a SIP-based interface (GC1-dmor) towards the Remote UE.
· Support for centralised floor control (e.g. with the Binary Floor Control Protocol (BFCP) defined in IETF RFC 4582 [x2]).

-
The ProSe UE-Network Relay (including the MCPTT-DMOR server) may be perceived as a Layer-7 relay.

NOTE: The PC5 aspects (e.g. relay discovery, PC5-layer authentication and point-to-point link establishment, IP address/prefix assignment) of the Relay are described in TR 23.711. TR 23.779 focuses primarily on GC1-dmor aspects.

5.X.2
Procedures


5.X.2.1
General

The following procedures are described with call flows:

-
Registration for MCPTT service and establishment of MCPTT communication session: describes how the MCPTT-DMOR client residing in the Remote UE registers for MCPTT service with the MCPTT-DMOR server residing in the Relay. The procedure also describes how a Remote UE (UE-1) establishes an MCPTT session with another Remote UE (UE-2) or joins an established MCPTT Group session.
-
Floor control: describes how floor control are arbitrated by a centralised floor controller residing in the MCPTT-DMOR server.
5.x.2.2
Registration for MCPTT service and MCPTT Group communication setup

Outlined in Figure 5.x.2.2-1 are the control plane procedures for MCPTT client registration and MCPTT Group communication establishment in presence of UE-UE Relay.
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Figure 5.x.2.2-1: Registration for MCPTT service and MCPTT group communication setup

1.
The Remote UE (UE-1) performs ProSe UE-UE Relay discovery over PC5 and establishes a secure point-to-point link with the Relay (UE-R) over PC5. As part of this process the Remote UE is mutually authenticated at PC5 layer with the Relay. In the process UE-1 is also assigned an IP address/prefix by the Relay. After completion of this procedure there is basic IP connectivity between UE-1 and UE-R
NOTE 1: Step 1 will be entirely described under in TR 23.713.

2.
The MCPTT client in UE-1 resgisters with the MCPTT-DMOR server residing in UE-R by sending a SIP REGISTER message indicating that UE-1 wishes to take part in the MCPTT group communication session identified via Group ID i.e. an MCPTT group specific URI (e.g. fire.brigade75@firstresponder.com). The message also carries the personal application-layer identifier of the requesting user (e.g. john.doe@firstresponder.com).

3.
The SIP registrar functionality in the MCPTT-DMOR server records the request by associating the IP address of UE-1 with the personal SIP URI of the registering user and sends an acknowledgement.

NOTE 2:
The user of UE-R may or may not be a member of the requested MCPTT Group. It is up to the user of UE-R to decide whether a non-member UE-R shall be authorised to act as UE-UE Relay.

4.-6.
The corresponding steps for UE-2 are performed.

7.
The MCPTT-DMOR server in UE-R may now start sending SIP INVITE (MCPTT Group ID) messages to the registered MCPTT-DMOR clients.

NOTE 3:
If the user of UE-R takes part in the MCPTT group communication as an MCPTT Group member, UE-R may send the SIP INVITE message to the MCPTT-DMOR clients as soon as they register (e.g. step 7b could be performed right after step 3).

NOTE 4:
In case UE-1 and UE-2 wish to engage in personal (one-to-one) communication, the SIP INVITE message in step 7 is sent by either UE-1 or UE-2 and contains the personal SIP URI of the called user (instead of MCPTT Group ID).

Editor's note:
The security aspects at GC1-dmor level in this architecture are FFS. This includes end-to-end authentication between UE-1 and UE-2 (if needed), mechanism allowing a UE to assert its affiliation with a specific MCPTT Group and mechanism for end-to-end security (UE-1 to UE-2) that would prevent a non-member Relay to eavesdrop on the MCPTT Group communication (if needed). Note that both UE-1 and UE-2 have already been individually authenticated by the ProSe UE-UE Relay at PC5 layer upon establishing the secure point-to-point link with the Relay, as described in TR 23.713.

8.
OK messages.

9.
At this point UE-1 and UE-2 may engage in MCPTT group communication session.

NOTE 5:
If UE-1 and UE-2 are on the same IP subnet, the relay operation is equivalent to IP routing (i.e. there is no need to use an RTP translator).

5.x.2.3
Floor control procedure

Outlined in Figure 5.x.2.3-1 is the floor control procedure (only for applications that need it).
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Figure 5.x.2.3-1: Floor control procedure

The call flow is largely self-explanatory and needs no step-by-step description. The following assumptions apply:

-
Floor control messages (Floor Request and Floor Grant in Figure 5.x.2.3-1) may be based on the Binary Floor Control Protocol (BFCP) defined in IETF RFC 4582 [x2].
-
Floor control requests are arbitrated by a centralised floor control server collocated with the MCPTT-DMOR server.

5.X.3
Impact on Existing Entities and Interfaces

Editor's note:
Impacts on existing nodes or functionality will be added.

5.X.4
Solution Evaluation

Editor’s note:
The fulfilment of requirements in clause 4.2 will be evaluated. 
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