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	Reason for change:
	According to the description of the overload control mechanism for TSCM in section 4.5.9.2 in 3GPP TS 23.402,

-
for Transparent Single-Connection Mode, locally set a back-off timer and instructs the AAA server to reject the current EAP-Authentication request. For any further request for the same UE and the same SSID, as long as the back-off timer is running, the TWAN instructs the AAA server to reject the UE's request.

If the PDN GW is overload, the TWAN requests the AAA server to reject the EAP-AKA’ procedure. This requires the TWAN obtain the overload information of the PDN GW during the EAP-AKA’ procedure.

But according to the description in section 16.2.1 in 3GPP TS 23.402, when a UE connects to EPC via S2a using TSCM, there are two scenarios for initial attach procedure:
Either scenario (A) or scenario (B) is performed:

-
Scenario (A) is defined as the TWAP sending the layer 2 attach trigger to the TWAG. This is done at successful EAP authentication (step 2). Completion of EAP authentication with the TWAP informing the UE of EAP success is deferred until step 8 after the tunnel was established (steps 3-7). The attach trigger signal sent from TWAP to TWAG includes MAC address and subscription data (including IMSI) of the UE. Steps 10-14 are omitted in scenario (A). Scenario (A) is applicable for all existing PDN Types (IPv4, IPv6, IPv4v6) and is the recommended way. Scenario (A) is only applicable for single-connection mode and transparent single-connection mode.
-
Scenario (B) is defined as the TWAG using the layer 3 attach request (i.e. a DHCPv4 message) sent by the UE as the attach trigger. In this scenario steps 3-7 are omitted. Step 9 triggers the TWAG to establish the tunnel (steps 10-14). Between step 2 and step 10, the TWAG obtains subscription data (including IMSI) for the UE from the TWAP, based on the MAC address of the UE. How this is performed is out-of-scope for 3GPP. Scenario (B) is only applicable for transparent single-connection mode with PDN Type IPv4.
In scenario B, the TWAN can obtain the overload information of the PDN GW only after the successful EAP-AKA’ procedure, it is impossible for the TWAN to instruct the AAA Server to reject the current EAP-Authentication request. So the description of the overload control mechanism for TSCM can’t work in scenario B. 
In scenario B, the attach procedure is shown in Figure 1:
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Figure 1 the attach procedure in scenario B
If TWAN receives a backoff time from PGW in step 5, it is proposed that the TWAN stores this backoff time, and rejects the DHCPv4 request by returning the DHCPNAK message. If DHCPv4 request received from the same UE and the backoff timer is still running in TWAN, the TWAN should reject such DHCP request.


	
	

	Summary of change:
	Clarify the overload control handling for TSCM layer 3 attach trigger case.

	
	

	Consequences if not approved:
	There is no overload control for TSCM layer 3 trigger case.
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* * * First Change * * * *

4.5.9.2
GTP-C overload control

GTP-C Overload Control feature is an optional feature. Nodes using GTP control plane signalling may support communication of Overload control Information in order to mitigate overload situation for the overloaded node through actions taken by the peer node(s).

This feature is supported over S2a and S2b interfaces via GTPv2 control plane protocol.

The Overload control Information may convey information regarding the node itself and/or regarding specific APN(s) status.

GTP-C Overload Control feature allows the PDN GW to send its Overload Control Information to the TWAN/ePDG.

An ePDG may apply certain restrictions towards PDN GW that have indicated overload, e.g.:

-
reject PDN connection requests from the UE (e.g. Initial Attach, UE-initiated Connectivity to Additional PDN, Attach and PDN Connectivity Request at handover to Untrusted WLAN) and locally set a back-off timer. As long as the back-off timer is running, the ePDG shall reject the subsequent PDN connection requests from the UE;

-
reduce/throttle messages towards the PDN GWs indicating overload status;

-
apply other implementation specific mechanisms, which are outside the scope of 3GPP specifications.

A TWAN may during access authentication in Transparent Single-Connection Mode, Single-Connection Mode and during WLCP procedures in Multi-Connection Mode apply certain restrictions towards PDN GW that have indicated overload, e.g.:

-
reject PDN connection requests from the UE (e.g. Initial Attach with PDN Connectivity, UE Initiated PDN connectivity request, Attach and PDN Connectivity Request at handover to Trusted WLAN) as follows:

-
for Transparent Single-Connection Mode, instructs the AAA server to reject the current EAP-Authentication request if there is a back-off timer running or locally set a back-off timer if a overload indication is received during this EAP-AKA’ procedure. For any further request for the same UE and the same SSID, as long as the back-off timer is running, the TWAN instructs the AAA server to reject the UE's request. If an overload indication is received after a successful EAP-AKA’ procedure, the TWAN locally sets a back-off timer and rejects the UE’s DHCP requests.
-
for Single-Connection Mode, reject EPC access requests from the UE with a Session Management back-off timer that instructs the UE to not request new PDN connectivity to the same APN for the indicated time.

-
for Multi-Connection Mode, reject WLCP PDN connection requests for the same APN from the UE with a Session Management back-off timer that instructs the UE to not request new PDN connectivity to the same APN for the indicated time.

-
reduce/throttle messages towards the PDN GWs indicating overload status;

-
apply other implementation specific mechanisms, which are outside the scope of 3GPP specifications.

The same concepts as described in TS 23.401 clause 4.3.7.1a.2 for PGW Overload Control apply with the TWAN/ePDG playing a similar role as the MME/SGSN.

If the UE has received a Session Management back-off timer over non-3GPP access from the TWAG, the UE shall not send any Session Management requests related to that APN to the network via WLAN as long as the Session Management back-off timer is running.

A Session Management back-off timer received over non-3GPP access has no impact on the UE behaviour in 3GPP access. A Session Management back-off time received over 3GPP access has no impact on the UE behaviour in non-3GPP access.

NOTE:
For ePDG, since a Session Management back-off timer is not provided to the UE, the UE may retry its request. This results in repeated signaling towards the ePDG before the network rejects the request from UE. Hence, it may cause the overload of the ePDG.
* * * End of Change * * * *
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