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Abstract of the contribution: The TFT handling for the default and the dedicated bearer is discussed with respect to the possibilities for ensuring valid TFTs.
Introduction

The requirements for the TFT of the default bearer have been defined by CT1 at their last meeting and the incoming LS (S2-142287/ C1-142420) informs about it. In contrast to the TFT of a dedicated bearer, which is only valid if it contains at least one packet filter for the uplink direction, there are three valid TFT states for the default bearer:

· No TFT (any traffic is allowed in up- and downlink direction)
· A TFT with downlink packet filters only (any uplink traffic is allowed while downlink traffic is restricted) 

· A TFT with uplink and downlink packet filters (traffic is restricted in up- and downlink direction)
Consequently, there is no need for ensuring the existence of an uplink packet filter for the default bearer if a TFT is set. Nevertheless, an uplink packet filter can still be assigned to the default bearer whenever a PCC rule (that is bound to the default bearer) contains an uplink SDF filter which is marked as to be signalled as TFT packet filter to the UE. 
For the TFT handling of dedicated bearers, current specifications require from the UE as well as the PCRF to provide filters in such a way that an uplink filter is always available. And if there is no meaningful uplink filter, a blocking uplink filter needs to be provided instead. This ensures that there is always an uplink SDF filter available which can then be signalled as TFT packet filter for the uplink direction to the UE. At the same time, it is however important to prevent the signalling of a blocking uplink filter as TFT packet filter for the default bearer since this would disable the transfer of uplink traffic on the default bearer unless there are further (non-blocking) uplink packet filters in the TFT. 
It should also be noted that there is already a PCEF function defined for deriving an uplink packet filter for the TFT (based on implementation specific logic) whenever a PCC rule with an application identifier (i.e. a PCC rule which identifies traffic based on DPI instead of SDF filters) is the only PCC rule that is bound to a dedicated bearer.
In consequence, there are three entities (UE, PCRF and PCEF) involved to ensure a valid TFT state for a dedicated bearer. In the following, we would like to discuss the TFT handling of the default bearer as well as possibilities for the TFT handling of dedicated bearers. 

Discussion
There are basically three possibilities to ensure a valid TFT state for a dedicated bearer while preventing the signalling of a blocking uplink filter as TFT packet filter for the default bearer.
1. The PCRF could prevent the setting of a blocking uplink SDF filter whenever a PCC rule is authorized with the QCI/ARP of the default bearer. While this sounds simple in the first place it is probably not solving all possible scenarios. If either the default bearer or a PCC rule that is bound to the default bearer gets modified (e.g. to improve the ARP for a priority service), the PCC rule would initiate a dedicated bearer establishment but an uplink filter would not be available. Hence, the PCRF would have to provide a blocking uplink filter during this process. Furthermore, a dedicated bearer establishment (with the same QCI/ARP) as the default bearer could also be required in case a TFT is assigned to the default bearer and the number of possible TFT filters (16) is exceeded.
2. The PCRF (together with the UE) is currently responsible for providing PCC rules which always contain an uplink SDF filter. This ensures that there is always at least one uplink packet filter available for the TFT generation of a dedicated bearer. However, the PCEF would have to ignore any blocking uplink SDF filters (for the generation of the TFT) whenever a PCC rule is bound to the default bearer. While this is a solution which should work in all scenarios, it probably results in having unnecessary blocking uplink filters in the PCC rules and potentially in the TFTs of dedicated bearers as well.
3. Given that the PCEF is already required to assign a blocking uplink packet filter for the TFT whenever a PCC rule with an application is the only PCC rule that is bound to a dedicated bearer, the PCEF could become responsible to ensure the existence of at least one uplink packet filter in the TFT of dedicated bearer in general, i.e. also if there are one or more PCC rules with SDF filters bound to the bearer but none of them contains an uplink SDF filter that is marked as to be signalled to the UE. Consequently, the UE as well as the PCRF would no longer be required to provide blocking uplink filters. In addition, there would be at most one blocking uplink filter per TFT of a dedicated bearer regardless of the number of PCC rules. For the default bearer, the PCEF could as well continue with the existing functionality of signalling TFT packet filters to the UE whenever SDF filters are marked for it. 
Summary

Based on the analysis above, alternative 3 is proposed for the TFT handling of default and dedicated bearers. 

CRs with necessary updates to TS 23.203, TS 23.060 and TS 23.401 are available in S2-142403, S2-142406 and S2-142408.
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