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********** First Change *********
[bookmark: _Toc100743482][bookmark: _Toc91258890]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
      [x]					EPC Tag Data standards version 1.1 Rev.1.24

[x]	<doctype> <#>[ ([up to and including]{yyyy[-mm]|V<a[.b[.c]]>}[onwards])]: "<Title>".

[bookmark: _Toc100743484]3.1	Definitions
[bookmark: OLE_LINK1][bookmark: OLE_LINK2][bookmark: OLE_LINK3][bookmark: OLE_LINK4][bookmark: OLE_LINK5]For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
Ambient IoT service availability: percentage value of the amount of time the ambient IoT service is delivering the required ambient IoT-related data within the performance requirements, divided by the amount of time the system is expected to deliver the Ambient IoT service according to the specification in the targeted service area.
Ambient IoT service latency: time elapsed between the event that triggers the determination of the ambient IoT-related data and the availability of the ambient IoT-related data at the system interface.
example: text used to clarify abstract rules by applying them literally.
[bookmark: _Toc100743485]3.2	Symbols
For the purposes of the present document, the following symbols apply:
<symbol>	<Explanation>

[bookmark: _Toc100743486]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
<ACRONYM>	<Explanation>
Ambient IoT	Ambient-power enabled IoT


********** Second Change (all text below are new) *********
5.x	Discovery of personal item in smart home
[bookmark: _Toc100743490]5.x.1	Description
Smart home takes housing as the platform and connects various devices at home through the Internet of things to build an efficient and livable system. Smart home makes use of various scenarios to make the home environment safer, more convenient and more comfortable. 
[image: ]
Figure 5.x.1-1 Use case of smart home

For a smart home application scenario, discovery of personal item becomes one of the most important applications. A lot of personal items are in home, such as keys, passports, bank cards, wallets, children’s toys, clothes etc. It is quite usual that people may forget where their items are so that they have to waste time to find them. The technology of Ambient power-enabled IoT device (a.k.a Ambient IoT device) will help to find people’s items at home much more efficiently.
Most of personal items which are easily to be lost are with a small size. For example, a key has a length of several centimeters. A passport will have a size of 8.8*12.5 centimeters. And typically, these things will be put in a storge box or a drawer. However, Ambient IoT devices can be easily attached to those small items.
This use case describes a typical example of how ambient power enabled IoT can help to improve house assert management in smart home applications.
Ambient-power enabled IoT can provide a promising way for house asset management. Ambient device uses energy harvested from heat or radio waves. Therefore, the device can work without a conventional battery and can work for a long-time duration, e.g., > 20 years. 
However, the harvested energy would be very limited. For example, only tens of micro-Walt power can be harvested if the energy is harvested from radio waves. Hence, it will put constraint on the maximum power consumption for Ambient device. The device shall work with ultra-low power consumption, e.g., less than 100uw. 
For smart home application, the typical required communication distance would be less than 10 meters. 
For home assert management application scenario, usually the device ID needs to be transmitted for discovery of personal item and the size of typical ID would be [96] bits[x] . Within a house of around 100m2, 100~500 devices need to be deployed to manage most of the important items. A data rate of 10kbps is expected.
Usually, it needs to determine the position of the Ambient IoT device for home assert management application scenario. A positioning accuracy of around 1 meter is required.
Table 5.x.1-1 Performance requirements for house asset management in smart home scenarios

	Scenario
	Ambient IoT service latency 
	Ambient IoT service availability
	Service bit rate: user-experienced data rate
	Message
Size (UL)
	Device density
	Communication range
	Service Area 
	Remark

	House asset 
management

	200ms
	99.9%
	10 kbit/s uplink
	[96] bits

	<500/100m2
	10m
	100m2
	



[bookmark: _Toc100743491]5.x.2	Pre-conditions
The Ambient device has no battery and is USIM free, it can acquire energy harvesting from radio wave provided by a RAN node or UE.
People can buy Ambient IoT device from a 3rd party and the Ambient IoT device is extremely light which can be attached to personal items such as passport, keys, and T-shirt. The Ambient IoT device need not do registration to 5G network nor perform active and periodic communication to 5G network. 
Grace has two Ambient devices and she attached the Ambient IoT device to her passportand keys respectively.
Bob is Grace’s neighbour and he has one Ambient IoT device and attached his Ambient IoT device to his T-shirt.
Grace installed an application which is used to manage her Ambient IoT devices. In particular, Grace uses the application to input her home address and correlates the each Ambient IoT device ID to the passport, keys respectively. 
Bob also uses the application to input his home address and correlates the each Ambient IoT device ID to his T-shirt.	
A CPE can be deployed in Grace’s home or a pico gNB can be deployed in the home building. 
The device can work without a battery for a long-time duration, e.g., > 20 years. 

[bookmark: _Toc355779206][bookmark: _Toc354586744][bookmark: _Toc354590103][bookmark: _Toc100743492]5.x.3	Service Flows
Case-a (when Grace at home)
When Grace stays at home, she cannot find her passport, then she uses her cellphone to ask: “where is my passport?”
Her cellphone sends radio waves to activate the Ambient IoT Device and then triggres a request to get the ID of the Ambient IoT device attached on the passport in Grace home. The Ambient IoT Device attached on the passport responds to the cellphone. Then Grace’s cellphone performs ranging/positioning service to acquire the position (described as direction/distance to the cellphone) of the passport. 
Meanwhile the Ambient IoT device on Bob’s T-shirt also receives the request but it does not respond to Grace’s cellphone.  
The application in her cellphone acquires the the ID of Ambient IoT device attached on the passport and the position of the passport. The cellphone tells Grace the position of her passport. 

Case-b (when Grace is out of home and gNB is used to communicate with the Ambient IoT devices))
When Grace goes to the office, she cannot find her keys and she is not sure whether her keys have been left at home. Therefore, Grace uses the application in her cellphone to ask: “whether my key is in home?” 
The application in her cellphone request 5G network to collect the Ambient IoT device ID in Grace’s home. The pico gNB deployed in the building sends radio waves to activate the Ambient IoT Device and sends request to the Ambient IoT Device to report their IDs.
When receiving the request from 5G network, Grace’s Ambient IoT Device attached on the key responds to the 5G network. 
Meanwhile the Ambient IoT device on Bob’s T-shirt also receives the request but it does not respond to the 5G network.  
The 5G network responds to the application with the ID of the Ambient IoT device attached on the key. Then the application in her cellphone tells Grace “Your keys is in your home.”
Case-c (when Grace is out of home and CPE is used to communicate with the Ambient IoT devices)
When Grace goes to the office, she cannot find her keys and she is not sure whether her keys have been left at home. Therefore, Grace uses the application in her cellphone to ask: “whether my key is in home?” 
The application in her cellphone sends the request to the 5G network. Then, the 5G network request the CPE deployed in Grace’s home to collect the ID of the Ambient IoT device in Grace’s home. After receving the request from 5G network, the CPE send radio waves to activate the Ambient IoT Device and sends request to the Ambient IoT Device to report their IDs.
When receiving the request from the CPE, Grace’s Ambient IoT Device attached on the key responds to the CPE. Then the CPE responds to the 5G network.
Meanwhile the Ambient IoT device on Bob’s T-shirt also receives the request but it does not respond to the CPE in Grace’s home.  
The 5G network responds to the application with the ID of Ambient IoT device attached on the key. Then the application in her cellphone tells Grace “Your keys is in your home.”

[bookmark: _Toc355779207][bookmark: _Toc354586745][bookmark: _Toc354590104][bookmark: _Toc100743493]5.x.4	Post-conditions
Grace can find where her passport is when she is at home;
Grace can check whether her keys is left at home;
The infrormation of Bob (Grace’s neighbour)’s T-shirt will not be collected. 
[bookmark: _Toc355779209][bookmark: _Toc354586747][bookmark: _Toc354590106][bookmark: _Toc100743494]5.x.5	Existing features partly or fully covering the use case functionality
In TS22.261 clause 6.37 and 7.9, the functionality and KPI requirement of ranging service has been defined which can be reused to let UE get the ranging information of Ambient IoT device;

[bookmark: _Toc100743495]5.x.6	Potential New Requirements needed to support the use case
Functionality Requirements:
[P.R.5.x.6-001] The 5G system shall be able to support an Ambient IoT devices which is battery-less and has power consumption constraint (i.e., less than 100uw) to access 5G network.
[P.R.5.x.6-002] The 5G system shall support collecting the information from Ambient IoT devices based on 3rd party request. And 5G system shall support providing the collected Ambient IoT information to 3rd party.
NOTE 1: The Ambient IoT device is USIM free and the information includes Ambient IoT device ID and ranging result. 
NOTE 2: The request from 3rd party can include the requested Ambient IoT Device, the requested service area to find the Ambient IoT device, the requested information of a Ambient IoT device such as position.
[P.R.5.x.6-003] The 5G system shall support RAN node and/or UE to provide wireless power sourcing to Ambient IoT device and to collect information from Ambient IoT device.
[P.R.5.x.6-004] The 5G system shall support Ambient power-enabled IoT service using unlicensed as well as licensed spectrum.
[P.R.5.x.6-005] The 5G system shall support requesting an information collection from a specific Ambient IoT device while avoiding other irrelevant Ambient AIoT devices to be exposed. 
[P.R.5.x.6-006] The 5G system shall support the security mechanism to enable the Ambient IoT device to authenticate the information collection request sent by network/UE and enable the network to authenticate Ambient AIoT devices. 
[P.R.5.x.6-007] The 5G system shall support ranging/positioning a Ambient IoT device with positioning accuracy of 1 meter and ranging distance of 10 meters.
Table 5.x.6-1  Performance requirements for house asset management in smart home scenarios
	Scenario
	Ambient IoT service latency 
	Ambient IoT service availability
	Service bit rate: user-experienced data rate
	Message
Size (UL)
	Device density
	Communication range
	Service Area 
	Remark

	House asset 
management

	200ms
	99.9%
	10 kbit/s uplink
	[96] bits

	<500/100m2
	10m
	100m2
	




*******************End of Change*****************
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