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****START OF CHANGES****

26a.2
Requirements
26a.2.1
User Identifiers and user authentication

The 3GPP system shall be able to provide User Identities with related User Identifiers for a user.

The User Identifier shall be independent of existing identifiers relating to subscription or device (e.g. IMSI, MSISDN, IMPI, IMPU, SUPI, GPSI, IMEI) and of other User Identifiers.
The User Identifier may be provided by some entity within the operator’s network or by a 3rd party.
The 3GPP system shall support secure provisioning of credentials via an PIN Element with Gateway Capabilities to a PIN Element,  whose User Identifier has been linked with the 3GPP subscription of the PIN Element with Gateway Capabilities. 
The 3GPP system shall support to interwork with a 3rd party network entity for authentication of the User Identity.
The 3GPP system shall support to perform authentication of a User Identity regardless of the user's access, the user's UE and its HPLMN as well as the provider of the User Identifier.

The 3GPP network shall be able to provide a User Identifier for a non-3GPP device that is connected to the network via a UE that acts as a gateway.

The 3GPP network shall support to perform authentication of a User Identity used by devices that are connected via a UE that acts as a gateway.

The 3GPP system shall be able to take User Identity specific service settings and parameters into account when delivering a service.

A subscriber shall be able to link and unlink one or more user Identities with his 3GPP subscription.

The 3GPP system shall support user authentication with User Identifiers from devices that connect via the internet; the 3GPP system shall support secure provisioning of credentials to those devices to enable them to access the network and its services according to the 3GPP subscription that has been linked with the User Identity.

The 3GPP system shall be able to assess the level of confidence in the User Identity by taking into account information regarding the used mechanism for obtaining that User Identity (e.g. algorithms, key-length, time since last authentication), information from the network (e.g. UE or device in use, access technology, location).

The operator and the subscriber shall be able to restrict the number of simultaneously active User Identifiers per UE.

****END OF CHANGES****

