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	Reason for change:
	There are some requirements referring to efficient bulk operation for IoT devices in TS 22.261, as listed below:

The 5G network shall optimize the resource use of the control plane and/or user plane to support high connection density (e.g., 1 million connections per square kilometre) of grouped UEs.

The 5G network shall optimize the resource use of the control plane and/or user plane to manage (e.g., provide service parameters, activate, deactivate) groups of UEs.

The 5G network shall support a resource efficient mechanism for authenticating groups of IoT devices.

However, these requirements originally aim to provide effiecient ‘bulk operation’ rather than ‘group operation’ for IoT devices.It is not related to the ‘group’ type activities (e.g. group management and group communication). The terms “grouped UEs/groups of UE/groups of IoT devices” bring confusion to downstream WGs and thus need to be corrected. 
In addition, these multiple IoT devices/UEs operated or managed in bulk are required to share common criteria (e.g., belonging to the same owner). This point needs to be clarified. 

	
	

	Summary of change:
	1.    Remove the vague terms “grouped UEs/groups of UE/groups of IoT devices” in above requirements and propose clarifications. 
2.    Clarify that the IoT devices/UEs operated in bulk are required to share common criteria. 

	
	

	Consequences if not approved:
	May cause misunderstandings for downstream WGs.
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	Other comments:
	


----------------------------------------------------- Start of 1st change -----------------------------------------------------------
6.4.2.2
Efficient bulk operations for IoT
The 5G network shall optimize the resource use of the control plane and/or user plane to support bulk operation for high connection density (e.g., 1 million connections per square kilometre) of multiple UEs.

The 5G network shall optimize the resource use of the control plane and/or user plane to manage (e.g., provide service parameters, activate, deactivate) multiple UEs in bulk.

The 5G system shall support a timely, efficient, and/or reliable mechanism to transmit the same information to multiple UEs.
NOTE: 
The multiple UEs operated or managed in bulk share common criteria, e.g., associated with same user.
----------------------------------------------------- Start of 2nd change -----------------------------------------------------------
8.3
Authentication

The 5G network shall support a resource efficient mechanism for authenticating multiple IoT devices in bulk.
NOTE 1: 
The multiple IoT devices authenticated in bulk share common criteria, e.g., associated with same user.
The 5G system shall support an efficient means to authenticate a user to an IoT device (e.g., biometrics).
The 5G system shall be able to support authentication over a non-3GPP access technology using 3GPP credentials.
The 5G system shall support operator controlled alternative authentication methods (i.e., alternative to AKA) with different types of credentials for network access for IoT devices in isolated deployment scenarios (e.g., for industrial automation). 
The 5G system shall support a suitable framework (e.g., EAP) allowing alternative (e.g., to AKA) authentication methods with non-3GPP identities and credentials to be used for UE network access authentication in non-public networks.
NOTE 2:
Non-public networks can use 3GPP authentication methods, identities, and credentials for a UE to access network but are also allowed to utilize non-AKA based authentication methods such as provided by the EAP framework.
Subject to an agreement between an MNO and a 3rd party, the 5G system shall support a mechanism for the PLMN to authenticate and authorize UEs for access to both a hosted non-public network and private slice(s) of the PLMN associated with the hosted non-public network.
The 5G network shall support a 3GPP supported mechanism to authenticate legacy non-3GPP devices for 5G LAN-VN access.
------------------------------------------------------- End of change -------------------------------------------------------------------
