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RAN2 have considered a proposed “Solution 1” as described in [2] for control of Unattended/Bacground Data:

…when RAN RRC signalling is congested, RAN broadcast a single congestion bit/Background Data Restriction (BDR) bit to the UE. The bit is passed to OS to initiate the background data restriction.

RAN2 in LS S1-160230 have asked SA1 to clarify the scope of the SA1 requirement as it would apply to the control of Unattended/Background Traffic.  Specifically RAN2 asked SA1 to comment on the following:

1) The intended scope of the “system” in the cited requirement from TS 22.101, and whether the requirement would be met by Solution 1 depending on traffic handling in the operating system of the UE.

2)  Whether the proposed EAB- and/or ACDC-based solutions from [3] can meet the SA1 requirement.
This document proposes the SA1 response to RAN2 questions.

Dicussion
R2-154033 “Restricting Unattended/Background Data Traffic” [1] explains the necessity, motivation and the requirements for a mechanism to block the unattended data traffic in events/stadium/disasters scenarios (see excerpt below).

“The main motivation was to mitigate the RRC signaling congestion caused by the “chattiness” of the background traffic due to the introduction of multitasking UE operating systems, most of today’s smartphone applications, particularly social-media, cloud and notification services making frequent network connections involving small amounts of data. This always-connected nature results in network “chattiness” that may occur when a user actively interacts with an application, but is primarily performed by the application when no direct user interaction is being carried out.  This is sometimes referred to as unattended data traffic, or more commonly known as background data”

The discussion paper also noted the SA1 agreed requirement in Rel. 13 as stated in TS22.101, Section 27.5:

The system shall be able to apply different handling (e.g. be able to prohibit or delay) all or a particular selection of IP bearer service requests depending on whether a service request is for Unattended Data Traffic or Attended Data Traffic.

where Unattended Data Traffic is defined in as data traffic of which the user is unaware he/she initiated, e.g. based on the screen/keypad lock being activated, length of time since the UE last received any input from the user, or known type of applications, while Attended Data Traffic is defined as data traffic of which the user is aware he/she initiated , e.g. based on the screen/keypad lock being deactivated, length of time since the UE last received any input from the user, or known type of application. In general, unattended data traffic is considered less important than the attended data traffic. 

As stated in the discussion paper, the differentiation of attended/unattended data traffic is solely based on OS.

Conclusion
It is proposed that SA1 provides the following response:

The system in the cited requirements comprises any one or more of the following: User Equipment, Radio Access Network, Core Network.

SA1 is not capable of determining if Solution 1 is the best or only solution, but SA1 agree that this mechanism would – when coupled with a predictable UE or HLOS response – satisfy the requirement. 

SA1 can also note that neither EAB nor ACDC solutions fulfil the cited requirement. 
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