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Abstract: This contribution discusses modifications to section 4.1 “Communication via MTC gateway” in S1-102286. Also, it proposes a requirement related to the capillary network devices
1. Introduction

The text in section 4.1 “Communication via MTC gateway” was included in S1-102286 after discussion during the last SA1 #51 meeting held in Seoul, South Korea. The intention of this contribution is to discuss modifications to section 4.1. Also, it proposes requirement based on section 4.1.2 for the communication via MTC gateway scenario.

2. Proposal

4.1.2
Scenario and Use-Case 2

In this scenario, depicted in Figure 4-x2, some or all of the devices in the MTC Capillary Network have 3GPP mobile communication capability (i.e. MTC Devices) and some of the devices do not have 3GPP mobile communication capability, i.e. they are Local-Access Device. They are all connected to the operator network via MTC Gateway Device. 

For example, a vending machine communicating with MTC Server independently at first, may communicate with the MTC Server via the MTC Gateway Device, using local connectivity technologies such as Zigbee, Bluetooth, etc, to reduce network resources when it moves within the MTC Capillary network. The MTC Gateway Device may act as an agent for this vending machine and other devices already connected to it that do not have 3GPP mobile communication capability and perform procedures such as registration, management, monitoring, triggering and provisioning on behalf of these devices.

In this case, many services can be provided by MTC Gateway Device directly, instead of MTC Device communicating with MTC Server (e.g. at the airport, such services as information inquiry, location service, entertainment service can be provided by MTC Gateway Device directly). The benefit is that the network can reduce congestion possibilities.. MTC devices and/or local-access devices forming the capillary network might join and leave over the period of time. 
One example use case is metering devices.  In this use case usually the metering devices are monitored and controlled by a centralized server. Server/user often needs to poll the metering devices when it needs measurement data instead of metering devices periodically sending the data to the server. For this the MTC server needs to know metering device details such as device identifier and Capillary gateway device to which particular metering device is attached to.
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Figure 4.1.2-2: MTC Gateway Device Communication Scenario 2
Proposal:

It is proposed that the modifications as discussed in section 4.1.2 above be included in MTC gateway communication scenario. Also, it is proposed that following requirement is included in the “possible requirement” section:

“MTC server/network may maintain and update capillary network member devices information for any control, monitoring, management and optimization purposes.” 
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