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Introduction
The integration of Single Sign-On frameworks with 3GPP resources, mechanisms and services is essential for the operator to become the preferred Identity Provider in the expanding web service ecosystem.   

This contribution provides a skeleton document for TR 22.895: Study on Service Aspects of integration of Single Sign-On (SSO) frameworks with 3GPP operator controlled resources and mechanisms. 

The SID for SSO was accepted for Release 11 at SA 49 in September 2010.   To facilitate the progression of this TR, the following framework is provided.

Conclusion
It is recommended that the following text be adopted as a starting point for the development of TR 22.895.



_________________


[bookmark: page1]3GPP TR 22.895 V11.0.1 (2010-11)
Technical Specification
3rd Generation Partnership Project;
Technical Specification Group Services and System Aspects;
Study on Service aspects of integration of Single Sign-On (SSO) frameworks with 3GPP operator-controlled resources and mechanisms 
(Release 11)
[image: LTE Freeze Completed]	[image: 3GPP-logo-TM2]
The present document has been developed within the 3rd Generation Partnership Project (3GPP TM) and may be further elaborated for the purposes of 3GPP.	 
The present document has not been subject to any approval process by the 3GPP Organizational Partners and shall not be implemented.	 
This Specification is provided for future development work within 3GPP only. The Organizational Partners accept no liability for any use of this Specification.
Specifications and reports for implementation of the 3GPP TM system should be obtained via the 3GPP Organizational Partners' Publications Offices.
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Foreword
This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).
The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:
Version x.y.z
where:
x	the first digit:
1	presented to TSG for information;
2	presented to TSG for approval;
3	or greater indicates TSG approved document under change control.
y	the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.
z	the third digit is incremented when editorial only changes have been incorporated in the document.
Introduction
To ensure competitiveness in a longer time frame an evolution of the overall 3GPP system needs to be considered.
This document investigates the functionality and requirements needed to integrate Single Sign-On(SSO) and identity management capabilities within the 3GPP network and their corresponding offered services.   The Single Sign-On(SSO) feature enables a 3GPP operator to become an Identity provider and leverage existing 3GPP services and authentication mechanisms to grant access to 3rd party Web services located outside the operator’s domain without additional user intervention.   
The Single Sign-On(SSO) framework is characterized by: 
- 	Positioning the operator as the Preferred Identity Provider 
- 	Executing User Authentication of 3rd Party Web Services using 3GPP authentication mechanisms and infrastructure
- 	Providing reliable and robust secure credential handling 
- 	Cost efficient deployment and operation
-	Delivering convenience and ease of use for the consumer accessing web based services (on a mobile device)


1	Scope
The present document describes the service aspects and requirements for the Single Sign-On(SSO) service. 
2	References
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3.1	Definitions
3.2	Abbreviations
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4.1	Objectives 
5	High-level requirements – user and operational aspects
5.1		Requirements for SSO integration with GBA
5.2 	Requirements for SSO integration with AKA
5.3	Requirements for SSO integration with IMS (Sip Digest)
6	Provisioning and Management 
6.1   	Application Provisioning
7		Security and privacy
7.1	General
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8	Charging Aspects

9	Use Cases for Single Sign-On(SSO)
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