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Introduction:

At SA1#42 the UAPSEC TR 22.984 was updated with useful text covering the evolution of unathenticated emergency calls and some scenario discussion information.  At the time, concerns were raised regarding some of the statements and Alcatel-Lucent were invited to provide contribution to implement and discuss these issues.  This document achieves that and provides the fine tuning required to further enhance the TR in section 4.2 .
Proposal:

Changes to Section 4.1.2 & 4.2.1 to improve the statements and build on the facts given,  adding to the usefulness and accuracy.  The original new text changes provided at SA1#42 have been accepted and marked up in this proposal.
4
Usage Scenarios and Frame Conditions
4.1
Classical unauthenticated CS based emergency call

Traditional mobile CS networks support unauthenticated emergency calls. As a network option this mechanism can be switched off.
4.1.1
Intended usage scenario for UACSEC
This type of emergency call will be selected by the terminal equipment in several cases, for example:
- when there is no SIM or UICC inserted in the terminal

- when the SIM or UICC is not valid e.g. when:


- Subscription is expired


- There is no roaming agreement between the Home PLMN and the visited PLMN

The reason for implementing support for unauthenticated CS emergency calls can be better understood when looking at the situation of and expectations on GSM networks when they were designed and deployed in the late 1980s.
The radio coverage in the early days of GSM networks was very limited especially during the ramp up of the networks, and national roaming in many of the countries was - and still is - not allowed by regulation. Thus, for the case when there was no coverage of the HPLMN at one location the terminal is allowed to use one of the PLMNs present even if there is no roaming agreement, to set up an unauthenticated CS emergency call. Furthermore, phones and subscriptions at that time were expensive so one usage scenario the designers and regulators had in mind was to allow the use of a phone without a SIM card e.g. stored in the car's glove box for emergency calling. 

4.1.2
Usage of UACSEC
Soon after GSM networks were up and running it was recognised that the UACSEC mechanism was used in a way it was not intended for. For example, checking the function of a mobile phone without a SIM/UICC can easily be done by initiating an UACSEC.  This caused several countries to switch off the UACSEC mechanisms soon after the start of the networks. In countries still allowing UACSEC a large percentage of  emergency calls received by the PSAPs are "rogue" UACSEC-.  However, several countries value the ability to place emergency calls without a subscription and are willing to tolerate the abuse in order to provide access to the emergency services.

Due to the unauthenticated and thus anonymous nature of this call it is difficult if not impossible to initiate a call back to the caller from the PSAP. On the other hand, the IMEI is available to the network so there is some degree of traceability and filtering available for UACSEC.
The idea of an emergency phone has proven to be of limited benefit.
One benefit UACSEC still adds is in areas of fringe radio coverage, when national roaming is not allowed, the terminal then can make use of another PLMN, if available.
4.2
PS based unauthenticated emergency call

4.2.1
Usage scenario for UAPSEC
 The PS environment may be different than that of CS.  In the beginning of PS based communication there will be CS based networks around to support unauthenticated emergency calls using the mechanisms described in the chapters above.  This also applies for countries where no 3GPP CS based access technology is available, usually the phone will be a dual mode phone and can handle such request in a similar manner. The usage of single mode terminals  only makes sense when sufficient coverage is given, see below or for example with a data card for a laptop.
For CS and PS capable devices, the only scenarios when UAPSEC adds benefit is when there will be PS-only networks and no CS based networks as fall-back around anymore or when a roaming device with a supported PS technology but not a supported CS technology. 
At that time when there will be only PS networks, more or even all people will own at least one, thus the requirement from that to support UAPSEC is not justified. Furthermore, when networks will migrate from CS infrastructure to PS only infrastructure the dependency of subscribers on the radio coverage will be that high that operators will have to provide better or at least equal to the CS network radio coverage otherwise the subscribers will not go for PS-only networks. Thus the point of fringe radio coverage will be of low relevance in PS-only scenario.
The scenario when the PS-only HPLMN network has no coverage at a certain location but another PS-only PLMN has and there is no roaming agreement between these networks does not necessarily require real unauthenticated mechanisms to be used. The terminal has got a valid and unique identity that could be used for setting up an emergency call if the PLMN allows national roaming in case of emergency call, this would also greatly facilitate call-back and identification of the caller. For the PLMN to allow this, however,  limited roaming mechanisms need to be put in place where the HPLMN can authenticate the UE identity for emergency call purposes. 
For the use cases described above, where the terminal only has PS coverage, some operators believe current regulatory requirements are applicable to PS networks as well and therefore are obliged to support PS mode UAPSEC.  For example, regarding the US Code of Federal Regulation (47 CFR § 20 are the regulations for commercial mobile radio services) with respect to emergency calls from unauthorized handset users/non-subscribers, the Commission’s rules require wireless carriers to forward all emergency calls to public safety answering points ("PSAPs"), including calls from non-subscribers, this assumes the caller’s phone uses an RF protocol that is compliant with the serving carrier’s.  There is no exception to this requirement for PS technologies.  At the same time, the Commission’s rules in 47 CFR § 20.18(d)(2) recognize that a wireless carrier may not be able to provide a non-subscriber’s call back information to PSAPs, since the carrier may not have access to the non-subscriber’s phone number.
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