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Abstract of the contribution: 

This document proposes to include new requirements to allow an operator to optionally use an xSIM on UICC to customize H(e)NB in order to identify and authenticate the party hosting H(e)NB towards the mobile network operator. The party hosting the H(e)NB have a contract with the PLMN operator.
1. Discussion
3GPP SA3 has defined the Hosting Party Module as "a physical entity distinct from the H(e)NB physical equipment, dedicated to the identification and authentication of the Hosting Party towards the MNO. The HPM is bound to the Hosting Party and provided by the MNO to the Hosting Party. HPM is removable from the H(e)NB and, in particular, it should be possible for a Hosting Party to change the H(e)NB device by inserting the HPM in the new H(e)NB" [extracted from TR 33.820]. 
The UICC - which is a tamper resistance device, well known by the operator and with proven security - is the perfect candidate to realize the Hosting Party Module. This will allow to re-use to a large extent existing operator infrastructure and business process.
Additionally, hosting the operator and customer specific functions and information in the UICC (e.g. credentials, bootstrapping configuration) allows the design of generic H(e)NB that can be used across multiple operators. This separation will allow the development of an open distribution model offering a greater selection of H(e)NB for customers and operators alike. The operator or customer will have the choice to select from a selection of different type-approved H(e)NB from a variety of different vendors. Furthermore, the UICC brings a clear liability separation model.

The integration of a UICC in a generic H(e)NB allows sufficiently large volumes to expend economies of scale. It will ease deployments, simplify upgrades, and enhance customer care.
Convenience and ease-of-use are crucial for H(e)NB. The UICC can be used as the basis for the development of an autonomous bootstrapping mechanism which allows the H(e)NB to discover and register to the home network. User would only have to Plug the UICC into the H(e)NB and the H(e)NB to the internet to deploy the service.
************ START OF 1st CHANGE ************

3.1
Definitions

[…]

Hosting party: the party hosting the H(e)NB and having a contract with the PLMN operator.

************ START OF 2d CHANGE ************

5.x
UICC, HSIM and H(e)NB 

It shall be possible for the home network to uniquely identify and authenticate the H(e)NB hosting party by using a UICC-based application, called hereafter HSIM (Hosting party SIM).

NOTE: 
The HSIM may be the USIM application. In addition, in case it is desirable to improve the level of security or to add new security mechanisms for accessing the mobile operator’s core network compared to the one provided in Rel-8, a revised/upgraded application on the UICC may be required.

The HSIM shall have a unique identity and shall be associated with one and only one home environment.
The HSIM shall be used to provide security features. 
The HSIM shall reside on a UICC. The characteristics including physical formats of a UICC are defined in TS 31.101 [xx].
HSIM specific information shall be protected against unauthorised access or alteration.

It shall be possible to update HSIM specific information via the link with the operator network, in a secure manner.
It shall be possible to use the HSIM to allow the H(e)NB to automatically discovery the home operator’s remote management system.
