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Introduction
The purpose of this contribution is to propose to add requirements related to the active mode mobility management to the SA1 SAE Technical Specification. We believe it is good to review the current AIPN and SAE requirements and reinforce/clarify them. 
Note: This contribution is related to S2-063179
Discussion
The source operators have studied the requirements of the active mode mobility management for both intra & inter access system mobility, and agreed that the requirements listed below are critical for operators. We believe that these requirements need to be considered when mobility management requirements are studied.
Operator’s requirements for active mode mobility managements  
Requirements fully/partially covered in the SA1 SAE TS 22.278
The operator’s requirement described in this section is basically described in SA1’s SAE TS22.278, but we believe it is beneficial to document these requirements in an actual TS (rather than a TR that will not be maintained in the future). Each item consists of agreed requirements among source operators, requirement background, current requirement in SAE TS 22.278 and proposed change, if required.
Operator’s requirement1)

It shall be possible to reuse of existing 3GPP roaming agreement
(Requirement Background)
SAE should support legacy 3G roaming interface in order to support roaming between SAE and legacy 3G network. This requirement is already covered in SAE TS 22.278.
<Current text in SAE TS 22.278>
5.1
SAE services
The evolved 3GPP system shall provide functionality as appropriate to support roaming on other networks i.e other evolved architecture networks, Rel-7 and earlier 3GPP systems.
Operator’s requirement2)
IP version independent mechanism facilitating and enabling migration to IPv6 with minimum network/terminal impacts 
(Requirement Background)

 “minimum impacts on network/terminal” is important aspects for operators. And the current requirements do not cover this point.
<Current text in SAE TS 22.278>
6.1.2
Ability to effectively handle a variety of different types of IP traffic
The evolved 3GPP system shall support both IPv4 and IPv6 connectivity. Interworking between IPv4 and IPv6 terminals, servers and access systems shall be possible. Mobility between access systems supporting different IP versions shall be supported.
<Proposed text in SAE TS 22.278>
6.1.2
Ability to effectively handle a variety of different types of IP traffic
The evolved 3GPP system shall support both IPv4 and IPv6 connectivity. Interworking between IPv4 and IPv6 terminals, servers and access systems shall be possible. Mobility between access systems supporting different IP versions shall be supported with minimum network/terminal impacts.
Operator’s requirement3)

Efficient resources usage, especially radio resources in relation to licensed spectrum, to effectively increase wireless capacity through all operating environment, e.g. indoor, outdoor, rural etc.
(Requirement Background) 
Operators consider that efficient resources usage, especially radio resource usage, should be achieved through both signaling and transport optimization. We believe it is better to describe these aspects explicitly.
<Current text in SAE TS 22.278>
5.1
SAE services
The evolved 3GPP system shall provide efficient usage of system resources.
<Proposed text for SAE TS 22.278>
5.1
SAE services
The evolved 3GPP system shall provide efficient usage of system resources, especially of radio resources through both signalling and transport optimization.
Requirements fully/partially covered in AIPN TS
The operator’s requirement described in this section is basically described in AIPN TS, but not described in SAE TS 22.278 yet. We believe it is important to document the requirements in the SA1 SAE TS.
Each item consists of agreed requirements among source operators, requirement background, current architectural requirement in AIPN TS and proposed change to SA 1’s SAE TS. 
Operator’s requirement4)
Provide location hiding capabilities without increasing system complexity
(Requirement Background)

From the operator points of view, it is desirable that, when required by a user, the user’s location related information, such as IP address and attached VPLMN should not be shown to the correspondent party at the time of user-to-user communication. This requirement is already covered in AIPN TS.
<Current text in AIPN TS>

11.2.1
Location privacy
It shall be possible to provide no disclosure, at any level of granularity, of location, location-related information, or information from which a user’s location can be determined, to unauthorised parties, including another party on a communication.
<Proposed text for SAE TS 22.278>

It is proposed to add the above text to section 11 ”security and privacy”  in SA1’s SAE TS.
Operator’s requirement5)
Seamless Mobility should be provided within, and across access systems, in order to enable seamless user experience for all services including real time communications (e.g. VoIP).
This means e.g.
· Minimize/avoid packet loss in order to enable real-time gaming and to avoid TCP time-outs
· Interruption times for voice service shall be <300ms in all cases 
(Requirement Background) 
Source operators have agreed that Seamless Mobility should be provided regardless of the type of access systems. And we believe it is better to describe the background and purpose of the requirements more detail.
<Current Text in AIPN TS>
7
Multi-access and seamless mobility
The AIPN shall be capable of providing seamless terminal mobility within and across access systems. The user shall experience no disruption in the service due to terminal mobility.
<Proposed Text for SAE TS 22.278>
7.1
 Mobility Management
The SAE shall be capable of providing seamless terminal mobility within and across access systems. The user shall experience no disruption in the service (e.g.VoIP) due to terminal mobility. The Packet loss should be minimized/avoided as much as possible in order to enable, for example, real-time gaming and to avoid TCP time-outs. The interruption times for voice service shouldl be minimized. It is desirable to keep it less than 300ms in all cases.
Operator’s requirement6)

Ability to efficiently handle and route IP traffic, especially in roaming case (i.e. enable local breakout for roaming but always route traffic according to policy rules from the home network).
(Requirement Background) 
Efficient handling and routing IP traffic (i.e. optimal routing) is critical requirement for operators and it is described in AIPN. However, in roaming case, it is not clear when local breakout is permitted. Local breakout should be executed when the home network permits that. Also, in non-roaming cases, the optimal should be achieved as much as possible.
<Current Text in AIPN TS>
4
General description
The routing of IP traffic, especially user-to-user traffic, shall be optimized. If possible, the routing of user-to-group traffic shall also be optimized. Multicast should be applicable for user-to-group traffic models.
<Proposed Text for SAE TS 22.278>
7.1
 Mobility Management
The routing of IP traffic, especially user-to-user traffic, shall be optimized in both roaming and non-roaming cases. In the roaming case, local breakout (i.e. optimal routing) is applied when the home operator permits it. If possible, the routing of user-to-group traffic shall also be optimized. Multicast should be applicable for user-to-group traffic models.
Note: Operator’s requirement 7 and 8 refer to the same text in the AIPN TS.

Operator’s requirement7)

The mobility management between core network entities should be independent from access specific and transport technologies. 

(Requirement Background) The type of access systems are assumed to be increased more and more. If the access independent and common intra- and inter system mobility management is applied in SAE, the operator does not need to add the mobility management for a new type of access systems and simple network management is also achievable. This requirement is already covered in AIPN TS.
Operator’s requirement7)

Common intra- and inter- system mobility management for cost efficiency
(Requirement Background)The source operators believe that common intra- and inter- system mobility management between LTE and 3GPP WLAN 3GPP IP access systems helps to reduce the cost of purchasing, operating and maintenance. This requirement is already covered in AIPN TS.
<Current Text in AIPN TS>
4
General description
The AIPN is a common IP-based network that provides IP-based network control and IP transport across and within multiple access systems. This includes the provision of IP-based mobility control of the high quality appropriate for cellular networks (i.e. no degradation in performance compared to other cellular mobility mechanisms) that is not dependent upon specific access or transport technologies, or IP version.
<Proposed Text for SAE TS 22.278>
7.1
 Mobility Management
The SAE is a common IP-based network that provides IP-based network control and IP transport across and within multiple access systems. This includes the provision of IP-based mobility control of the high quality appropriate for cellular networks (i.e. no degradation in performance compared to other cellular mobility mechanisms) that is not dependent upon specific access or transport technologies, or IP version. 

Operator’s requirement9)

Mobility management shall ensure / support

· Integrity of mobility decision to prevent denial of service or service theft

· Access gateway is not directly addressable by the UE
· Secure placement of ciphering function 
(Requirement Background) 
Security level shall be kept high as much as possible while paying attention to costs. Security level shall not be degraded due to the applied mobility management.
<Current Text in AIPN TS>
11.1
Security requirements
- Security mechanisms shall be applicable across and between networks. The AIPN shall provide hiding of internal network elements.
<Proposed Text for SAE TS 22.278>

11. Security and Privacy

- Security mechanisms shall be applicable across and between networks. The SAE shall provide hiding of internal network elements from the UE.

7.1 Mobility Management
- The enhanced mobility management.shall employ security mechanisms which maintain or improve security levels.
Conclusion
If the discussion above is agreed, the key requirements for active mode mobility management are added to SAE TR 
Proposal
<<Proposed 1st Change>>
5.1 SAE services
…
-The evolved 3GPP system shall provide efficient usage of system resources, especially of radio resources through both signalling and transport optimization.
…
<<End of the 1st Proposed Change>>
<<Proposed 2nd Change>>
6.1.2 Ability to effectively handle a variety of different types of IP traffic
…
-The evolved 3GPP system shall support both IPv4 and IPv6 connectivity. Interworking between IPv4 and IPv6 terminals, servers and access systems shall be possible. Mobility between access systems supporting different IP versions shall be supported with minimum network/terminal impacts.
…
<<End of the 2nd Proposed Change>>
<<Proposed 3rd Change>>
7.1
 Mobility Management

· The SAE shall be capable of providing seamless terminal mobility within and across access systems. The user shall experience no disruption in the service (e.g.VoIP) due to terminal mobility. The Packet loss is minimized/avoided as much as possible in order to enable, for example, real-time gaming and to avoid TCP time-outs. The interruption times for voice service should be minimized. It is desirable to keep it less than 300ms in all cases.
· The routing of IP traffic, especially user-to-user traffic, shall be optimized in both roaming and non-roaming cases. In the roaming case, local breakout (i.e. optimal routing) is applied when the home operator permits it. If possible, the routing of user-to-group traffic shall also be optimized. Multicast should be applicable for user-to-group traffic models.
· The SAE is a common IP-based network that provides IP-based network control and IP transport across and within multiple access systems. This includes the provision of IP-based mobility control of the high quality appropriate for cellular networks (i.e. no degradation in performance compared to other cellular mobility mechanisms) that is not dependent upon specific access or transport technologies, or IP version.
· The enhanced mobility management shall employ security mechanisms which maintain or improve security levels.
<<End of the 3rd Proposed Change>>
<<Proposed 4th Change>>
11 Security and privacy
· If required by a user, it shall be possible to provide no disclosure, at any level of granularity, of location, location-related information, or information from which a user’s location can be determined, to unauthorised parties, including another party on a communication.
· Security mechanisms shall be applicable across and between networks. The SAE shall provide hiding of internal network elements from the UE.
<<End of the 4th Proposed Change>>
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