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Following a review of the current draft TS text we have identified a number of changes to section 6, mainly editorial, that we believe will improve this stage 1 (draft) specification.
Proposed changes:

1st Change
6
Basic capabilities 

6.1
Support of IP traffic

6.1.1
Support of increased IP traffic demand

The evolved 3GPP system shall be able to provide guaranteed QoS for services and use the resources of the evolved 3GPP system with high efficiency i.e. ensure that quality conditions for a particular communication are fulfilled without deterioration between the communicating end-points. 

6.1.2
Ability to effectively handle a variety of different types of IP traffic

The evolved 3GPP system shall support both IPv4 and IPv6 connectivity. Interworking between IPv4 and IPv6 terminals, servers and access systems shall be possible. Mobility between access systems supporting different IP versions shall be supported. When a UE that supports both IPv4 and IPv6 is handed over to an access system that supports only one IP version then, to facilitate seamless continuity, it shall be possible for the UE to establish a simultaneous IP session, via the target access RAT, if this IP version is different to that being currently used. 
Or

Seamless continuity of subscriber IP sessions shall be supported in UE handovers from one IP access network to another IP access network, regardless of whether the new IP access network supports the same version of IP as the old IP access network.
The evolved 3GPP system shall be able to handle user-to-server traffic, user-to-user traffic and user-to-group traffic. 

The evolved 3GPP system shall be able to handle different types of IP traffic, such as real-time (e.g. VoIP), non-real time traffic (e.g. Web browsing), and mission critical traffic (e.g. M-Commerce). 
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Figure 1: Traffic models of omnipresent services

6.1.3
IP address support

The evolved system shall have the ability to support both private and public IPv4 and IPv6 addresses. User device IP addresses should normally be allocated dynamically by the network operator and managed without user intervention. For business critical applications, and for firewall configuration simplification purposes, it shall be possible for a user to request a static IP address; the static address shall be assigned by either the network operator or provided by the user. Details of an assigned static IP address shall be maintained with the subscriber’s records in the HLR/HSS. 
6.1.4
Support of basic IP connectivity

Following registration on the network, the evolved 3GPP system shall maintain an IP session with the UE. By so doing it shall be possible for the UE to periodically send Presence and other information to the network; it shall also be possible to send alerting and other messages to the attached UE.  

.
6.1.5 
Support of IP multicast service

The evolved 3GPP system shall allow a user to access IP multicast services..
6.2
IP session control

The evolved 3GPP system shall provide for session mobility and session adaptation to terminal capabilities, user preferences, subscriber priorities, network conditions and/or other operator-defined criteria. Session adaptation shall be under the control of the operator. 

The evolved 3GPP system shall support session control for multi-party sessions (e.g. user-to-group) and shall provide a scaleable solution.

In order to support the efficient routing of IP traffic, local breakout shall be supported.

6.3
 Quality of Service

[Editors note: We need additional clarification about unicast and multicast.]

End of changes
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�This paragrph as whole needs to be clarified as the editor suggests.
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