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1
Background 

WLAN based access networks to the Internet are currently being deployed in many countries. These are often called Wireless ISPs (WISPs) or IP zones as they cover limited indoor areas such as airports, and hotels. These systems provide basic IP connectivity to Internet Service Providers through a WLAN based access network. This allows users to access the services on the Internet. It also allows corporate users to access their company’s Intranet services through VPNs. The main purpose of including WLAN as a complementary air interface to existing UMTS air interfaces is to enhance the capabilities of UMTS system. There can be several levels of integration, however time to market is a critical issue. In this context a phased approach where integration is achieved incrementally is preferred. We propose in this document the main lines of the approach that should be taken with regards to UMTS/WLAN Interworking. We derive from these concepts some service and operational requirements. 

2
Main concepts

2.1
Generic solution

Several WLAN technologies have been standardised and developed. Some operators may wish to deploy one or several of these technologies depending on the regulations and market prospects. Having one Interworking for each technology would increase the operating complexity and the standardisation work. Thus the UMTS/WLAN Interworking solution should aim at being as generic as possible for all WLAN technologies identified. In that sense the mechanisms creating the Interworking should be the same independently of the WLAN technology considered. In terms of services the quality of the service rendered might differ between technologies but the same set of services should be accessible independently of the WLAN access technology being considered.  

2.2
Standardisation and systems impact 

Given the large cost of UMTS system deployment and the large effort in standardisation and deployment of UMTS system and WLAN technologies it is important to minimise the impact of interworking on:

· 3GPP standards and systems and

· WLAN standards and systems (e.g. Hiperlan/2, IEEE 802.11, HiSWAN)

In addition it is important to limit the complexity of Interworking and in that sense a simpler solution would be preferred. 

2.3
Extent of Interworking

The solution should aim at providing replicas of all services based on UMTS PS Domain. This includes also the functionality of the IP Multimedia Sub-system (see 2.4). However, the services of the UMTS CS Domain should not be subject to UMTS - WLAN interworking. Indeed Interworking with the CS domain would entail a significant increase in complexity and would not be in line with the current migration towards an all IP based service provisioning.

2.4
 Levels of Interworking/Integration

We describe here three levels of Interworking each providing certain benefits 

Level 1 - Common Access Control and Charging 

Combining WLAN access control to the UMTS Authentication infrastructure would have two complementary benefits. First of all the UMTS operator can convert the subscribers within his existing UMTS customer base to WLAN-UMTS subscribers with a minimum effort. Additionally large deployment of WLAN islands of coverage induces significant cost in deployment of authentication infrastructures. Therefore reusing UMTS authentication centers for the purpose of authenticating WLAN access would be beneficial in terms of deployment costs. 

Both accesses provide wireless IP connectivity. Thus it would be beneficial to apply the same UMTS PS domain charging principles, e.g. prepaid and postpaid, to WLAN. It is also important to further study the benefits of integrating WLAN charging platform with that of the UMTS PS domain recognising that the pricing strategy might differ from one access to the other.

Level 2 : Access of all UMTS based services + level 2

By allowing access to all UMTS PS based services through WLAN access, operators would enlarge the scope of WLAN access to users. These services include IP Multimedia services, location based services, instant messaging, presence services, MBMS and any service that is built upon the combination of several of these service components.

Level 3 : Service continuity + level 3

Service continuity between WLAN access and UMTS access would ensure that WLAN access is seen as an integral part of UMTS. This would also ensure ease of use for the users.

Service degradation may however be a consequence of mobility between accesses, due to varying capabilities and characteristics of access networks. The possibility to move sessions from one terminal to another is for further study

The Interworking solution should aim at realising the third level of interworking. It should be required that the realisation of the first level of interworking does not forbid the realisation of the second level. (similarly between the second and the third)

2.5
Phased Approach

A phased approach in time and content will allow for faster deployment of a standardised solution and may create an operational and development feed-back component to the design of new functionality. A viable functional split could be to standardise the above described Interworking level 1 as a first phase and in later stages the functionality required for achieving Interworking level 2 and 3 could be made.

2.6
Terminal and user interface aspects 

Interworking with UMTS should allow usage of off-the-shelves user WLAN devices. This would allow existing WLAN users to use the devices used in other circumstances, e.g. office use, home use. This goal will require effort in terms of solving potential security issues.

2.7
Interoperability and roaming between different networks

The same roaming principles as in the PS domain should be applied to WLAN access networks that interwork with UMTS. The possibility of roaming between WISPs and WLANs interworking with UMTS should be studied.

3
Service and operational Requirements 

These are preliminary service and operational requirements that are derived from the main concepts expressed in chapter 2. 

3.1 
Security

3.1.1 Access Control

· It shall be possible to use UMTS authentication mechanisms for the WLAN access.

3.1.2 UMTS Security

By introducing a new access technology it is important that it does not impact the level of security achieved in UMTS. 

· UMTS-WLAN Interworking shall not degrade the applied security level for the UMTS network and its subscribers.

3.2
Charging 

The specific requirements for charging are for further investigation (see 2.4.1)

3.3
Terminal aspects

Different scenarios can be considered. We list those that we have identified as relevant thus far.

One of the usage scenarios that can be foreseen is a laptop user that has its WLAN radio interface (integrated in the laptop or in the form of a PC card). The laptop uses a UMTS terminal to communicate through UMTS. The implications and the specifics of this scenario are for further study. Another usage scenario is an integrated terminal that includes both UMTS and WLAN interfaces. The implications and the specifics of this scenario are for further study.

3.4
Roaming

The specific roaming scenarios are for further study

3.5
Service Aspects

3.5.1
Service Mobility

· Access to WLAN shall provide access to the UMTS PS service capabilities, providing means of making the same user applications available through WLAN and/or UMTS where applicable.

3.5.2 
New Services

· The Interworking Solution shall not preclude IP based services not defined in 3GPP to be accessed through WLAN

3.6
Service Continuity and handovers

3.6.1
Service Continuity

· Handover between WLAN and UMTS shall be supported in a manner that minimizes the user interaction for maintaining the end-user service. 

3.6.2 
Access technology selection

· The need for standardization of the Access Technology Selection procedure is for further study. 

3.7
QoS

· The WLAN access shall be able to support all of the QoS classes implemented for the UMTS Packet Domain. (subject to possible constraints of some WLAN technologies)

