TSG-SA WG 1 (Services) meeting #12
TSG S1 (01) 0358

Helsinki, Finland, 7-11 May 2001
Agenda Item: 6.2.12 Presence

Source:
Siemens


Title:
Enhancements to 22.141 (Presence)

Document for:
Discussion and Decision

Agenda Item:
6.2.12 

The following enhancements, clarifications and modifications are proposed for inclusion in 22.141.

3
Definitions, symbols and abbreviations

3.1
Definitions

availability of a presentity; a presentity is available if a communication with the presentity can be established  
fetcher: a form of watcher that has asked the presence service to for the presence information of one or more presentities, but has not asked for a notification from the presence service of (future) changes in a presentity's presence information..
poller: a fetcher that requests presence information on a regular basis.
presence information: consists of one or more information elements, describing visibility and availability of a presentity. 
presence service: an optional feature that accepts, stores, and distributes presence information. The presence service may support other services (e.g. messaging services) 
-
may require authentication of presentities, and/or watchers

-
may have different authentication requirements for different presentities

-
may have different authentication requirements for different watchers, and may also have different authentication requirements for different presentities being watched by a single watcher

-
may have an internal structure involving multiple servers and/or proxies. There may be complex patterns of redirection and/or proxying while retaining logical connectivity to a single presence services. Note that a presence service does not require having a distinct server: the service may be implemented as direct communication among presentity and watchers.

-
may have an internal structure involving other presence services, which may be independently accessible in their own right as well as being reachable through the initial presence services.

presentity (presence entity): provides presence information to a presence service.  Note that the presentity is not (usually) located in the presence service, but is typically located in the UE. The presence service only has a recent version of the presentity's presence information.  The presentity initiates changes in the presence information to be distributed by the presence service. A single presentity may comprise multiple devices


subscribed-watcher: a subscribed-watcher is a type of watcher, which requests notification from the presence service of (future) changes in a presentity's presence information.  As an example, RFC 2778 [3] provides a more detailed definition.
visibility of a presentity; willingness to communicate with a watcher <<< === ??? 
watcher: requests presence information about a presentity, or watcher information about a watcher, from the presence service. Special types of watcher are fetcher, poller, and subscribed-watcher.
watcher information: information about watchers that have received presence information about a particular presentity within a particular recent span of time. Watcher information is maintained by the presence service, which may choose to present it in the same form as presence information; that is, the service may choose to make watchers look like a special form of presentity.
3.2
Abbreviations

For the purposes of this document the following abbreviations apply:

IETF


Internet Engineering Task Force

LAN


Local Area Network

VHE


Virtual Home Environment

4
Presence models

4.1
Roles in the presence service
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Figure 1: Presence service model

The presence service may be considered to support three main roles, as depicted in figure 1"Presence service model".  

For the purposes of this TS, the following roles are identified to support the presence service:-

Presence information

The presence information is a set of elements for the data relating to presence entities which is stored, accessed and distributed on request, and includes functionalities to support presence information (e.g. ability to consolidate, disseminate, secure, authentication etc.).  

Suppliers of presence information

This role represents those entities that supply presence information (i.e. provide data to be stored in the presence information. The term presentity (presence entity) is used to identify the suppliers of presence information.

Requesters of presence information

This role represents those entities which request (and subsequently receive) presence information of a presentity.  The presence information may also maintain data on requesters of presence information, which may also be potentially distributed (on request) to requesters of presence information.  The term watchers is used to identify the requesters of presence information.

The requesters of presence information may be subdivided further into 2 further roles:-

Information Requesters

This role represents those entities which simply requests the current data of a presentity in the presence information.  The term "fetchers" is used to identify the receivers of this type of presence information of a presentity.  Presence information of a presentity may also be requested on a regular or periodic basis, and are referred to as pollers. 

Notification Requesters

This role represents those entities which request notifications on (future) changes in presence information of a presentity.  The term subscribed-watchers is used to identify the receivers of this type of presence information.

4.2
Presence information

A logical model of the presence information consists of an arbitrary number of elements.  Each such element may contain information as:-

-
status

which may consist of values such as open, closed, online, offline, busy, away, do not disturb etc.

-
communications address

which may consist of a communication means (e.g. service type(s), media type(s), multimedia/instant messaging service etc.) and a contact address (e.g. E.164, URI, instant inbox address etc.).

-
other presence information

which may consist of rules regarding how presence information is to be handled (e.g. distributed to watcher x, and not to watcher y), as location co-ordinates, device content limitations (e.g. maximum size of media content allowed etc.), actual terminal capabilities
The above list of element contents is neither exhaustive nor complete.

4.3
Informative models

The above models of the presence service and presence information are not definitive, and no implementation model or architecture is implied or required by them, and are solely provided to describe the functions and roles that shall be provided by the presence service.

5
High level requirements

5.1
Home Environment requirements

The presence service shall provide the ability for the home environment to manage the visibility and availability of users' devices, services and service media, even when roaming.  The home environment shall be able to be both the supplier of presence information (i.e. presentities), as well as the requesters of presence information (i.e. watchers).

The home environment requirements for the support of the presence service are defined in 5.3 General requirements, and the applicable requirements in 5.4 Management requirements and 5.5 Notification and acknowledgement requirements.

5.2
User requirements

The presence service shall provide the ability for users to manage the visibility and availability of their devices, services and service media, even when roaming.  Users shall be able to be both the suppliers of presence information (i.e. presentities), as well as the requesters of presence information (i.e. watchers).

The user requirements for the support of the presence service are defined in 5.3 General requirements, and the applicable requirements in 5.4 Management requirements and 5.5 Notification and acknowledgement requirements.

5.3
General requirements

The following general requirements for the presence service shall be supported:-

a)
Presence information

Presence information for presentities shall be maintained in a standardised format to enable interoperability.  
It shall be possible for the home environment to make Presence information available (e.g. to services/applications) via a standardised, open interface  
The standardised presence information format:_

i)
shall be able to interwork with Internet presence information formats

ii)
shall enable it to be extended to represent additional information, without undermining the standardised format (e.g. customise the status dependent on location, time of day, devices etc.).  It shall be possible to personalise the presence information of a presentity on a per requester basis.)

iii)
shall include a means to uniquely identify the presentity

iv)
shall define a standardised presence schema suitable for different services (e.g. instant messaging), with a minimum set of status values needed for interoperability within 3GPP (e.g. open, closed, online, offline, busy, away, do not disturb etc.)

v)
shall include a means to contain additional information (if applicable), such as email address, telephone number, postal address etc., or a link to that information

b)
Forward compatible presence service

Presence service shall leverage current and evolving presence technology by re-using existing standards as far as possible and proposing extensions (as necessary) to existing standards.

c)
Interoperability with external presence services

External networks (e.g. those in other PLMN’s, the Internet, LANs etc.) currently support several different forms of presence service.  The presence service shall enable the wireless network to present a consistent and interoperable support of presence, such that the wireless presence capability users can interwork with one or more other external presence services.  The presence service shall be able to interoperably exchange presence information with the Internet.

d)
Consistent and interoperable presence service

Regardless of the service using presence information, the presence service shall be supported in a consistent and interoperable manner between the UE and the network

e)
Transport independence

It shall be possible to use the presence service independent of the bearer or transport mechanism. Restrictions may apply due to the nature of the underlying transport mechanism (e.g. a CS terminal may not be capable to supply the same presence information as a terminal attached to the IM CN Subsystem)
f)
Presence service quality of service

Presence service shall be available in near-real time (i.e. it is no good being advised on the presence of a device, after the status has changed again).

Editor's note: need to qualify what is meant by "near real time"

g)
Devices, services and services media components 

Presence service shall enable the support of presentity presence information for individual presentities (e.g. a devices, services and services media components) on a per requester basis.  

h)
Advanced wireless presence capabilities

Within the wireless environment the presence service shall be able to enable and exploit the special characteristics of the mobile environment, in order to support features and services over and above those found in the internet world.

i)
Home Environment control of the presence service

It shall be possible to allow the home environment to support a user both in the home environment and in a visited network

j)
Privacy of presence information

The privacy of presentities data in the presence information shall be ensured.

k)
Policy management

It shall be possible for the home environment to support a presence policy management.

l)
Legal interception

It shall be possible for the home environment to authorise access to the presence information without the knowledge or permission of the presentity that is being observed (e.g. for law enforcement purposes).

5.4
Management requirements

The following high level presence service requirements shall be supported:-

a)
Presence configuration by the home environment

The presence service shall enable the home environment to configure the presence information for individual presentities. 

b)
Access to the presence service

The presentity shall have the ability to accept or reject a request for presence information on a per watcher basis, with the option:-

i)
once only per watcher (e.g. set up a profile for known watcher, groups of watchers, anonymous subscriptions, etc.), 

ii)
for each presence information request (e.g. for watchers that are unknown or not set up in the current profile).

c)
Subscribing to the presence service

If a subscribed-watcher establishes a subscription to a presentity's presence information:-

i)
it shall be possible for the presentity to configure the presence service to deny a subscribed-watcher's subscription, whilst appearing to the subscribed-watcher as if the subscription has been granted (this is sometimes called "polite blocking")

d)
Supplying data to, and requesting data from, the presence information

The presence service shall enable the secure reading of data from the presence information for individual presentities.  It shall be possible to request the current value of presence information data on demand or on a periodic basis, or to be notified of subsequent changes in presence information data.

It shall be possible for a subscribed-watcher to establish a subscription to a presentity's presence information, and:-

i)
it shall be possible to inform the presentity of subscription requests

ii)
it shall be possible to report existing subscriptions to the presentity (on request or periodically)

iii)
the subscribed-watcher shall be able to determine the status of his subscription to that presentity's presence information, at any time.  If polite denial is enabled for this subscriber then this status may not reflect the actual status of the subscription.

iv)
the presentity shall be able to cancel the subscribed-watcher's subscription at any time

v)
it shall be possible for the presentity to request the subscriber address

vi)
it shall be possible for the the subscriber to request the presentity address

vii)
it shall be possible for the subscriber and/or presentity to withold their identity

viii)
if the subscribed-watcher so chooses, the subscribed-watcher's subscription to a presentity's presence information shall not be revealed to others.

Editor's note: do we really need this requirement?

e)
User availability and mobility

The presence service shall take into account changes in the availability of users (e.g. the user is out of contact or not reachable, despite having activated his presence) or his mobility (e.g. wherever he may be in his home environment or in a visited network).

f)
Location information

The presence service shall be capable of integrating location information and provide notifications based on changes in location as requested by a watcher
g)
Terminal Capability information

The presence service shall be capable of integrating Terminal Capability information and provide notifications based on changes in Terminal Capability as requested by a watcher

5.5
Notification and acknowledgement requirements

The following notification and acknowledgement presence service requirements shall be supported:-

a)
Uniqueness of identity

The presence service shall uniquely identify the presentity in notifications and acknowledgements.

b)
Presence data modification and monitoring requests

The presence service shall be able to support the acknowledgement of any requests to monitor a presentity's presence information (i.e. from requesters of presence information)

If a subscribed-watcher establishes a subscription to a presentity's presence information:-

i)
it shall be possible for the subscribed-watcher to be provided with a means of verifying the accurate receipt of the presence information that the presentity chooses to disclose to the subscribed-watcher

ii)
the presentity shall inform the subscribed-watcher if the presentity refuses the subscribed-watcher's subscription. (Note that the presentity may choose to accept subscribed-watcher's subscription, but failed to deliver any information to it (so-called "polite blocking"))

iii)
the subscribed-watcher shall be able to cancel his  subscription to a presentity's presence information at any time

iv)
an unauthorized third party subscribed-watcher shall not be able to cancel the subscribed-watcher's subscription to a presentity's presence information

v)
if the subscribed-watcher's subscription to presentity's presence information is cancelled, the presence service shall inform the subscribed-watcher of the cancellation
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