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2	Classification of the Work Item and linked work items
2.1	Primary classification
This work item is a …
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2.2	Parent Work Item
	Parent Work / Study Items 

	Acronym
	Working Group
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	Title (as in 3GPP Work Plan)

	
	
	
	

	
	
	
	

	
	
	
	



2.3	Other related Work Items and dependencies
	Other related Work /Study Items (if any)

	Unique ID
	Title
	Nature of relationship

	
	
	



3	Justification
SA1 R18 AIML has specified some requirements about 5GC information to 3rd party (in TS 22.261 Clause 6.40). However, it does not explicitly indicate which information can be exposed to UE. In TS 22.261 Clause 6.40, the related requirments are as follow.
The information exposure to UE helps to let UE improve user experience of AIML related service. As described in TS 22.261 and TR 22.874, the E2E performance of AI inference is determined by both computation and communication. For example, as described in clause 5.1 and 5.5 in TR 22.874, different splitting point is corresponding to different layers to be calculated in UE (computation capacity) and intermediate data rate (UE’s QoS), thus UE receives the network information can be used for the splitting point adjustment so that to avoid the interruption of the E2E latency when QoS is changed.  
Meanwhile, the 5GAA LS and Technical Report has been sent to SA1 asking to support the 5GC information exposure to UE. There are some validations below for this requirement.
1)  For some AIML service, the user plane connection is not always availbe to be used for information delivery via AF. 
UE has its own information about its memory, energy, computation state and the network does not, the UE makes decision itself also considering the network related information. In the 5GAA technical report “Predictive QoS and V2X Service Adaptation”, it is said “deliver information on potential QoS change to the UE-side of the application are needed especially for the time horizons in the order of a few seconds and become particularly important under critical radio conditions, since the user plane may not always be available”
2) The QoS prediction related information is time sensitive, a direct exposure to UE helps to guarantee the information timeliness.
There are many real time factors to predict the QoS, such a QoS prediction of QoS change is usually determined a very short time before the QoS change happens. According to the use case and analysis in the 5GAA technical report, QoS prediction time horizon (time before the QoS change happens) is expected to several seconds (6-18 sec); QoS prediction notification time (from 5GS to application in UE) is 0.5 second as usual.  
3) The UE-level information specific to a service flow only contains the specific application’s information, so UE should be able to acquire such information with less privacy risk 
Moreover, the information specific to a service flow is useful only to the certain application. It is impossible to use it to derive the network status, nor useful for other applications. Thus, the security would be guaranteed. 
Moreover, exposing information to UE is a protection of privacy and confidentiality. If the AF provides some service, e.g. image processing, it has no business knowing the exact location of the UE and its communication patterns, etc. even if the UE is providing some FL service. If the UE (application) were informed instead of the AF regarding its status, etc. it could make an optimal decision locally, or send some minimal / abstract information that does not violate the subscriber's privacy.
4	Objective
This work item proposes requirement to let 5G network expose information directly to the 3rd party application running on UE, including:
-    Define the specific information (e.g. QoS prediction) which is allowed to be exposed to the application running on UE
-    Authorize/deauthorize the 5G network to expose information directly to an application running on UE;
-    Authorize/deauthorize which 3rd party application running on UE to acquire the 5GC information;

5	Expected Output and Time scale
	New specifications {One line per specification. Create/delete lines as needed}
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	TS 22.261
	Requirements for information exposure to application in UE
	SA#100
	New requirements in 22.261 to capture requirements related to 5GC information exposure to UE



6	Work item Rapporteur(s)

7	Work item leadership
SA1

8	Aspects that involve other WGs

9	Supporting Individual Members
	Supporting IM name

	OPPO

	Xiaomi 

	Tencent

	Toyota

	vivo

	Bosch

	Huawei

	Volkswagen AG



