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Abstract: This document is to revise the use case of intruder detection in smart home for FS_Sensing which has captured into TR22.837 
[bookmark: _Toc100743488][bookmark: _Toc100921159]******************** First Change *******************
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[bookmark: _Toc113213326]5	Use cases
[bookmark: _Toc113213327][bookmark: OLE_LINK1][bookmark: OLE_LINK2]5.1	Use case of intruder detection in smart home
[bookmark: _Toc100743490][bookmark: _Toc113213328]5.1.1	Description
Sensing in smart home is a kind of the typical scenarios of indoor/local-area sensing [8]. Considering people spends most of lifetime indoor, how to improve the user experience for indoor scenario is important. Nowadays, various 5G UEs, e.g. wearable device, sensor, smart phone and customer premise equipment (CPE), are deployed at home. In order to enjoy more comfortable and convenient indoor life, various devices are connected via wireless signals to build a smart home platform.
In addition to communication purposes, wireless signals can also be used for sensing, e.g., monitoring the home environment continuously.
For intruder detection in smart home scenario, due to the activities of indoor object or human, the 3GPP signal measured by UE or network would be influenced. By analysing and collecting the sensing information such as Doppler frequency shift, amplitude change and phase change, the behaviour of indoor object or human could be detected as shown in following figure 5.1.1-1 which takes sensing entity that trasceives (transmits and receives) the signal case as example.
. [image: ]
Fig. 5.1.1-1 An example of sensing operation of UE

[bookmark: _Toc100743491][bookmark: _Toc113213329]5.1.2	Pre-conditions
Mary and her husband Tom live in a house with little daughter Alice.
On every working day, Mary and Tom have to leave home to work, and Alice needs to go to school. Since the community where the house is located is not stable, Mary and Tom have concern on the safety of their property.
In order to address their concerns, considering protecting the personal privacy and save family cost, Mary sets up some 5G CPEs (i.e. UE) in each room at home, which support sensing functionalities.
[bookmark: _Toc355779206][bookmark: _Toc354586744][bookmark: _Toc354590103][bookmark: _Toc100743492][bookmark: _Toc113213330]5.1.3	Service Flows
Mary and her all family members travel to Hawaii in a holiday. At this time, her house is empty. Since she worries about the safety of property, she enables the sensing service on intruder detection of the 5G CPEs (i.e. UE) at home.
Mary’s CPE (i.e. UE) in the living room is activated to perform the sensing operation. While the 5G CPE transmit 5G signals to provide communication services at home, the reflected signals are also be received and measured at the CPE as sensing information. The CPE reports the sensing information to 5G network or further process locally. Via the analysing the differences between the 5G signals and the received reflected signals provided by sensing service performed by 5G system, any potential intruder will not be missed.
Also, Mary’s CPE in the living room can work with other 5G UEs in other rooms. The CPE discovers that the living room has another 5G device (i.e. UE) which could assist the sensing service as secondary device via direct device connection.  The connectivity used in this case is direct device connection, and CPE and this 5G device play as the role of transmitter and receiver, respectively. The receiver measures the 5G signal (e.g., number of detected transmission paths), then provides sensing information to 5G network or further process locally. Via the analysing the differences between the 5G signals and the received reflected signals provided by sensing service performed by 5G system, any potential intruder will not be missed.
An intruder breaks into Mary’s house someday. The sensing service provided by 5G network system assists detecting that the presence of an intruder based on analysing the change of collected signals is aligned with the known feature of the activities of indoor human, and the alarm of intruder is sent to Mary’s smart phone. Mary calls the police for help, and the property is protected.

[bookmark: _Toc355779207][bookmark: _Toc354586745][bookmark: _Toc354590104][bookmark: _Toc100743493][bookmark: _Toc113213331]5.1.4	Post-conditions
Thanks to the sensing service provided by 5G UE and network, an intruder is found when Mary is out of home.

[bookmark: _Toc355779209][bookmark: _Toc354586747][bookmark: _Toc354590106][bookmark: _Toc100743494][bookmark: _Toc113213332]5.1.5	Existing features partly or fully covering the use case functionality
None.

[bookmark: _Toc100743495][bookmark: _Toc113213333]5.1.6	Potential New Requirements needed to support the use case
[P.R.5.1.6-1] The 5G system shall provide a mechanism for an operator to authorize a UE for sensing, e.g., based on location.
 Editor's Note:	it is FFS whether base station needs to be added into [P.R.5.1.6-1].
[bookmark: _Hlk103851378][bookmark: OLE_LINK6][P.R.5.1.6-2] The 5G system shall support a UE to perform sensing measurement process based on the trusted 3rd party’s request.

[bookmark: OLE_LINK5][bookmark: OLE_LINK3][bookmark: OLE_LINK4][P.R.5.1.6-3] The 5G system shall provide mechanisms for an operator to only collect or expose the sensing information requested by a trusted 3rd party according to agreement.
[bookmark: _Hlk103851483]
[P.R.5.1.6-4] The 5G system shall support UE to perform sensing measurement process using signals received from other UE(s).
[P.R.5.1.6-5] The 5G system shall support UE to perform sensing measurement process in licensed or unlicensed band.
[P.R.5.1.6-6] The 5G system shall be able to provide the sensing service with following KPIs:
Table 5.1.6-1: Performance requirements for intruder detection in smart home
	Scenario
	Sensing Distance
	Sensing Angle 
	Sensing Velocity
	Confidence level
	Latency

	
	Accuracy
	Resolution
	Effective Sensing Distance 
	Accuracy
	Resolution
	FOV (Field of View) 
	Accuracy
	Resolution
	Effective Sensing Velocity
	
	

	Intruder detection in smart home
	0.5-2 m
	-
	10 m
	 -
	-
	-
	0.1-0.3 m/s
	-
	3 m/s
	Probability of missed detection < 5% 
Probability of false alarm < 2%
	< 1 s

	Note 1:  The KPIs are taken the requirement of IEEE 802.11bf WiFi sensing use case as the baseline [8].



	Scenario
	Sensing service area (note 1)
	Confidence level [%]
(note 2)
	Positioning accuracy by sensing (for a target confidence level, note 3)
	Velocity estimation accuracy by sensing (for a target confidence level, note 4)
	Sensing resolution
(note 5)
	Max sensing service latency
[ms]
(note 6)
	Refreshing rate
[s]
(note 7)
	FFS:
Missed detection
[%]

	FFS:
False alarm
[%]


	
	
	
	Horizontal
[m]
	Vertical
[m]
	Horizontal
[m/s]
	Vertical
[m/s]
	Range resolution (horizontal/ vertical)
[m x m]
	Velocity resolution (horizontal/ vertical)
[m/s x m/s]
	
	
	
	

	Intruder detection in smart home
	Indoor
	N/A
	N/A
	N/A
	N/A
	N/A
	N/A
	N/A
	<1 s
	< 1 s
	< 5%
	< 2%

	NOTE 1:	Coverage, environment of use and velocity of a target object
NOTE 2:	Percentage of the sensing results fulfilling a given performance requirement over all the sensing results
NOTE 3:	For a target sensing object, absolute value of the deviation of the measured position from the true position
NOTE 4:	For a target sensing object, absolute value of the deviation of the measured velocity from the true velocity
NOTE 5:	The range resolution denotes the minimum difference in distance between target objects to have measurably different range, which is equivalent to delay resolution. The velocity resolution denotes the minimum difference in velocity between target objects to have measurably different velocity, which is equivalent to doppler resolution.
NOTE 6:	Time elapsed between the event that triggers the determination of the sensing result and the availability of the sensing result at the system interface
NOTE 7:	Time interval between successive sensing results reporting to the sensing application server



Editor’s Note: the KPI table will be updated when the common KPI table is ready, and it is FFS to identify the potential KPIs.
Editor's Note:	it is FFS whether other potential requirements will be identified.

*******************End of Change*****************
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