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Abstract: The contribution proposes a use case about Ambient IoT device used in last-mile delivery tracking and describes potential requirements for TR22.840.
1. Introduction
Introduce a use case related to the last-mile delivery of the logistics into Ambient IoT Study. 
2. Reason for Change
A use case and associated requirements shall be added to TR 22.840.
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree on the following changes to 3GPP TR22.840 v0.2.0
* * * First Change * * * *
[bookmark: _Toc103966486][bookmark: _Toc100862436]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non-specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[x1] Last Mile Delivery Transportation Market (https://www.transparencymarketresearch.com/last-mile-delivery-transportation-market.html)
* * * Next Change * * * *
5 Use cases
5. X	Use case on Ambient IoT for Last-Mile Delivery Tracking
[bookmark: _Toc100862437]5.X.1	Description
Last-mile delivery is the final stage of the logistics process, to deliver the goods from the transportation hub (e.g. the manufacturer's plant or warehouse, a supplier or retailer location) to the customer's destination. As the growth of e-commerce, the volume of the deliveries and locations has dramatically increased which lead more challenges to the logistics industry in the cost and process complexity. The efficiency and reliability of last-mile delivery has become the key for a positive customer experience while the profitability of last-mail delivery has become the cornerstone to all the businesses deeply impacted by the supply chain and logistics. Real-time tracking and automated planning and optimization are two key solutions in addressing the above challenges[x1], which can benefit from the usage of Ambient IoT devices.
[bookmark: _Toc100862438][bookmark: _Hlk101441008]5.X.2	Pre-conditions
The service operator NetX provides both Ambient IoT service and other 5G services to the logistics company ExpressX for the last-mile delivery tracking. 
· ExpressX have prepared a number of Ambient IoT devices with the subscription to 5G network. If there are existing Ambient IoT devices attached to the goods by the manufacturer, it’s possible to reuse them with the subscription update based on the agreement between the manufacturer, ExpressX and NetX.
· All the vehicles (e.g. truck, van, cargo bike) for package delivery are equipped with non-Ambient IoT 5G UE for on-vehicle package management.
· The delivery lockers for package storage are equipped with non-Ambient IoT 5G UE as well.
[image: ]
Figure 5.X.2-1: Ambient-IoT for last-mile delivery tracking
[bookmark: _Toc100862439]5.X.3	Service Flows
1. When a new delivery order is placed on the application platform, one Ambient IoT device will be assigned, activated for the service by 5G signal, provisioning with basic delivery information (e.g. goods info, order number), and then stick onto the delivery package stored in the warehouse.
2. Regarding the route planning, one vehicle allocated for the transport arrives at the warehouse to load the packages. The equipped UE1 is authorized by 5G network to communication with Ambient IoT devices.
3. The delivery packages are ready for shipping. The attached Ambient IoT devices perform gate-out inventory via serving RAN node for the warehouse to 5G network upon the request of the application platform.
4. The Ambient IoT devices respond to UE1’s signal for on board confirmation when the packages are loaded to the vehicle. 5G network will read the device information (e.g.identities) via UE1 and establish the binding between UE1 and Ambient IoT devices. After the loading procedures, 5G network will send the binding list of on board Ambient-IoT devices and UE1 to the application platform to record the packages status and the associated vehicle for future tracking.
5. During the transport, Ambient IoT device are energy harvested by on-vehicle equipment or UE1 and periodically respond to UE1’s signal for the existence check. 5G network gets the location information of UE1 and/or Ambient IoT devices, and the existence of Ambient IoT devices based on the application platform’s request (e.g. periodical, event-trigger) and sends to the platform for tracking. 
6. When the vehicle reaches one destination, 5G network will notify the platform. Then the platform will request 5G network to perform unloading procedures regarding the list of Ambient IoT devices for the destination. 
A. Delivery locker: UE2 is authorized to communicate with Ambient IoT device by 5G network.
6a.If the packages are put into the locker, Ambient IoT devices respond to UE2’s signal for in-stock confirmation. 5G network will read the device identities via UE2, release the binding between them and UE1and establish the binding between them and UE2. 
6b.After in-stock procedures, 5G network will send the binding list of Ambient IoT device and UE2 to the application platform. 
6c 5G network will request UE1 to scan Ambient IoT devices for the existence check, and send the binding list of Ambient IoT device and UE1 to the application platform.
6d. 5G network will send “arrival message” to the owner of the delivery package based on the owner list provided by the application platform.
6e. When the owner fetches the package from the delivery locker, 5G network will deactivate the associated Ambient IoT device via UE2 upon the request of application platform.
B. User Home
6a. If the packages are directly delivered to the end user, 5G network will release the binding between Ambient IoT devices and UE1, and deactivate them.
6b 5G network will request UE1 to scan Ambient IoT devices for the existence check, and send the binding list of Ambient IoT device and UE1 to the application platform.
7. The vehicle moves on to the next destination.
[bookmark: _Toc100862441]5.X.4	Post-conditions
ExpressX utilizes Ambient IoT service in last-mile delivery to ensure the tracking on the whole course of the packages’ movement. The package status is transparent to the package owner for either real-time monitor or trace back on demand.
5.X.5	Existing features partly or fully covering use case functionality
SA1 has performed several studies on IoT and introduced requirements about the device lifetime management, energy saving and data transmission in TS 22.011[9], TS 22.368[6], and TS 22.261[8], part of which can be leveraged by Ambient IoT service. 
For the subscription aspects, TS22.261 has defined the following requirements about the subscription change and activation in clause 6.14.2 as below.
The 5G system shall be able to provide mechanisms to change the association between a subscription and address/number of an IoT device (e.g. changing the owner and subscription information associated with the IoT device) within the same operator and in between different operators in an automated or manual way.
The 5G system shall support a secure mechanism for a home operator to remotely provision the 3GPP credentials of a uniquely identifiable and verifiably secure IoT device.
Based on operator policy, the 5G system shall provide means for authorised 3rd parties to request changes to UE subscription parameters for access to data networks, e.g., static IP address and configuration parameters for data network access.
When the lifecycle of the IoT device on one time of usage has ended, the network service can be terminated with the change of the subscription, but it’s not sufficient because the device function and the internal data are still active, which introduces the security issue. It’s needed to disable the RF signal and protect the stored subscription. Also, the enablement and provisioning for a new start is possible.
[bookmark: _Toc100862442]5.X.6	Potential New Requirements needed to support the use case
5.X.6.1 Service requirements 
[PR 5.X.6.1-001] Based on operator policy, the 5G system shall support a secure mechanism for a home operator to remotely change the validity of the credentials and subscriptions of Ambient IoT device.
[PR 5.X.6.1-002] Based on operator policy, the 5G system shall provide means for authorized 3rd parties to request changes to the subscriptions of Ambient IoT device, and enable or disable the capability to transmit RF signal.
[PR 5.X.6.1-003] The 5G system shall support to authorize a UE to communicate with an Ambient IoT device or a group of Ambient IoT devices under control of the same 3rd party.
[PR 5.X.6.1-004] The 5G system shall support a secure mechanism to collect information from Ambient IoT devices via direct communication or 3GPP indirect communications (e.g relay UE).
[PR 5.X.6.1-005] The 5G system shall support a mechanism to manage the group communication between authorized relay UE and Ambient IoT devices.
[PR 5.X.6.1-006] The 5G system shall be able to provide suitable and energy efficient means to determine the position of Ambient IoT devices and authorized relay UE.
[PR 5.X.6.1-007] The 5G system shall be able to expose the identities and location information of Ambient IoT devices to a trusted 3rd party.
5.X.6.2 KPIs for Ambient IoT service in last-mile delivery tracking
[PR 5.X.6.2-001] The 5G system shall be able to provide Ambient IoT service with following KPIs
Table 5.X.6-1 KPI Table of  Ambient_IoT service in last-mile delivery tracking
	Scenario
	Communication range
	Message
size (UL)
	Device Density
	Service area dimension
	Service bit rate; user experience data rate
	Speed

	Last-Mile Delivery Tracking
	[10m-20m] indoors
(note 1)
	[256] bits (note 2)
	[150~180]/m2 (note 3)
	[80m2]
(note 4)
	<[1]kbits/s (note 5)
	Relative stationary
(note 6)

	Note 1: The value refers to the length limitation of the final delivery vehicle (e.g.truck) and delivery locker.
Note 2: It’s assumed 15 digits for the device ID, 13 digits for the delivery order no. and additional 32 bits for control data.
Note 3: The device density is calculated based on a typical scenario that a 25t weight truck carries 10k packages with 60m2.
Note 4: The value refers to the volume limitation fo the truck and delivery locker.
Note 5: The instant data rate for transmitting 256 bits within 1s.
Note 6: The relative speed between Ambient IoT device and relay UE or RAN node. 



* * * End of Changes * * * *
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